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Foreword

[ISO (the International Organization for Standardization) and IEC (the International Electrotechnical Commission)
form the specialized system for worldwide standardization. National bodies that are members of ISO or IEC
participate in the development of International Standards through technical committees established by the
respective organization to deal with particular fields of technical activity. ISO and IEC technical committees

collaborate in

fields of mutual interest. Other_international organizations, governmental and non-governmental, in
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0 Introduction

0.1 Purpose and overview

ISO/IEC 146621) described the conceptual architecture necessary for carrying out Open-edi. That architecture
described the need to have two separate and related views of business activities. The first is the Business
Operationgtview(BOV)—Thesecond-sthe Functionat-Service- View(FSY)—Figure HfromtSOAEC 4662 illustrates
the Open-gdi environment (for definitions of the terms in Figure 1, see Clause 3).

aspects of

_ _ Covered by STANDARDS
Business tfansactions —>

,,,,,,,,,,,,,,,,,,,,,,,,

B Open-edi Reference Model
U r--r———~~>""~>"~>~>"~>">"~"~>"~"~"“~"“~" = =777 1
S 3 :
I ' Business Operational View | _
N | _ L SOMPY With }eid RELATED
w Business aspects !
E | | Coveredby\\[ STANDARDS
S | of — >
S i business transactions ; R
T |Viewedas | | |
R )} ! Inter-refated
A | . _ . | |
N - Functional Service View ;
S | | v
.| Information techriolo | i
A : ay : Comply with FSV RELATED
c | |
T | ‘
I | |
o |
N |
S

Figure 1 — Open-edi environment

In the BO)V, the reglirements that the business puts on the exchange of information are descifibed using a
modelling fechnique:"ISO/IEC 14662 recognized that there was no single modelling technique identified whilst the
Internationpl Standard (IS) was in preparation that would satisfy all of the conditions which could b identified as
necessary [input for the FSV. It was also recognized that business users would need a selection of mjodelling tools
since som i i i fficati riptions than
others.

To provide for a situation where business users can select from a range of modelling systems, selection criteria
identifying the characteristics which any suitable modelling system must be able to support have to be defined.
These criteria can be used in two ways. One is to be able to select a suitable modelling system. Another is to
identify shortcomings in a modelling system currently in use so that the users can provide the extra information
themselves if they prefer to use that modelling system.

1) ISO/IEC 14662:2010(E/F), Information technology — Open-edi reference model/Technologies de l'information — Modéle
de référence EDI-ouvert. This is an English/French, side-by-side, International Standard.
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The BOV is used to capture the business processes from the business perspective, but there are other things that
the BOV would not capture because they are part of the operation of the Open-edi architecture itself. One example
is that a process must be able to relate to specific Information Bundles. This relationship has to be precise because
any supporting IT system(s) application(s) has to be able to respond to the information structure that it receives as
a result of a message from another Open-edi user. Another example is the need to provide for the ability to trigger
an action because an event has not occurred (a message has been sent but no response has taken place).
Therefore, it is necessary to identify those characteristics which are not expected to be captured in the BOV but are
required by IT systems developers in their work on the FSV.

The FSV is used to express the technical methods by which the parts of the business processes used in Open-edi
are developed. The FSV has to address the definition, development and lifecycle management of Information

ment and

Bundles ConciQting of Semantic Components tngpthnr with any rules which are essential to their mana

operation.

The FSV is a specification of the way in which the exchange of information is managed. It does hot gpecify the
syntax used tp encode or represent information that is being exchanged. The selection of a suitable syntpx is left to
the Electronig¢ Data Interchange (EDI) implementers, just as the selection of the data interghange service on which
messages arp sent and received is left to networking specialists. Appropriate specialistsymust ensure|that these
syntaxes and services are able to satisfy overarching communications requirements, Such as security|services if

these are not|to be supported through the FSV.

In summary, [ISO/IEC 15944 focuses on aspects of “What to do” as opposed to “How to do it", a§ shown in
Figure 2. Exigting standards/tools will be used to the extent possible for the:“How to.” ISO/IEC 15944-2 focuses on

identification, [registration, referencing and re-use of scenarios, their attributes-and components).2)

ISO/IEC 15944-1

Concepts of

WHAT TO DQ

A

ISO/IEC 15944-2
Registration of
scenarios and

scenario and its O¢DTs their
components: components as
Business FDTX business
Dpen- edi Operatécgl\?l View FD objects
Reference ( ) UML
Model
AB$TRACT CONCRETE
ISO/IEC
14662
Implementation
v
HOW TODOIT

Figure 2 — Aspects of ISO/IEC 15944

2) See0.6

Xiv
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0.2 Requirements on the business operational view aspects of Open-edi

The evolution of information and communications technologies has created a need and opportunity for different
user groups to engage in business relationships using these technologies. This requires automated methods to
carry out EDI among Persons.

Standards required for Open-edi cover a large spectrum of areas: commercial aspects, support for national and
international laws and regulations, information technology perspectives, telecommunications and interconnections,
security services, etc. To these are added public policy requirements of a generic and horizontal nature such as
consumer protection and privacy. ISO/IEC 14662:2010, Annex A describes how the Open-edi reference model
serves as the basis for coordination of work of different standardization areas and types of standardization for
Open-edi.

In addition the widespread adoption and use of Internet and World Wide Web (WWW)-based teghnologies by
Persons ag well as individuals has added urgency to the need to identify and specify the key conjponents of a
business tfansaction. For such specifications to be carried out as electronic business transactions jsupported by
automated| methods of the functional support services (FSV) requires a standards-based approach| for business
semantic descriptive techniques in support of the Business Operational View of Open-edi.

The sourcgs of requirements on the Business Operational View (BOV) aspects which need to be inteprated and/or
taken into] account in the development of business descriptive techniqués for Open-edi baged business
transactior]s include the following:3)

— commgrcial frameworks and associated requirements;
— legal frameworks and associated requirements;

— public|policy requirements, particularly those of a generie*nature such as consumer protection and privacy;
— sectorjal and cross-sectorial requirements;
— requirgments arising from the need to support cultural adaptability requirements. This incljdes meeting

localization and multilingualism requirements, i.e. as may be required to meet requirements df a particular

jurisdigtional domain or desired for providing a good, service, and/or right in a particular market.4) Here,
distinduishing between information technology (IT) interfaces and their multiple human interface gquivalents is

the re¢ommended approach?®).

Figure 3 prjovides an integrated.view of the business operational requirements.

3) This list of sources of requirements is a summary of Annexes A and B of ISO/IEC 14662:2010:

— Annex A (informative) Standardization areas and types of standardization activities/Annexe A (informative) Domaines
de normalisation et types d'activités de normalisation pour I'EDI-ouvert {ISO/IEC 14662 :2010(E/F)}.

— Annex B (informative) Requirements for Open-edi standards/Annexe B (informative) Exigences des normes d'EDI-
ouvert {ISO/IEC 14662:2010(E/F)}.

4) See Chapter 6 "Horizontal aspects" (pages 22-28) of the "Report of the ISO/IEC JTC1 Business Team on Electronic
Commerce" (ISO/IEC JTC1 N5296).

5) For an example, see Annex B.
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Sources of Requirements on the Business Operational View (BOV)
aspects of Open-edi which need to be integrated and/or taken into account in

( Business Transactions \
Commercial (Open-edi based)
Framework &

Legal
Framework &
Requirements

Characteristics of Open-edi

Requirements

- Rule-Based
- Commitment l:yr‘h::ngn A
- Unambiguous ldentification A
- Business Transaction
Model:
Key Components
Person Informatior
Process Technolog)
Public Policy Data Requirements &

Reqmts e Business Transaction Model: T Standards|
(Privacy, Classes of Constraints
Consymer, e Specification, Identification &

etd

D) Classification of Open-edi
scenarios (and components)

e FSV Business Demands on

Telecom-

. munications
Open-edi Support Infrastructure Req'mts &
¢ Open-edi Scenario Templates Standards

(For use in various applications
areas such as: e-commerce, e-

Seftorial (& administration, esbUsiness, e-
Crosg-Sectorial) logistics, e-government, e-learning,
Reg'mts

e-medicine €etc.)

J

ISO & Other
Standards
Environments

Cultural Adaptability
Localization &
Multilingualism

(IT vs Humandnterface)
Adaptability

Functional Services View (FSV)

Figure 3 — Integrated View — Business operational requirements
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0.3 Business operational view (BOV), Open-edi and e-commerce, e-business, etc.

The purpose of this subclause is to provide users with an understanding of the relationship between
concepts/terms in this part of ISO/IEC 15944 and concepts/terms such as “electronic commerce”, “electronic
administration” and “electronic business”.

Concepts/terms such as “edi”, and now e-commerce (and its compatriots e-administration, e-business,
e-government, e-logistics, e-travel, e-tailing, etc.), have a high profile among users and suppliers alike, including
those working in standardization. These concepts/terms have many different meanings in various contexts and
perspectives.®) In addition, marketing people and those seeking to raise investment funds do and will continue to
use “e-"words in a variety of ways.

The underlying principles and characteristics of e-commerce and e-administration, e-business, etc, indlude:
— being pusiness transaction based (of both a financial and non-financial nature);
— using |nformation technology (computers and telecommunications);

— interchanging electronic data involving establishment of commitments among Persons?).

From a co:rmercial, legal and standardization perspective, one can view electronic commerce®) as:

electronic commerce
category of business transactions, involving two or more Persons, enacted through ele¢tronic data
interchgnge, based on a monetary and for-profit basis

Persons can be individuals, organizations, and/or public administrations.

Consequently, interpretations and use of the concepts/terms “e-commerce”, “e-business”, “e-administration”, etc.
which do njot require:

1) acleafly understood purpose, mutually agreed upon goal(s), explicitness and unambiguity;
2) pre-ddfinable set(s) of activities and/or{processes, pre-definable and structured data;
3) commjtments among Persons bheing established through electronic data interchange;

4) compytational integrity and.related characteristics; and,

6) The ISO/IEC JTC1 Business Team on Electronic Commerce (BT-EC) in its Report to JTC1 stated (p.9)

"BT-EC recognizes that Electronic Commerce (EC) can be defined in many different ways. But rather than attempting to
provide a satisfactory definition, the Team has chosen to take a more heuristic approach to EC and to do so from a global
perspective, i.e., world-wide, cross-sectorial, multilingual, various categories of participants (including consumers)".

ISO/IEC JTC1 N5296 "Report to JTC1: Work on Electronic Commerce Standardization to be initiated". 4 May 1998, 74 p.

7) In this part of ISO/IEC 15944, the term “party(ies)” is used in its generic context independent of roles or categories of
“Person”. It assumes that a party has the properties of a “Person”.

8) The text which follows is not an “official definition” but working text only. In ISO/IEC 15944-7:2009, the more generic
concept of “eBusiness” was defined as “business transaction, involving the making of commitments, in a defined
collaboration space, among Persons using their IT systems, according to Open-edi standards”. For the complete definition
including the Notes, see ISO/IEC 15944-7:2009, 3.6. In this context, e-commerce, e-government and e-learning are sub-types
of eBusiness.
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5)

information technology systems for use in real world actualizations;

are not considered a priority for this part of ISO/IEC 15944 and are likely to be outside its scope.

the above being specifiable through Formal Description Techniques (FDTs)® and executable through

These five requirements are essential for achieving interoperability from a BOV perspective (just as existing
computer and telecommunication standards have as a key objective interoperability from an IT perspective).

0.4 Use of “Person”, “person”, and “party” in the context of business transactions and
commitment exchange

When the |
“Internet” an

/IEC 14662 Open-edi Reference Model standard was being developed, in the early
“WWW?” were at an embryonic stage and their impact on private and public sector organiz

not fully undefstood. The Business Operational View (BOV) was therefore initially defined as:

“perspecfive of business transactions limited to those aspects regarding the making of business de

commitirjents among organizations which are needed for the description of a businegs tfansaction”.

The existing fnd widely-used ISO/IEC 6523 standard definition of “organization” was used in ISO/IEC 1

fact that tod
account in thi

y Open-edi through the Internet and WWW also involves “individuals” has now been
5 part of ISO/IEC 15944. Further, the 1997 edition of ISO/IEC 14662'did not define “commi

the discrete properties and behaviours an entity must have to be capable- of ’making a “commitment”

bridging lega

During the de
it was recogn

and IT perspectives in the dematerialized world of the Internet:

velopment of this part of ISO/IEC 15944, the concept of*commitment” was defined. At the
zed that in order to be able to make a commitment.the term Open-edi Party was not spec

to satisfy scenario specifications when the legal aspects of.commitment were considered. In many

commitmentg
acting under
capacities. It
persons such
under the ins
individual is p

To address t
has been def|
it.

The user sho

the use ¢
the entity

types of

were noted as being actually made between and,among machines (automata or computer

was also recognized that in some jurisdictional domains, commitment could be made b
as corporate bodies. Finally, it was recognized that there are occasions where agents
ruction of a principal or as a result of tequirement(s) laid down by a jurisdictional domain, o

revented by a relevant jurisdictionatdomain from being able to make commitment.

nese extended requirements,~an additional concept of Person was defined. The construct
ned in such a way that itis\capable of having the potential legal and regulatory constraintg

Lild understand that:

f Person with.a capital “P” represents Person as a defined term in this part of ISO/IEC 15
within anQpen-edi Party that carries the legal responsibility for making commitment(s);

Person”;

1990s, the
ations was

isions and

4662. The
taken into
ment”, nor
as well as

same time,
fic enough

instances
programs)

the direction of those legally capable of making commitment, rather than the individuals i their own

y ‘artificial
act either
r where an

of Person
applied to

D44, i.e. as

“individugl”, “organization” and “public administration” are defined terms representing the three cofnmon sub-

the words “person(s)” and/or “party(ies)” are used in their generic contexts independent of roles of “Person” as

defined sub-types in this part of ISO/IEC 15944. A “party to a business transaction” has the properties and
behaviours of a “Person”10),

9) The Formal Description Technique (FDT) used in support of this part of ISO/IEC 15944 is ISO/IEC 19501:2005, Information
technology — Open Distributed processing — Unified Modeling Language (UML) Version 1.4.2.

10) See Clause 6, and in particular 6.1.3 and 6.2.

Xviii
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0.5 Organization and description of the document

This part of ISO/IEC 15944 describes the key concepts required for developing the BOV of a business transaction
and scenario. It considers how a scenario may be decomposed into functions and how the different classes of
constraints to be applied shall be identified and documented. It provides for methods of modelling processes, work
flow and information flow. This part of ISO/IEC 15944 provides methods for identifying primitive or common
components so that there is a) a high likelihood of reusability and b) the ability to locate suitable components in
registries. A key purpose of this part of ISO/IEC 15944 is to enable support of legal and regulatory requirements in
business transactions.

This part of ISO/IEC 15944 prowdes two checkllsts to guide the user through the mechamcs of determ|n|ng the

scope of 3
scenario omponents The deflnltlons of scenarios and scenario components must be aces
organizatigns in order to minimize resources needed to communicate between parties in a clearand
manner. Dgsigners must therefore ensure that scenarios and components are designed to be.interopg
useable. They must also be clearly described such that a recipient can interpret them without externg
This part of ISO/IEC 15944 focuses on addressing horizontal, generic issues common to\all Open-ed
and does o from the BOV perspective on business transactions. The diversity of, Sources of requ
need to belintegrated is illustrated in Figure 3. In addition, this part of ISO/IEC 15944 is also intended
those not that familiar with formal ISO/IEC standards.

To addre

ISO/IEC 11
informativeg
ISO/IEC 11
have diffid
ISO/IEC 11

s these requirements and to ensure understandability and~thus widespread use of
944, a series of informative annexes has been developed-and is included. The purp
annexes is to provide added informative and explanatory“\{ext to the normative part d

ulty in understanding the necessarily short, explicit text of the normative part of
944 are advised to read the related informative and explanatory text in the annexes.

0.6 Regigtration aspects of Open-edi scenarios, Scenario attributes and scenario com

as those of
ssible to all
LiInambiguous
rable and re-
| information.
i applications
rements that
0 be used by

this part of
pse of these
f this part of

944. They have been organized to mirror the sequence of_the clauses of the normative paft. Users who

this part of

hbonents

This part ¢f ISO/IEC 15944 serves as the methodology and tool for building and defining scenatios, scenario

attributes, pnd scenario components. It identifies these basic or primitive components of a busines
provides guidelines for scoping Open-edi scenarios as well as rules for specification of Open-edi g
their comppnents. It consolidates these through a "Primitive Open-edi Scenario Template".11) Registr
of Open-edi, including requirements, pracedures, etc., are covered in ISO/IEC 15944-2, which

registratior] of scenarios, scenario\cattributes and scenario components as "objects". The

ISO/IEC 1%944-2 here is the identification, registration, referencing and re-usability of common
business transaction. Re-usability ‘of scenarios and scenario components is an achievable objed
existing (global) business transactions, whether conducted on a for-profit or not-for-profit basis, alrea
reusable cpmponents unambiguously understood among patrticipating parties. However, such existi
components have not yet:been formally specified and registered. ISO/IEC 15944-2 fills this gap.

5 transaction,
cenarios and
ation aspects
supports the
objective of
objects in a
tive because
1dy consist of
ng "standard"

11) See Clause 9.
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Information technology — Business Operational View —

Pa

rel:

Operational aspects of Open-edi for implementation

1

The

This
and

techn

In addition to the existing strategic directions0f "portability" and "interoperability”, the added stra
of IS
requi
to ad

This

intern
consu
BOV.
these
these

This

of co
Semdntic”Components. It achieves this by 1) developing standard computer processable sp

cope
pen-edi Reference Model (ISO/IEC 14662:2010, Clause 4) states:

"The intention is that the sending, by an Open-edi Party, of information from a scenario,
pen-edi standards, shall allow the acceptance and processing of that.information in the g
enario by one or more Open-edi Parties by reference to the\scenario and without
greement. However, the legal requirements and/or liabilities| resulting from the engag
rganization in any Open-edi transaction may be conditioned by the competent legal envi

the formation of a legal interchange agreement between thg participating organizations. Op
eed to observe rule-based behaviour and possess the’ ability to make commitments in O
usiness, operational, technical, legal, and/or audit pefspectives)."

conforming to
ontext of that
the need for
ement of an
onment(s) or
pn-edi Parties
pen-edi (e.g.,

art of ISO/IEC 15944 addresses the fundamentalhrequirements of the commercial and legql frameworks

their environments on business transactions,, and also integrates the requirements of th

blogy and telecommunications environments.

e information

D/IEC JTC 1 of "cultural adaptability" is supported in this part of ISO/IEC 15944. It
Tments arising from the public pglicy/consumer environment, cross-sectorial requirements
ress horizontal issues.12) It integrates these different sets of requirements. See Figure 3.
part of ISO/IEC 15944 “allows constraints [which include legal requirements, comm
ational trade and contract terms, public policy (e.g. privacy/data protection, product or ser
mer protection), laws and regulations] to be defined and clearly integrated into Open-eg

different sets_of business operational requirements, allowing the integration of code sets and
requirements:to be integrated into business processes electronically.

art of 1ISO/IEC 15944 contains a methodology and tool for specifying common business prag
mon-business transactions in the form of scenarios, scenario attributes, roles, Information

!

egic direction
Iso supports
and the need

ercial and/or
vice labelling,
i through the

This means that terms and definitions in this part of ISO/IEC 15944 serve as a common bilidge between

rules defining

tices as parts
Bundles and

peifications of

common business rules and practices as scenarios and scenario components; and thus 2) maximizing the re-
use of these components in business transactions.

12) See further on these requirements the “Recommendations of the ISO/IEC JTC 1 Business Team on Electronic

Com

merce (BT-EC)” [Ref: ISO/IEC JTC 1 N5296].
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2 Normative references

The following referenced documents are indispensable for the application of this document. For dated
references, only the edition cited applies. For undated references, the latest edition of the referenced
document (including any amendments) applies.

ISO/IEC 14662:2010, Information technology — Open-edi reference model

3 Terms

and definitions3

For the purpg

3.1
agent
Person actin

NOTE EX

ses of this document, the following terms and definitions apply.

j for another Person in a clearly specified capacity in the context of a business.tfansactio

Cluded here are agents as "automatons" (or robots, bobots, etc.) In ISO/IEC 4662, "automator

recognized angl provided for but as part of the Functional Service View (FSV) where they are defined as an "Infor

Processing Do

3.2
Application
boundary acr
NOTE 1 Th

NOTE2 A

Mmain (IPD)".

Program Interface (API)

Dss which application software uses facilities of programming languages to invoke services
bse facilities may include procedures or operations, shared{data objects and resolution of identifiers.

vide range of services may be required to support applications. Different methods may be appropri

documenting API specifications for different types of services.

NOTE3 Th
programming |
side of the bou
platform into th

[ISO/IEC JT(

3.3
authenticatig
provision of a

[ISO/IEC 101
3.4

authenticity
property that

b

information flows across the boundary aredefined by the syntax and the semantics of a pal
hnguage, such that the user of that languageimay access the services provided by the platform on thg
ndary. This implies the specification of themapping of the functions being made available by the appl
e syntax and semantics of the programming language.

1 Directives: 2007 (J.1.1)]
n
ssurance of the claimed identity of an entity

81-2:1996 (3:3)]

prisures that the identity of a subject or resource is the one claimed

n

s" are
mation

ate for

ticular
e other
cation

NOTE

Authenticity applies to entities such as users, processes, systems and information.

[ISO/IEC 13335-1:2004 (3.3)]

13) Annex A provides the French language equivalents for all the terms and definitions presented in this clause. For the
Chinese and Russian language equivalents, see ISO/IEC 15944-7:2009, Information technology — Business Operational
View — eBusiness Vocabulary.
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35

business

series of processes, each having a clearly understood purpose, involving more than one Person, realised
through the exchange of recorded information and directed towards some mutually agreed upon goal,
extending over a period of time

[ISO/IEC 14662:2010 (3.2)]

3.6
Business Operational View (BOV)

perspective of business transactions limited to those aspects regarding the making of business decisions
and commitments among-Persons, which are needed for the dncrriptinn of abusiness transaction

[ISO/IEC 14662:2010 (3.3)]

3.7
busirjess transaction
predefined set of activities and/or processes of Persons which is initiated by(a Person to accomplish an
expliditly shared business goal and terminated upon recognition of one of the agreed conclusipns by all the
involed Persons although some of the recognition may be implicit

[ISO/IEC 14662:2010 (3.4)]

3.8

buye
Persgn who aims to get possession of a good, service,<and/or right through providing an acceptable
equivplent value, usually in money, to the Person providing'such a good, service, and/or right

3.9
commitment
makirg or accepting of a right, obligation, liabilityor responsibility by a Person that is capable of enforcement
in theljurisdictional domain in which the commitment is made

[ISO/IEC 14662:2010 (3.5)]

3.10
consensus (standardization pefspective)
general agreement, characterized by the absence of sustained opposition to substantial igsues by any
important part of the coneerned interests and by a process that involves seeking to take int¢ account the
views| of all parties copcerned and to reconcile any conflicting arguments

NOTE Consensus need not imply unanimity.
311

consfraint
rule, explicitly stated, that prescribes, limits, governs or specifies any aspect of a business transjaction

NOTE 1 Constraints are specified as rules forming part of components of Open-edi scenarios, i.e., as scenario
attributes, roles, and/or information bundles.

NOTE 2  For constraints to be registered for implementation in Open-edi, they must have unique and unambiguous
identifiers.

NOTE 3 A constraint may be agreed to among parties (condition of contract) and is therefore considered an "internal
constraint”. Or a constraint may be imposed on parties (e.g., laws, regulations, etc.), and is therefore considered an
"external constraint”.
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3.12

consumer

buyer who is an individual to whom consumer protection requirements are applied as a set of external
constraints on a business transaction

NOTE 1 Consumer protection is a set of explicitly defined rights and obligations applicable as external constraints on a
business transaction.

NOTE 2 The assumption is that a consumer protection applies only where a buyer in a business transaction is an
individual. If this is not the case in a particular jurisdictional domain, such external constraints should be specified as part
of scenario components as applicable.

NOTE 3 It if recognized that external constraints on a buyer of the nature of consumer protection may be peculipr to a
specified jurisdictional domain.

3.13
data
reinterpretable representation of information in a formalized manner suitable for” communidation,
interpretation| or processing

NOTE Data can be processed by humans or by automatic means.
[ISO/IEC 238P-1:1993 (01.01.02)]

3.14
data (in a bupiness transaction)
representatiops of recorded information that are being prepared©rjhave been prepared in a form suitable for
use in a computer system

3.15

data elemen
unit of data for which the definition, identification, _representation and permissible values are specified by
means of a sgt of attributes

[ISO/IEC 111{79-1:2004 (3.3.8)]

3.16
data element (in organization of data)
unit of data that is considered in context to be indivisible

EXAMPLE The data element."age of a person” with values consisting of all combinations of 3 decimal digits.
NOTE Differs from the“entry 17.06.02 in ISO/IEC 2382-17:1999.

[ISO/IEC 238R-4:1999:(04.07.01)]

3.17
Decision Making Application (DMA)

model of that part of an Open-edi system that makes decisions corresponding to the role(s) that the

Open-edi Party plays, as well as originating, receiving and managing data values contained in instantiated
information bundles, which is not required to be visible to the other Open-edi Party(ies)

[ISO/IEC 14662:2010 (3.7)]

3.18

distinguishing identifier

data that unambiguously distinguishes an entity in the authentication process

[ISO/IEC 10181-2:1996 (3.11)]
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3.19

Electronic Data Interchange (EDI)

automated exchange of any predefined and structured data for business purposes among information
systems of two or more Persons

NOTE This definition includes all categories of electronic business transactions.
[ISO/IEC 14662:2010 (3.8)]
3.20

entity
any cpncrete or ahstract thing that exists _did exist_ar mighf exist, inr‘lnrling assaciations among hese things

EXAMPLE A person, object, event, idea, process, etc.
NOTE An entity exists whether data about it are available or not.
[ISO/IEC 2382-17:1999 (17.02.05)]

3.21
entity authentication
corrolporation that an entity is the one claimed

[ISO/[EC 9798-1:2010 (3.14)]

3.22
(entitly) identification
methgd of using one or more attributes whose attributervalues uniquely identify each occurrence |of a specified
entity

[ISO/IEC 2382-17:1999 (17.02.14)]

3.23
exterpal constraint
consfraint which takes precedence over internal constraints in a business transaction, i.e. is|external to
those|agreed upon by the parties to a business transaction

NOTE[1 Normally, external .constraints are created by law, regulation, orders, treaties, conventipns or similar
instrurpents.

NOTE|[2  Other sources of external constraints are those of a sectorial nature, those which pertain |to a particular
jurisdi¢tional domain ormutually agreed common business conventions (e.g., INCOTERMS, exchanges, etd.).

~—

NOTE[3 Extérnal constraints can apply to the nature of the good, service and/or right provided |in a business
transagtion.

NOTE|4\External constraints can demand that a party to a business transaction meet specific reqpirements of a
particular role.

EXAMPLE 1 Only a qualified medical doctor may issue a prescription for a controlled drug.
EXAMPLE 2 Only an accredited share dealer may place transactions on the New York Stock Exchange.
EXAMPLE 3 Hazardous wastes may only be conveyed by a licensed enterprise.

NOTES5  Where the Information Bundles (IBs), including their Semantic Components (SCs) of a business transaction
are also to form the whole of a business transaction (e.g., for legal or audit purposes), all constraints must be recorded.

EXAMPLE 4 There may be a legal or audit requirement to maintain the complete set of recorded information
pertaining to a business transaction, i.e., as the information bundles exchanged, as a "record".
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NOTE 6 A minimum external constraint applicable to a business transaction often requires one to differentiate whether
the Person that is a party to a business transaction is an "individual", "organization”, or "public administration". For
example, privacy rights apply only to a Person as an "individual".

3.24

Formal Description Technique (FDT)

specification method based on a description language using rigorous and unambiguous rules both with
respect to developing expressions in the language (formal syntax) and interpreting the meaning of these
expressions (formal semantics)

[ISO/IEC 14662:2010 (3.9)]

3.25
Functional Service View (FSV)
perspective df business transactions limited to those information technology interoperability aspectq of IT
Systems nedded to support the execution of Open-edi transactions

[ISO/IEC 14662:2010 (3.10)]

3.26
identification
rule-based pfocess, explicitly stated, involving the use of one or more attributes,"i.e., data elements, whose
value (or conbination of values) are used to identify uniquely the occurrence er’existence of a specified entity

3.27
identifier (in|business transaction)
unambiguous, unique and a linguistically neutral value, resulting from the application of a rule-based
identification process

NOTE 1 Idgntifiers must be unique within the identification scheme of the issuing authority.

NOTE 2  An| identifier is a linguistically independent seguence of characters capable of uniquely and permanently
identifying that|with which it is associated. {See 1ISO 19135;2005 (4.5)}

3.28

individual
Person who |s a human being, i.e., a patural person, who acts as a distinct indivisible entity or is considered
as such

3.29
information (in information (processing)
knowledge concerning ohjects, such as facts, events, things, processes, or ideas, including concepts, that
within a certajn context has*a particular meaning

[ISO 2382-1:199301:01.01)]

3.30
Information Bundle (IB)

formal description of the semantics of the recorded information to be exchanged by Open-edi Parties
playing roles in an Open-edi scenario

[ISO/IEC 14662:2010 (3.11)]

3.31

Information Processing Domain (IPD)

Information Technology System which includes at least either a Decision Making Application and/or one
of the components of an Open-edi Support Infrastructure, and acts/executes on behalf of an Open-edi Party
(either directly or under a delegated authority)

[ISO/IEC 14662:2010 (3.12)]
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Information Technology System (IT System)
set of one or more computers, associated software, peripherals, terminals, human operations, physical
processes, and information transfer means that form an autonomous whole, capable of performing information

proce

[1SOlI

3.33

ssing and/or information transfer

EC 14662:2010 (3.13)]]

internal constraint
constraint which forms part of the commitment(s) mutually agreed to among the parties to a business

se of scenario
nature of the

recorded, in
etrieved, and

its), as well as
.g., bakelite or

jluirements.

hout which the

retrieved;

b is recorded.

transaction
NOTE Internal constraints are self-imposed. They provide a simplified view for modelling and're-U
comp@nents of a business transaction for which there are no external constraints or restrictions\to thg
condugt of a business transaction other than those mutually agreed to by the buyer and seller.
3.34
mediym
physi¢al material which serves as a functional unit, in or on which information'or'data is normall
which information or data can be retained and carried, from which information or data can be
which is non-volatile in nature
NOTE[1  This definition is independent of the material nature on which-the information is recorded anj/or technology
used to record the information [e.g. paper, photographic (chemical), magnetic, optical, ICs (integrated circ
other gategories no longer in common use such as vellum, parchment.(and other animal skins), plastics (¢
vinyl), [textiles (e.g., linen, canvas), metals, etc.].
NOTE[2  The inclusion of the "non-volatile in nature" attributetis to cover latency and records retention re
NOTE|[3  This definition of "medium" is independent of:

i) form or format of recorded information,

ii)  physical dimensions and/or size;

iiiy any container or housing that™is physically separate from material being housed and wit

medium can remain a functional unit.

NOTE[4  This definition of "mediumi®-also captures and integrates the following key properties:

i) the property of medium as a material in or on which information or data can be recorded and

i) the property-ofiStorage;

iii) the property of physical carrier;

iv) thepraperty of physical manifestation, i.e., material;

v) «the/property of a functional unit;

Vi) ) the property of (some degree of) stability of the material in or on which the information or dat
3.35
name

designation of an object by a linguistic expression

[ISO 5127:2001 (1.1.2.13)]

3.36
objec

t

anything perceivable or conceivable

NOTE
ration,

Objects may also be material, (e.g., engine, a sheet of paper, a diamond), or immaterial, (e
a project play), or imagined, (e.g., a unicorn).

[ISO 1087-1:2000 (3.1.1)]

© ISO/IEC 2011 - All rights reserved
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3.37
Open-edi

electronic data interchange among multiple autonomous Persons to accomplish an explicit shared
business goal according to Open-edi standards

[ISO/IEC 14662:2010 (3.14)]

3.38

Open-edi Description Technique (OeDT)

specification

method such as a Formal

Description Technique, another methodology having the

characteristics of a Formal Description Technique, or a combination of such techniques as needed to

formally spec,

ifv BOV concepts_in a computer nrocessable form
7 g 7 T T

[ISO/IEC 146

3.39
Open-edi Pa
Person that

NOTE Of
ISO/IEC 15944
Open-edi scen

[ISO/IEC 146

3.40
Open-edi sc
formal specifi

[ISO/IEC 146
3.41

Open-edi stg
standard thal

[ISO/IEC 146
3.42
Open-edi sy

information
transactions|

[ISO/IEC 146

3.43
Open-edi traj

£2:2010 (3.16)]
'ty (OeP)
articipates in Open-edi

en referred to generically in this part of ISO/IEC 15944 and other eBusiness standards (e.g. parts
multipart “eBusiness” standard) as “party” or “parties” for any entity modelled as a Person playing a
Arios.

£2:2010 (3.17)]

bnario (0eS)

cation of a class of business transactions having the same business goal
£2:2010 (3.18)]

ndard

L complies with the Open-edi Reference Model

652:2010 (3.19)]

Stem
technology system (IT system) which enables an Open-edi Party to participate in Opé

52:2010 (3:22)]

hsaction

business tra

[ISO/IEC 146

3.44
organization

+1 that o i L H oY O PAH H
Todatlliult trat 1o mr Luttipnarict witlt arr Up Crircul oLTTiralrtu

62:2010 (3.23)]

of the
role in

n-edi

unique framework of authority within which a person or persons act, or are designated to act, towards some

purpose

NOTE

EXAMPLE 1

The kinds of organizations covered by this part of ISO/IEC 15944 include the following examples:

An organization incorporated under law.
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EXAMPLE 2 An unincorporated organization or activity providing goods and/or services, including:

1) partnerships;

2) social or other non-profit organizations or similar bodies in which ownership or contro
group of individuals;

3) sole proprietorships;

4) governmental bodies.

| is vested in a

EXAMPLE 3 Groupings of the above types of organizations where there is a need to identify these in information
interchange.

[1SO/[EC 6523-1: 1998 (3.1)]

3.45
orgar
any d
interc

ization part
epartment, service or other entity within an organization, which needs to be\identified f
hange

[ISO/IEC 6523-1:1998 (3.2)]

pr information

5 on behalf of

to do so in a

ation.

hble to make
action(s)

he terminology

to differentiate

inistration”.

3.46

organization Person

organization part which has the properties of a Person and thus\s-able to make commitment
that organization

NOTE|1  An organization can have one or more organization Persons.

NOTE[2 An organization Person is deemed to representrand act on behalf of the organization and
speciffed capacity.

NOTE[3  An organization Person can be a "natural\person” such as an employee or officer of the organiz
NOTE[4  An organization Person can be a legal person, i.e., another organization.

3.47

Persqgn

entity, i.e., a natural or legal/person, recognized by law as having legal rights and duties,
commitment(s), assume and fulfil resulting obligation(s), and able to be held accountable for its
NOTE[{1  Synonyms for("legal person" include "artificial person”, "body corporate", etc., depending on {
used ih competent jurisdictional domains.

NOTE|2 “Persaniis capitalized to indicate that it is being used as formally defined in the standards and
it from| its day-ta-day use.

NOTE|3 Minimum and common external constraints applicable to a business transaction often fequire one to
differgntiater among three common sub-types of Person, namely “individual”, “organization”, and “public adn
[ISO/IEC 14662:2010 (3.24)]

3.48

persona

set of data elements and their values by which a Person wishes to be known and thus identified in a
business transaction

3.49

persona Registration Schema (pRS)
formal definition of the data fields contained in the specification of a persona of a Person and the allowable
contents of those fields, including the rules for the assignment of identifiers

NOTE

This may also be referred to as a persona profile of a Person.

© ISO/IEC 2011 - All rights reserved
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3.50

Person authentication
provision of the assurance of a recognized Person identity (rPi) (sufficient for the purpose of the business

transaction)

3.51

by corroboration

Person identity (Pi)
combination of persona information and identifier used by a Person in a business transaction

3.52

Person signature

ins to

signature, i.e

a Person

3.53
process
series of acti
result

3.54
public admir
entity, i.e., 4
behalf of a re|

3.55

recognized H
identity of a
business tra

3.56

recorded inf
any informa
used, and in

NOTE1 Th
“information” v

NOTE2  Th
NOTE3  Th
i)
)
3.57

a-name repnresentation —distinauishina mark or usual mark which is created bv and perta
|t T o) o) Y Y T

bNs or events taking place in a defined manner leading to the accomplishment of an exg

istration

gulator

Person identity (rPi)
Person, i.e., Person identity, established to the €xtent necessary for a specific purpos
hsaction

brmation
ion that is recorded on or in a mediuf irrespective of form, recording medium or techr
manner allowing for storage and retrieval

s is a generic definition and is independent of any ontology (e.g., those of “facts” versus “data”
brsus “intelligence” versus “knowtedge”, etc.).

rough the use of the term “information”, all attributes of this term are inherited in this definition.

s definition covers:

any form of recorded information, means of recording, and any medium on which information ¢
recorded; and,

all typeslofrecorded information including all data types, instructions or software, databases, etc.

Authority (RA)

ected

Person, which is an organization and has the added attribute\of being authorized to act on

P in a

ology

Versus

an be

Registration

Person responsible for the maintenance of one or more Registration Schemas (RS) including the

assignment o

3.58
Registration

f a unique identifier for each recognized entity in a Registration Schema (RS)

Schema (RS)

formal definition of a set of rules governing the data fields for the description of an entity and the allowable

contents of th

3.59
regulator

ose fields, including the rules for the assignment of identifiers

Person who has authority to prescribe external constraints which serve as principles, policies or rules
governing or prescribing the behaviour of Persons involved in a business transaction as well as the
provisioning of goods, services, and/or rights interchanged

10
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3.60

role

specification which models an external intended behaviour (as allowed within a scenario) of an Open-edi
Party

[ISO/IEC 14662:2010 (3.25)]

3.61

scenario attribute

formal specification of information, relevant to an Open-edi scenario as a whole, which is neither specific to
roles nor to Information Bundles

[ISO/EC 14662:2010 (3.26)]

3.62

sellef
Persgn who aims to hand over voluntarily or in response to a demand, a good, seryice, and/or right to another
Persagn and in return receives an acceptable equivalent value, usually in money{fer the good, sgrvice, and/or
right provided

3.63
Semgntic Component (SC)
unit gf recorded information unambiguously defined in the context-of the business goal of the business
transpction

NOTE A SC may be atomic or composed of other SCs.
[ISO/IEC 14662:2010 (3.27)]

3.64
standard
docurhented agreement containing technical-Specifications or other precise criteria to be used cpnsistently as
rules,|guidelines, or definitions of characterjstics, to ensure that materials, products, processes|and services
are fif for their purpose

NOTE This is the generic definitian,of “standard” of the ISO and IEC as found in ISO/IEC Guide 2:2004 (1.7).

3.65
third party
Persan besides the two primarily concerned in a business transaction who is agent of neither and who
fulfils[a specified role‘or function as mutually agreed to by the two primary Persons or as a resylt of external
constraints

NOTE It isiunderstood that more than two Persons can at times be primary parties in a business transaction.

3.66
unanbigdeds
level of certainty and explicitness required in the completeness of the semantics of the recorded information
interchanged that is appropriate to the goal of a business transaction

3.67

vendor

seller on whom consumer protection requirements are applied as a set of external constraints on a
business transaction

NOTE 1 Consumer protection is a set of explicitly defined rights and obligations applicable as external constraints on a
business transaction.

NOTE 2 It is recognized that external constraints on a seller of the nature of consumer protection may be peculiar to a
specified jurisdictional domain.

© ISO/IEC 2011 — All rights reserved 11
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4 Symbo

API
BOV
BTM
CD
DMA
EDI

Is and abbreviated terms

Application Program Interface
Business Operational View
Business Transaction Model
Coded Domain

Decision Making Application

Electronic Data Interchange

FDT
FSV
1B
IPD
IT System
IS
OeDT
OeP
OeS
OeSE
OeSl
OeUD
Pi
pPRS
RA
rPi
RS
SC

5 Charag

Open-edi deq
states of the

FormatDescriptiomTFechnigue
Functional Service View
Information Bundle

Information Processing Domain
Information Technology System
International Standard
Open-edi Description Technique
Open-edi Party

Open-edi Scenario

Open-edi Support Entity
Open-edi Support Infrastructure
Open-edi User Data

Person identity

persona Registration Schema
Registration Authority
recognized Person identity
Registration Schema

Semantic Component (in the context of Open-edi scenarios)

teristicstof Open-edi

cribes flows of information using Information Bundles which cause pre-defined changes

predefined ru

harties to the exchange Part|es using Open -edi make the Commltment that they WI|| adhere

in the
to the

ndles

(including reglstered Semantlc Components) This is necessary to support the exchanges of commltments
applicable to the parties involved in the business transaction.

The characteristics by which Open-edi is recognized and defined are:

— actions based on following predefined rules;

— commitment of the parties involved;

— communications among parties are automated;

— parties control and maintain their states;

12
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— parties act autonomously;
— multiple simultaneous transactions can be supported.

Each of these characteristics is now described in more detail.

5.1 Actions based on following clear, predefined rules

Open-edi requires the use of clear and pre-defined rules, principles and guidelines. These rules formally
specify the role(s) of the parties involved in Open-edi and the available expected behaviour(s) of the parties as
seen by other parties engaging in Open-edi. Open-edi rules are applied to both the:

— content of information flows; and,
— tlhe order and behaviour of information flows themselves.

The dombination of both of these provides a complete definition of the relationships’among the farties since it
requiles them to achieve a common semantic understanding of the informationyexchanged. THey must also
have [consistent generic procedural views on their interaction. Therefore, fule*sets have to be| agreed to in
advarjce and captured in Open-edi scenarios. This is a major component ef the agreement required among
parties.

5.2 Commitment of the parties involved

Opentedi is a class of electronic information flows which invelves predefined types and states of commitments
of thg parties concerned. These commitments involve tasks or functions to be carried out, obligations to be
entergd into, etc. In Open-edi, all commitments must be.stated clearly and unambiguously and ynderstood by
all pafties involved. Commitments are of several types-and exist at several levels. The obligationg arising from
comnjitments can be fulfilled either directly by the parties, or through agents acting on their behalf.

5.3 Communications among parties @are automated

Opentedi activities take place in automated modes among IT systems of the participating partigs. The actual
exchgnge of information and comipliance with rule sets agreed for the Open-edi exchampge must be
implemented by using an automaten or computer program. As a result, the use of Open-edi mgans that only
requitements for interchange ‘of information among information systems and applications arg¢ considered.
Requlrements on the interchange of information between humans and terminals or progfams are not
addrgssed. Any human jntervention is considered to be a part of the Decision Making Application (PMA). That is
not tp say that computer applications surrounding an Open-edi system could not providg for human
intervention, but these would not form part of the Open-edi scenario itself. It is always possible fof one or more
Opentedi Parties)to carry out steps or actions manually and not through automata. Where manual steps or
actiors are contemplated these should be recorded as part of the business transaction definition for the party
concqrned.

5.4 Parties control and maintain their states

An Open-edi Party must always have, and make available to other parties, a state description. As perceived
by another party, a state description includes only the knowledge necessary for a particular Open-edi activity
to take place. A state description is the characteristic of a party at a given point in time which allows the
prediction of its external behaviour (or possible ranges of behaviour). A state description is defined in terms of
those characteristics which must be available to other parties for the purpose of enabling agreed Open-edi
scenarios. States must therefore be stable, sustainable and persistent. When a party needs to change its
state it must observe the rules by which state changes are allowed. Changes of the state of one party should
be available to all other parties for whom this change has an importance.

© ISO/IEC 2011 — All rights reserved 13
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5.5 Parties act autonomously

Open-edi is intended to preserve the autonomy of parties as they engage in business transactions. The
characteristic of autonomy is crucial from several perspectives, including the ability to commit from a
business/operational perspective, technical, legal, audit, etc. Just as commitment can exist at several levels,
SO can autonomy exist at several levels.

The characteristic of autonomy provides a controlled means by which the information systems of parties can
retain the individuality of the manner in which they carry out their internal business processes whilst providing
a consistent external behaviour conforming to agreed business processes.

5.6 MultiplgSimultaneous ransactions can be supported

Open-edi sygtems can enable an Open-edi Party to participate in multiple distinct Open-edi~transaktions
simultaneously.

Characteristi¢gs 5.1 through 5.6 serve as criteria which must be satisfied in order for, \electronic flows of

information of data to be considered Open-edi. These criteria apply irrespective of thelarea of applicatipn for
Open-edi.

6 Compgnents of a business transaction14)
6.1 Introddction

6.1.1 Overyiew

The BOV is|used to capture and define the integration, between business operational requirementg and
requirements|that arise from:

— existing gommercial frameworks;

— existing legal frameworks;

— those of a public policy/consumer reguirements nature;

— sectorial|(and cross-sectorial)-requirements;

— localizatipn and multilingtialism; and,

— informatipn technelogy and telecommunication requirements and standards.

The BOV is gble to provide this capability because issues such as contents of contract and applicable lav can
be captured during the business analysis phase, but cannot be captured at a later stage in scenario defirjition.

Capturing these additional requirements is essential to ensuring that the parties have, or are able to obtain
through the use of the Open-edi scenario, a clear understanding of the parameters of any commitment being
made.

14) In order to understand this chapter, readers are advised to familiarize themselves with the definitions of the following
terms: “Business Operational View (BOV)”, “Functional Services View (FSV)", “business”, “business transaction”, “Open-
edi”, and “Electronic Data Interchange (EDI)". See further Clause 3 or Annex A which also includes the French language
equivalents. For the Chinese and Russian language equivalents, see ISO/IEC 15944-7:2009 Information technology —
Business Operational View — eBusiness Vocabulary.

14 © ISO/IEC 2011 — Al rights reserved


https://iecnorm.com/api/?name=cb1b246cd03469c6fc54aa2e43e0a5ee

ISO/IEC 15944-1:2011(E)

Fundamental concepts defined here include:

making a commitment;

d

ata exchange, which is the transfer of Information Bundles between and among parties;

the introduction of Person as the entity within an Open-edi Party that carries the legal responsibility for

the need to have processes which together deliver the commonly agreed business objectives;

constraints that have to be applied to the scenario as a result of the nature of the Persons, the role they

are playing or the scenario itself. It is essential, when considering scenarios, to determine clearly the

&
C

The p

1) tqg

fg

2)

The i
and i
const
Busin
Identi
Claus

6.1.2

This §

stramts— thatappty tothescenarnio, either precomditions oM emry toary PoiTt T & SCer
onditions determined by the scenario component(s) and role combination that have just.bed

rimary purpose of this Clause is two-fold, namely;

capture key aspects of a business transaction in order to serve as a comman basis and (
r users of this standard representing these different sources of business opetational requirg

serve as source for the “WHATS” of business requirements to be _specified in Clause
coping Open-edi scenarios;” and as part of the context for Clause 85 ’Rules for specificatio
cenario and their components"”. Further, the focus of this BOV standard in being rule-ba
hme but there will be various ways to implement them without.compromising interoperability).
ntroductory sub-clauses of this clause cover aspects which apply to business transaction
troduce the Business Transaction Model (BTM) in'terms of its three components and t
aints; “internal” and “external”. Clauses 6.2, 6.3,~and 6.4 focus on the three componen

fication and Classification of Open-edi scenarios, based on the concepts of this Clause, arg
e 6.6.

Standard based on rules and-guidelines

tandard is intended to be used-within and outside of the 1SO and IEC by diverse sets of

differ

ISO states that;15)

"standards are documented agreements containing technical specifications or other precise

This $tandard focuses on "other precise criteria to be used consistently as rules, guidelines, or

char

nt perspectives and needs\(see Figure 3 in 0.2).

ed consistently‘as rules, guidelines, or definitions of characteristics, to ensure that materi
rocesses and services are fit for their purpose."16)

teristics, to ensure that materials, products, processes and services are fit for their purpos

ario, or post-
n played.

nderstanding
ments; and,

7; “Rules for
n of Open-edi
5ed is on the

VHATS" and not on the "HOWS", (e.g., the specification of scefarios and scenario components remain the

s as a whole
vo classes of
| parts of the

ess Transaction Model. Clause 6.5 provides business demands on the Open-edi Support Infrastructure.

discussed in

users having

criteria to be
als, products,

definitions of

L

15) This is the generic definition of "standard" of the ISO and IEC (and stated in the ISO/IEC JTCL1 Directives, Part 2,
Section 2.5:1998), in turn based on ISO Guide 2:1996 (1.7)). This definition for “standard” is used consistently in the
development of all Parts of the multipart ISO/IEC 15944 standard.

16) One can interpret "agreement” in a variety of ways. The 8" edition of the ISO/IEC Guide 2, 2004 (1.7) uses the term
"consensus" which need not imply unanimity. An earlier version of Guide 2 also included the phrase “but rather “absence
of sustained opposition to substantial issues...” . {See further above, text of Clause 3.10}

© ISO/IEC 2011 - All rights reserved
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As noted in Clause 5.1, Open-edi is based on rules which are predefined and mutually agreed to by the
parties concerned. They are precise criteria and agreed upon requirements of business transactions
representing common business operational practices and functional requirements. These rules also serve as
a common set of understanding bridging the varied perspectives of the commercial framework, the legal
framework, the information technology framework, standardizers, consumers, etc.17)

In this standard, the common rules are sequentially enumerated and presented in bold font. Where guidelines
are provided for a rule they are numbered sequentially after that rule and are shown in an italic font18). Choice
of words in the rules, the guidelines and the terms and definitions are governed by maximizing the ability to
map, on the one hand, to commercial and legal frameworks of the day-to-day world of business, and on the
other, to information and technology frameworks, service providers, and standardizers, etc.

6.1.3 Busipess transaction: commitment exchange added to information exchange
The Busines
as essential
standards fo
exchange wit

Operational View (BOV) states the need for information exchange and commitment exc

for business transactions among autonomous parties using Open-edi. Most, ISO/IEC
us on information exchange aspects only. This standard focuses on integrating comm
h information exchange in the dematerialized world of Open-edi.

hange
JTC1
tment

Rule 1:

Business trgnsactions require both information exchange and commitment exchange.
dition
b, i.e.,
is on
btions

A key properfy of a business transaction is that it involves commitment €xchange among Persons in ad
to information exchange among their IT systems. To date, the primary-focus of FSV-related standard
those in the|areas of information technology, telecommunicationy'services, security services, etc.,
information ekchanges among technical components as objects/i.€., as senders and receivers via loc
specified as qn address.

In this contex
components
telecommuni

t, a "Person" is seen simply as an entity which may or may not be associated with the tec|
Which are considered to be the objects that send or receive data, i.e., the focus of e
ation and information technology  standards, as information exchange only with tec

hnical
isting
hnical

components §s the "end points" is illustrated below~in Figure 4.19)

17) The working principle here is that of “coordinated autonomy", i.e., all parties are autonomous. Therefore, the extent to
which they cooperate, agree on common needs, business rules constraints, practices, etc., and reach agreement on the
same in form of precise rules, terms and definitions, etc., is a key influence on the creation of necessary standards as well
as common scenarios, scenario attributes and scenario components.

18) For example, “Guideline 5G2” equals the second guideline under Rule 5.

19) IT and telecommunication standards and their implementation ensure efficient routing and networking among
addressees, locating them as end points for a given length of time (or session) via terrestrial and/or wireless networks.
The end points referred to in these standards as "user", "end user", or "technical components" can be a terminal device
(including hand-held) a token, (e.g., a magnetic stripe card, IC card, etc.), an information system, an application, a
directory service, etc. Within the Open System Interconnect (OSI) approach, different layers have their own addressing
scheme(s) designed to support the functional services at that level.

16 © ISO/IEC 2011 — Al rights reserved
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Person(s Person(s
(s) End User End User )
4 Functional 7
“ | Technical Services Technical | ,."
<] component Information Exchange  |qmepp{ COmponent
Information Technology
(End Points) Infrastructure & (End Points)
Telecommunication
Networks/Services
Figure 4 — lllustration of technical components as end users of information exchange(s)
in IT Standards — ESV perspective
Guideline 1G1:
The term “Person” is used to represent the generic use of thie term “party” plus the ability|of a party to

be able to make commitments with respect to a business.transaction.

From
one €
techn

infornpation exchange are that business transactions involve:

1) c

2) "
al

The t
“Pers
havin

the perspective of the requirements of commercial and legal frameworks, information exc
lement in a business transaction, for which thexend points are "Persons" (natural or I
cal components. The two key attributes of aibusiness transaction that differentiate it f

bmmitment exchange; and,

ersons" who are the end users, (the "alpha" and "omega") in their roles as buyers and se
nd services.

brm commonly used in the)context of business transactions is that of “party”. In this stan
bn” is used to specify a.party which has the ability to make commitments, being held re
j rights and obligations, etc. in the context of a business transactions. Various co

hange is only
bgal) and not
om (general)

lers of goods

jard the term
sponsible for,
hbinations of

information technologies” may be used in the establishment of commitments, formation of rights and

obliga

tions, and other commitment exchange. This is illustrated in Figure 5.
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End User Business Transactions End User
(End Point) (End Point)
Person Commitment Exchange Person

Commitments, Rights & Obligations, etc.

Supporting Information Infrastructures

Information Exchanges

Figure 5 — lllustration of Persons as end users in commitment exchange in business transacti¢ns
based on existing commercial and legal frameworks — BOV perspective

In Open-edi, f Person, is the only entity able to make commitments, and is represented in dematerialized form
and engages|in a business transaction via electronic data interchange.29)

"Person" is thHerefore defined as:

Person2p)
entity, i.e., a natural or legal person, recognized by law.as having legal rights and duties, able to|make
commitrpent(s), assume and fulfil resulting obligation(s),-and able to be held accountable for its act{on(s)
NOTE 1 [Synonyms for "legal person” include "artificial person”, "body corporate”, etc., depending on the terminology
used in cdmpetent jurisdictional domains".

NOTE 2 [‘Person” is capitalized to indicate that it is being used as formally defined in the standards @nd to
differentigte it from its day-to-day use.

NOTE 3 [Minimum and common extérnhal constraints applicable to a business transaction often require pne to
differentigte among three common ™ sub-types of Person, namely ‘“individual’, “organization”, and [public
administration”.

There are three broad categariés or sub-types of Persons as players in Open-edi; the Person as "individual",
the Person gs "organization®; and the Person as "public administration". These three subtypes of Herson
reflect exterrjal constraints which often need to be taken into account. {See further below, 6.2 'Rules
governing Pefson”

20) The Open-edi Reference Model defines Open-edi as "electronic data interchange among multiple autonomous
organizations to accomplish an explicit shared business goal according to Open-edi standards". ISO/IEC 6523 defines
"organization" as "a unique framework of authority within which a person or persons act, or are designed to act, towards
some purpose”. The focus and scope of the ISO/IEC 6523 standard is that of "information exchange" only. It is used
extensively world-wide and in many sectors including information technologies, telecommunications (including telephony
and the Internet), banking, transport, health, education, security services, etc. ISO/IEC 6523, however, does not define
"person” nor deal with commitment exchange.

21) This definition has been drafted with assistance from lawyers (public and private sector) with international expertise in
both common and civil law to cover both the present material world and the emerging dematerialized world. It is
independent of any particular information technology, i.e., is medium neutral. See further Clause 6.2 "Rules governing the
Person component”, and Annex E "Business Transaction Model: Person component".
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Consequently, business transactions executed through Open-edi can support the following business
relationships reflecting these three sub-types of Person.

1) individual <-> individual
2) individual <-> organization
3) individual <-> public administration

4) organization <-> organization

5) orgarizatien pabhe-admnistration

6) public administration <-> public administration22)
The term Person therefore represents these business relationships with a specific focus*on including the legal
and gommercial requirements of "commitment exchange" in the business operational view gf a business
transaction.23)

Rule p:

A Pefjson is the only entity able to make commitments in a busingss transaction.
A Pefson is autonomous. However, autonomy is shared throdgh the acceptance of commop rules, legal
envirgnments, business conventions etc., i.e., coordinated autehomy. These are stated as copstraints of a
scendrio and are accepted limitations of the autonomy of\the Person and are specified as [commitments
among the Persons who are parties to a business transaction.
“Compmitment” is defined as:

comnjitment

making or accepting of a right, obligation, liability or responsibility by a Person that is capable of enforcement
in the|jurisdictional domain in which thecgommitment is made

Rule B:

In (elpctronic) business transactions, all commitments shall be stated explicitly and ungmbiguously
and e understood by, allkPersons involved in a business transaction.

The (se of IT requitesthe capture, through formal description techniques (FDTs), of the comm|tments made
and applicable rules and constraints.

The Use of.infermation technology and especially Open-edi, requires a higher order of requirenments for rule-
based, unambiguity, explicitness, etc., than is the case in present day business transactions (whegther on a for-
profit jornot for profit basis). In many cases there will be a challenge transforming commonly kngwn and used
business practices into explicitly stated scenarios, scenario attributes and scenario components.

22) At present, e-business involving organization to organization is often referred to as "B2B" and that involving
organization and individuals as consumers as "B2C".

23) At the time that the Open-edi Reference Model was developed, individuals, on the whole, participated in EDI-based
business transactions with each other via organizations. The rapid world-wide development and use of the Internet in
support of business transactions has led to individuals engaging in business transactions directly with organizations, i.e.,
without organizations acting as agents on their behalf, as well as individuals engaging in business transactions directly
with each other, i.e., individual <-> individual. At the same time, the Internet has made possible the conduct of business
transactions not only among public administrations with other organizations but also of public administrations with
individuals. {For further discussion on the entity "Person(s)" and its sub-components, see further below Clause 6.2 "Rules
Governing the Person component".}
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It must be noted that meeting the criteria of “explicit” and “unambiguous” in Rule 3 does not preclude the
ability to reference and invoke common business processes and default sets of values for terms and
conditions in an actual business transaction. On the contrary, the Open-edi Reference Model and this
Business Operational View standard is based on the assumption that most real world business transactions
are combinations of previously defined common, re-useable components (scenarios and scenario
components).

In Open-edi, Person, the only entity able to make commitments, is represented in dematerialized form and
engages in business transactions via electronic data interchange. Figure 6 below provides an integrated view
of the BOV and FSV perspectives of Persons as dematerialized entities in a business transaction.

. . = .
End User EIEC“U TIC BUSITESS 1 ransaction Ellu User

Persgn Person

Dematerialized

Demateriplized

I

Technidal
Compongnts

\\

(BOV)
Dematerialized

Technical
Components
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Business Transaction:
Person,
Commitment Exchange
Informatign Exchange

Supporting Infarmation
Technology &
Telecommunications
Infrastructure & Services
(FSV)

Figure 6 —Integrated View &sycommercial/egal and IT perspectives of Persons as “end users” ih an
electronic business transaction through technical components —incorporating BOV and FS
perspectives

6.1.4 Business-transaction: unambiguous identification of entities24)

It is essentigl_to”have unambiguous identification of all the entities that comprise a business transhction
(Person, objects, events, processes, scenarios, scenario components, and constraints). This standard
provides methods and tools for the specification and identification of Open-edi scenarios and components as
re-useable objects for business transactions. ("Unambiguous" is an issue in business transactions because
states of ambiguity and uncertainty are not desired from legal, commercial, consumer and information
technology perspectives.) Issues of unambiguousness apply to all aspects of a business transaction and even
more so to those which are EDI-based. Further, the objectives of interoperability and re-usability of Open-edi
scenarios and scenario components for business transactions require their unambiguous identification.

24) Annex C “Unambiguous identification of entities in a business transaction” provides the informative and explanatory
text for the rules and definitions in 6.1.4.
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Standards exist for the unambiguous identification of material objects. However, unambiguous identification of
Persons (including individuals, organizations, and/or public administrations) in business transactions has
always been a difficult issue. These are exacerbated in the dematerialized world of Open-edi. In order to
resolve the issue of "unambiguous identification" of entities in a business transaction, (Persons, objects,
processes, events, etc.), it has been decomposed into its two key components:

— "unambiguous"; and,
— identification".

In global business transactions common business practices and standards exist for the identification of entities
nnnnnn 25)

..... o lhicinaco trancantian ol D
Comp ISy oUSmTC SSaarrSaCuoTT oo g =T CToSUTTS

Rule §:

Exist|ng standards shall be used to the greatest degree possible in the building and use ¢f scenarios,
scendrio attributes and scenario components.

Rule b:
The (legree to which ambiguity in (electronic) business transactigns can be minimized is directly
relatdd to the ability to realize the opportunities in, and potential ©f,\Open-edi as well as it§ widespread
adoption and use.

The t¢rm "unambiguous" is defined as:

unambiguous

level of certainty and explicitness required in\the completeness of the semantics of the recorded
hformation interchanged appropriate to the-goal of the business transaction

This definition of "unambiguous":

> applies equally to business transactians which are paper-based and Open-edi based;
> is alcommon requirement of allindustry sectors;

> is medium neutral, i.e., applies irrespective of the combination of IT technologies or platforms used; and,

> applies to all three ¢omponents of the business transaction, i.e., "Person”, "process", and "data'.

Guid¢line 5G1:

The raturetand purpose of the business transaction determines the level of certainty (trust, reliability,
accolintability, etc.), required in the identification of the elements in a business transpction, (e.g.,
PerS(Tn, product, service, etc.).

Approaching unambiguity in terms of levels of certainty and explicitness allows for linkage and harmonization
with levels of assurance in authentication as part of security services and standards. However, the issue of
"identification" is separate from, and should not be confused with, that of "authentication". Identification must
have been established before authentication can take place.

25) Key standards for the global unambiguous identification of Persons generally, and organizations and individuals
specifically, are identified and summarized from a business transaction perspective in Annex D “Existing standards for the
identification of Persons (organizations and Individuals) in business transactions”.
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Guideline 5G2:

The process of authentication presupposes the existence of an entity and the completion of the
application of a rule-based identification process resulting in the assignment of an "identifier". Thus
the authentication process is a corroboration of an identification process26).

The definition for "identification" is:

identification:

rule-based process, explicitly stated, involving the use of one or more attributes or data elements,

whose vptte—ftercombination—of-valtes)eare—tset—to—identify—unigtety-the—ocetufrence—orexisteneg of a
specified entity
Rule 6:
Any entity relevant to, or used to support a business transaction, shall be assigned a uniqu¢ and
unambiguous identifier based on an identification process.
In the contex{ of a business transaction, “identifier” is defined as:
identifief (in business transaction)
unambiguous, unique and a linguistically neutral value resulting from the application of a rule-pased
identificption process
NOTE 1 |ldentifiers must be unique within the identification scheme’of the issuing authority
NOTE 2 |An identifier is a linguistically independent sequence of characters capable of uniquely and permanerjtly
Rule 727);
Natural names or natural language identifiers-shall not be used as identifiers in business transactions,
although thgy may be associated with themt
The definition of "name" is:
name
designat|on of an object(bya linguistic expression
Consequently an "object’’will have as many names as there exist linguistic expressions used to designatg it.
Rule 8:
Open-edi scenarios, scenario attributes, roles, Information Bundles, Semantic Components and lother

elements shall be identified through unique, unambiguous and linguistically neutral identifiers and
with such identifiers may be associated with one or more names as needed for market, legal,
localization and/or multilingual requirements.

26) There are multiple “standard” definitions for “identifier”. These and the standards in which they are found have been
taken into account in the rules and definitions for “identification” and “identifier (business transaction”.{See further below
Annex C, Clause C.4}

27) See further Annex C.6 "Identification versus designation (or "identifier" versus "names")
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6.1.5 Business transaction model: key components

Rule 9:
A business transaction requires Person, process and data.

These three fundamental elements of the Business Transaction Model (BTM) are represented graphically in
Figure 7.

The essential BOV aspects of this business transaction model, along with associated rules, terms and
definitions as well as other attributes, are explained in 6.2, 6.3, and 6.4 below.

PERSON

PROCESS

Figure 7 — Business Transaction Model — Fundamental components (Graphic lllusfration)

6.1.6| Business transaction model: classes of constraints

In addition te™its three fundamental elements, the Business Transaction Model requireq “classes of
constfaints"=TLhe Business Operational View derived for Open-edi shows that constraints afe applied to
busingss transactions.

A "constraint™ is defined as:

constraint
rule, explicitly stated, that prescribes, limits, governs or specifies any aspect of a business transaction

NOTE 1 Constraints are specified as rules forming part of components of Open-edi scenarios, i.e., as scenario
attributes, roles, and/or Information Bundles.

NOTE 2 Constraints to be registered for implementation in Open-edi must have unique and unambiguous identifiers.
NOTE 3 A constraint may be agreed to among parties (condition of contract) and is therefore considered an

"internal constraint”. Or a constraint may be imposed on parties, (e.g., laws, regulations, etc.), and is therefore
considered an "external constraint".
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It is up to Persons, who are the primary parties to a business transaction, to decide and agree on whether a
particular role or function in a business transaction can be delegated to an agent or involve a third party. {See
further below, Clause 6.2.5 "Person” and delegation to “agent” and/or “third party”)

The Open-edi reference model identified two basic classes of constraints, namely "internal constraints” and
"external constraints". They are defined as follows:

internal constraint
constraint which forms part of the commitment(s) mutually agreed to among the parties to a business
transaction

NOTE =
componets of a business transaction for which there are no external constraints or restrictions to the nature
conduct of a business transaction other than those mutually agreed to by the buyer and seller.

external|constraint
constraipt which takes precedence over internal constraints in a business transaction, ile., is
external [o those agreed upon by the parties to a business transaction

NOTE 1 [Normally external constraints are created by law, regulation, orders, treaties, conventions or similar
instrumenits.

NOTE 2 |Other sources of external constraints are those of a sectorial nature;those which pertain to a pafticular
jurisdictiopal domain or a mutually agreed to common business conventions, (e.g., INCOTERMS, exchanges, efc.).

NOTE 3 |External constraints can apply to the nature of the good, sefvice and/or right provided in a business
transaction

NOTE 4 |External constraints can demand that a party to a business transaction meet specific requirements of|a
particular frole.

EXAMPLE 1 Only a qualified medical doctor may. iSsue a prescription for a controlled drug.
EXAMPLE 2 Only an accredited share dealecmay place transactions on the New York Stock Exchange.
EXAMPLE 3 Hazardous wastes may only be conveyed by a licensed enterprise.

NOTE 5 [Where the information bundles (IBs), including their Semantic Components (SCs) of a business trangaction
are also fo form the whole~of-a business transaction, (e.g., for legal or audit purposes), all constraints mpst be
recorded.

EXAMPLE 4 Thete )may be a legal or audit requirement to maintain the complete set of recorded information
pertaining to a busihess transaction, i.e., as the information bundles exchanged, as a "record".

NOTE 6 |ANminimum external constraint _applicable to a business transaction often requires one to_differentiate
whether the Person, i.e., that is a party to a business transaction, is an "individual, "organization", or "public
administration”. For example, privacy rights apply only to a Person as an "individual".

The class of "internal constraints” has been derived to provide a simplified view of business transactions for
which there are no external constraints or restrictions to the nature and conduct of the transaction. The only
constraints are those mutually agreed to by the buyer and seller for the explicitly stated goal of the business
transaction, i.e., they are self-imposed. This allows one to build scenarios and scenario components for
referencing, registering and re-use as generic or base scenarios without having to include potential external
constraints. The rules governing specification of Open-edi scenarios and their Components require that all
applicable external constraints must be stated at the time of instantiation but need not exist at the time of
registration. {See further, Clause 9 below, and Annex I}
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However, in most business transactions external constraints do apply, i.e., applicable laws and regulations.
These range from taxation related regulation; health and safety or packaging and labelling requirements;
ensuring that nature of the business transaction and/or the goods or services delivered do not comprise
behaviour of a criminal nature.28) Whilst laws and regulations exist within and among jurisdictional domains
and are the primary source of "external constraints”" on business transactions, categorization and specification
of sub-classes of external constraints is outside the scope of this standard.

External constraints exist which are horizontal in nature. These are the common and generic rules for
business transactions, (e.g., privacy/data protection, consumer policy, uniform commercial codes, etc.).

The imposition of these horizontal external constraints on business transactions is exemplified by the

introduction—of a third type of role ina business transaction, n:\mnl\]/ that of “rnglllnfnr” as_a thir sub-type of

Persdn as a player in a business transaction representing "public administration".

Exterpal constraints of a horizontal and common nature are constraints imposed by redulators [(and enacted
through public administrations) which apply regardless of the type of business or sector within which the
busingss occurs. This categorization allows one to build scenarios and scenario components fof referencing,
registering and reuse of specific common sets of external constraints. These(¢dn then be cpmbined with
scendrios which focus on internal constraints for building application use scenarios.

Sector A | Sector B | Sector C Sector

Specific
Standards

) \

“Common”
Cross-Sectorial

Standards
S _

(shaded)

External Constraints:,Public Administration

Internal Constraints

3T 9

Functional Services View (FSV)
Information & Telecommunications Infrastructure

Figure 8 — Business Transaction Model: Classes of constraints

There are also external constraints that are of a sectorial nature. In addition, some external constraints can be
common to two or more sectors and supported through common standards. Sectorial constraints are found in
telecommunications, transportation and delivery, finance/banking, import/export restrictions specific to a good
or service, inter-or intra-state trade, and so on. Where a sector imposes specific ways of conducting business
transactions within itself and with other sectors, such sector specific constraints and conditions must be

28) ISO/IEC 15944-5 was developed to address the issue of jurisdictional domains as they impact the identification and
specification of external constraints on business transactions. This standard is also directed at being able to identify and
reference laws and regulations impacting scenarios and scenario components.
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identified and specified where applicable, as part of specification of scenarios and scenario components.29)
This allows one to build scenarios and scenario components for referencing, registering and reuse of sets of
sectorial external constraints such as “customs clearance”, “transport of dangerous goods”39), etc. These two
basic classes of constraints on business transactions are illustrated below in Figure 8: Business Transaction
Model: Classes of constraints.

6.2 Rules governing the Person component3l)

6.2.1 Introduction
The purpose of the rules in this Clause includes:
1) to incorporate and support a key aspect of the BOV, i.e., the making of business degisions and
comimitments;
2) to cgpture the unique attributes of Person as the only entity in business transactions able to [make
commmitments; and,
3) to cqpture the business operational requirements from both commercial and legal perspectives.
In addition, spme common generic aspects of Person with respect to minimum®external constraints such as
“individual,” “prganization,” and “public administration” are introduced.
6.2.2 Person, personae, identification and Person signature®?)
Rule 10:
An electron|c business transaction, like business transactions in general, requires Personf, as
decision makers, (as the key real world entity .and point of departure) instead of information
technology applications (devices, tokens, information systems, etc.).
Rule 11:
Irrespective [of the use of any particular information technology and related devices in Opep-edi,
"Persons" ale the only entities which-are legally recognized as able to make commitments, agtee to
the rights and obligations entered into, can be held accountable for their actions, etc.
29) A useful characteristicof extermatconstramtsisthatat thesectoratfevetmatiomatand-intermationat-focatpoimts and

recognized authorities often already exist. The rules and common business practices in many sectorial areas are already
known. Use of this standard (and related standards) will facilitate the transformation of these external constraints
(business rules) into specified, registered and re-useable scenarios and scenario components.

30) Note: There are also requirements for establishing common rules for interchanges between and among sectors.
These rules are normally imposed by a particular sector on the others. For example, the banking sector may impose
certain rules for the exchange of financial information between itself and other sectors. Sometimes the rules are
established to enhance or facilitate services of a particular sector with others. The transportation sector is a good example.
It establishes business rules in conjunction with other sectors for the transport and handling of speciality goods, (e.g.,
radioactive materials, live animals, etc.).

31) Annex E.1 “Business Transaction Model: Person component” provides the informative and explanatory text for 6.2.

32) Informative and explanatory text on identity and authenticity, "Person”, "personae”, "Registration Schema",
"Registration Authority", etc., are found in relevant clauses of Annex E, i.e., Clauses E.4 and E.5.
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The three unique properties of "Person"” already identified include:

1) a human being (natural person) or body corporate (legal or artificial person) having rights and duties

recognized by law;
2) the ability to act in some capacity, make commitments and fulfil resulting obligations; and,

3) the ability to be able to be held accountable for actions, behaviours, decisions, etc.

From an (electronic) business transaction perspective all three properties must exist/be present for an entity to

be able to be identified and referenced as a "Person".

UnIikJe (material) objects, Persons represent and identify themselves (as well as other Persons)
ways/ i.e., through different personae, depending on the context of the business transaction. TH
which follows summarizes the key aspects of "personae”.

Rule [L2:

A Petson shall be able to be identified or represented in a variety of ways; and shall be
one dr more personae.

Persdna is identified as:

ersona
%}t of data elements and their values by which a Person-wishes to be known and thus
usiness transaction

Figure 9 provides a graphical representation of the links\of a Person (natural or legal) to its poss|
in different contexts and roles.

Real World Contexts of different business transactions
Entity and their governing rules
persona A

(Default/Common)

Person persona B

\ 4

persona C

n a variety of
e set of rules

able to have

dentified in a

ble personae

\ persona X, etc.

Figure 9 — Links of a Person to its persona(e) in the context of different business transactions and

their governing rules
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Rule 13:

The level of unambiguity, i.e., certainty/reliability, of a persona and resulting identification of the
Person identity used by a Person shall be appropriate to the goal of the business transaction.

This level of certainty/reliability is a question of degree of granularity and level of specificity needed to prevent
ambiguity. The accuracy of the identity or the certainty of the authority of an identity is determined by the

requirement of the business transaction. It may vary with the potential liability involved.

Rule 14:

The personagused-shallbeassociated-with-antdentity that can-beauthenticatedtothe-exentrequired
for the business transaction.

Each businegs transaction will consider the persona used on its own merits. It is not certain that [every

transaction w

Rule 15:

Business tr{

Il need to verify a persona before it can proceed.

insactions having different goals may allow a Person to use the same persona apd its

associated iflentification schema (including resulting identifiers), while oth&rs may prohibit this.
Guideline 15G1:
A party to p transaction has the option of prescribing the_ persona (and associated ident|fiers)

acceptable t
persona ang
offering the
associated i
known as a
within that i
Registration

Guideline 15
A Person mg
Guideline 15

Names of ng
do share thg

Guideline 15

A natural pg
possible dg

b it for the purpose of establishing commitment,(e.g., as the data elements comprig
rules governing their values in a business{iransaction are prescribed by the
good, service, and/or right). A systematic\approach to describing the persona

Hentifiers is known as a Registration Schetna, and the entity registering the persdg

Registration Authority (RA). Usually a Registration Authority assigns an identifier u
Schema if necessary.

G2:

y have multiple "names".ahd a Person may change its name.

G3:

tural persons are-not unique. Many different discrete real world natural persons ca
same name (and even date of birth or mother's maiden name, etc.).

G4

ing a
party

and
na is
nique

Hentification schema to each discrete Rerson/persona. An RA may use the ID of anjother

h and

rsen_tan and does identify him/herself in a business transaction through a vari
ta‘€lements comprising a name, (e.g., combination of given names, surna

%te(s),

y of

nicknames, titles/qualifications, etc.).

Guideline 15

G5:

A legal person can and does have multiple names, (e.g., legal, operating, marketing name, etc.), as
well as various linguistic equivalents of the same. For example, a geo-political jurisdictional domain
may well have more than one official language. Consequently, an organization may well have two or
more official names, i.e., a linguistically equivalent name in each official language of that jurisdictional
domain. This is especially true for names for public sector organizations in jurisdictional domains
having more than one official language.
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Guideline 15G6:

A name of a Person (natural or legal) does not, therefore, necessarily provide for unambiguous
identification.

Guideline 15G7:
The number of types of (common) data elements pertaining to the name of a Person is finite. A set of
standard data elements may serve as a template or catalogue for capturing and exchanging name

information on Persons in electronic data interchange.

Guidelre1668:

Assoriated with each persona of the same Person can be a single identifier, or several personae can
use the same identifier, and/or, two or more identifiers can be associated with a single persona, (e.g.,
use df exactly the same "name" on multiple credit cards with different identifiers).

Figure 10 illustrates Person to persona(e) to identifier links. (In Figure 10, differént fonts and representations

are uped for “identifier” to recognize the wide variety in forms and information technologies usged to capture
unigqug identifiers.)

Contexts of different ﬁ Identification

Real World business tra_nsactions Schemata
Entity and governing rules
persona A identifier 1
(commondefault) ™~
O .
g\}fersona B > identifier 2
PERSON
persona C identifier 3
persona D / : _
identifier(s) N
persona X, etc.
Figufre 10 —Mllustration of inks of a Person to persona(e) to identifier(s) issued through identification

schemata applicable to the contexts of different business transactions

Rule 16:

A Person can and does use different signatures and that must be assumed to continue to be the case
in present day business transactions.

Rule 17:

An organization Person as an employee or officer acting on behalf of an organization "signs", i.e.,
links itself to a business transaction, on behalf of that organization, in a variety of ways.
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Rule 18:

A Person controls the use of its signature.

Rule 19:

Depending on the context of the business transaction, a Person signature is used for the purposes of
identification, authentication, authorization, and/or witnessing.

Guideline 19

G1:

orcan-alonatiira 1o

The definiti
Person signal

signature, i.e
a Person

Rule 20:

In an (electr
combination
infrastructur
Rule 21:

A signature
Guideline 21
Parties maki
a Person as|
making role
commitment]
Guideline 21
A Person sid
A Person sig
advanced biqg
are outside tH
The interworl

personae, ide
Figure 11. (In

ure:

onic) business transaction, the end entities are Persons irrespective of the natur
s of "technical components" of the functional (support)~services of the inform
e involved.

which is created by and/or pertains to a Person<ds deemed to be a "Person signhature'|.

G1:

seller or buyer in a business trapsaction may delegate all or part of its commit
to an "agent" and/or a buyer.and seller may mutually delegate specified con
S to a "third party". They thus,ally may be "signatories" to a business transaction.

G2:

nature may be associated with any information or role in a business transaction.
nature can takecdifferent forms and be created by different processes, ranging from phys
metrics. Forms, and processes by which Person signatures can be created and have legal
e scope of/this standard.

ing of<the above rules results in a variety of combinations of linkages currently existing g

ntifications, and Person signatures for the same single real world Person. This is illustra
Figare 11, different fonts and representations are used for: “Person signature” to recogni

, @ hame representation, distinguishing mark or usual mark, which is created by,and pertdins to

b and
ation

hg commitments in a business transaction are Persons. However, as stated in 6.2.5 pelow

nent-
hmon

cal to
Status

mong
ted in
re the

wide variety in forms and information technologies used to capture “Person signatures.”)
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. e Person
Contexts of different Identification _
Real World business transactions and Schemata w
Entity aovernina rules
persona A / L signature
(common/default) \ identifier 1
signature
persona B : -
Idclltlflcl 2
— .
signature
persona C
identifier 3
Pl V | S gnature
persona C — ZV initial)
identifier(s) N
X
persona X, etc
Higure 11 — lllustration of relationships of links of a Person to (its) persona(e) to iden{ification
sthemas and resulting identifiers to associated Person signatures — in the context of|different
business transactions and governing rules
6.2.3] Person - identity and authentigation
As dgtermined in 6.2.2 above, a Person has one or more persona (and associated identifier(s) with each)

depemnding on contexts of different(business transactions and governing rules. However, with regpect to a role
ina s:[)ecific instance of a particular business transaction, a Person will use a single combination pf its persona
and the associated identifier, i.e., as a “Person identity”.
Persdn identity is defined.as:

Herson idendtity (Pi)
combination‘of persona information and identifier used by a Person in a business transadtion

Rule p2:

The Person identity, .., The persona and the associated fadentifier, used by a Person in a business
transaction, shall be capable of being prescribed depending on the context and goal of the business
transaction.

Figure 12 illustrates the range of links between Person and Person identity in the use of various combinations
of “personae” and “identifiers”.
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Real World Person identity Al

Entity persona A identifier 1

Person identity B2

persona B identifier 2

Person

Person identity A3

persona A

identifier 3

Person identity Zn

persona Z @ﬂfier n

Figure 12 — lllustration of range of links between Persof)and Person identity(ies)

Business tramsactions differ in their nature and goals. The rulés governing a business transaction, (a) may
allow a Perspn to use one of several Person identities, (e.g.;one of several different credit cards or| debit
cards); or, (b) require a Person to have/use a pre-specified*Person identity, (e.g., a private health insurance
card, a natiorjal health insurance card, etc.)

When a Perspn identity is presented for use in a.business transaction, it has to be “recognized” by the|other
parties to the business transaction. Each party\to the transaction may have its own rules governirlg the
requirements|for establishing a “Recognized Rérson identity (rPi).”33)
Recognized Rerson identity (rPi)” is defined'as:

recognized Person identity (rPi)

identity gf a Person, i.e., Person identity, established to the extent necessary for a specific purpoge in a

business$ transaction
Rule 23:

In a business tranSaction, a recognized Person identity (rPi) is established by either:

i. mutual recegnition and acceptance: or,

ii. by referring to an identifier in a Registration Schema of a Registration Authority.

33) Depending on the rules governing a business transaction, a Person identity for interchange purposes can be
comprised of a small, finite set of data elements such as those required for identification systems for Persons based on
international standards as found in ISO/IEC 6325, ISO/IEC 7501 or ISO/IEC 7812 - see further Annex C), or the set of
data elements required may be more extensive but must still be finite and prescribed. These and similar specifications are
outside the scope of this standard and are expected to be registered as "re-useable" Information Bundles in accordance
with ISO/IEC 15944-2.
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This is illustrated in Figure 13.

Basic Options

Mutual 1 R recognized
Recognition "| Person identity
(rPI)

Fig

Guidg

A req
adde

In thig
perso|
forma
conte
a per

In this

Regis

( Regqistration \
Authority (RA)

recognized

persona RS =T Person ident
Registration (rPi)

Schema
(PRS)

\_ o

ure 13 — lllustration of two basic options for the establishment of a recognized Pers
based on a Person identity for usevn a business transaction

bline 23G1:

ognized Person identity based on a\Registration Schema of a Registration Authg
i attribute of being re-useable and thus is the preferred approach in support of Open

standard, persona RegistrationsSchema is defined as:

ha Registration Schema (pRS)

| definition of the data fields contained in the specification of a persona of a Person and
nts of those fieldsincluding the rules for the assignment of identifiers. (This may also be
sona profile of & Person)

standard,{Registration Authority is defined as:

tration Authority (RA)

Persd

hn identity

rity has the
edi.

the allowable

referred to as

n rpqlnnnqihlp for the maintenance of one aor mare Ppgiqfrafinn Schemas (RQ)

ncluding the

assignment of a unique identifier for each recognized entity in a Registration Schema (RS)

Rule 24:

A Registration Authority (RA) for Persons shall have explicitly stated rules for transforming a Person
identity (Pi) into a recognized Person identity (rPi) to meet a stated business requirement.

Guideline 24G1.:

The rules governing a business transaction may either require the use of a specified recognized
Person identity (rPi) or allow for several of a similar nature. (For example, credit card payment may be
acceptable from several credit card issuers).
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The establishment or verification of a recognized Person identity will require the capability for authentication,
i.e., Person authentication, especially in electronic business transactions.

Person authentication is defined as:
Person authentication
provision of the assurance of a recognized Person identity (rPi) (sufficient for the purpose of the

business transaction) by corroboration.

For Person authentication to be successful, the following actions must have already taken place:

— a Persondentity-musthave-beerestablished—and;

— the Perspn identity must be recognized, i.e., a recognized Person (rPi), identity must exist.

Rule 25:

In a business transaction, Person authentication is established by either:
i. mutual recognition and acceptance; or,

ii. referring to predefined Registration Schema and process.

6.2.4 Perspn and roles: buyer and seller
Rule 26:
The two mogt common roles of a Person in a business transaction are those of buyer and seller.
They are defined as:
buyer
Person Wwho aims to get possession of aygood, service, and/or right through providing an acceptable
equivalent value, usually in money, to the Person providing such a good, service, and/or right
seller
Person who aims to hand over voluntarily or in response to a demand, a good, service and/or right to

another Person and in retufi:receives an acceptable equivalent value, usually in money, for the |good,
service gnd/or right provided

One should note that in-the two definitions for “buyer” and for “seller”, the phrase “providing an acceptable
equivalent value” recagnizes that it is for the “buyer” and the “seller” to mutually agree to what the “equiyalent
value” is. A mutually-accepted value can be of a monetary nature and defined as such, a barter arranggment,
the value can be'ofla non-monetary nature. With respect to the phrase "to get possession of" and "to| hand
over", this may.o“may not involve full transfer of ownership rights. For example, the buyer may purchasg only
a "right to use™, 1.e., the seller retains the niellectual property rnghis on the good or service bought by the
buyer.

Rule 27:

Unless bound by external constraints, buyers and sellers as Persons are free to undertake any
business transaction involving any good, service, and/or right they mutually agree to.

Rule 28:
External constraints governing rules and practices of "buyers" and "sellers" in business transactions

apply either to Persons (undifferentiated) or distinguish among "individuals", "organizations", and
“public administrations”.
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6.2.5 Person and delegation to “agent” and/or “third party"
Rule 29:

Rights or obligations arising from commitments in a business transaction shall be fulfilled either
directly by the Person as the end entity or by an agent acting on its behalf.

In the context of this standard, "agent” is defined as:

agent
Person acting for another Person in a clearly specified capacity in the context of a business

t-anear\finn
aSacHOH

NOTE Excluded here are agents as “"automata" (or robots, bobots, etc.) In ISO/IEC 14662, fautomata” are
récognized and provided for but as part of the Functional Services View (FSV) where they are |defined as an
"Information Processing Domain (IPD)".

In a business transaction, "agents” are those who undertake a specific business process or funcfion on behalf
of a puyer or a seller. This basic relationship of an agent to a buyer is illustrated in Figurge 14 and the
relatignship for a seller implied.

Buyer L ;I Seller

Agent

Figure 14=~lllustration of buyer-seller interaction with buyer using an agent

Rule BO:

The gbility toxdelegate a role to an agent shall be explicitly stated; and if constraints mus{ be satisfied
before such delegation can take place, they shall be explicitly stated.

Rule 3I:

Where delegation of a role cannot take place this shall be explicitly stated.

Rule 32:

A business transaction takes place primarily between two Persons, i.e., a buyer and a seller. Other

Persons, i.e., third parties, may fulfil specified role(s) or functions(s) on mutual agreement of the two
primary Persons, or as a result of external constraints.
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The generic definition for "third party"” is:

third party

Person besides the two primarily concerned in a business transaction who is agent of neither and who
fulfils a specified role or function as mutually agreed to by the two primary Persons or as a result of
external constraints

NOTE  Itis understood that more than two Persons can at times be primary parties in a business transaction.

In addition to notarial-type functions, clearinghouses and exchanges are examples of third parties. The nature
of the linkages between buyer and seller and a common third party is illustrated in Figure 15.

Buyer Seller
< >

Third Party

Figure 15 — Illustration of buyer and sellerwith a third party

6.2.6 Perspn and external constraints: the "regulatof®
Rule 33:

External constraints exist on the provisioning of-goods and services and the behaviour of Persops as
players in bysiness transactions including thosé’provided via electronic commerce.

The introduction of external constraints on, the-behaviour of Persons and their roles as buyers or selleffs in a
business transaction introduces an additiofal, third role, the "regulator.”

Entities which impose external canstraints on market behaviour and associated business transactigns of
buyers and sgllers are deemed to'be "regulators”. "Regulator” is defined as:

regulatof
Person yho has authofity to prescribe external constraints which serve as principles, policies or|rules
governing or prescribing the behaviour of one or more Persons involved in a business transactipn as
well as the provisioning of goods, services and/or rights interchanged

6.2.7 Perspn.and external constraints: individual, organization, and public administratign

Most business transactions include some minimum external constraints. A common, almost generic
requirement of such external constraints requires one to distinguish whether the Persons participating in a
business transaction are deemed to be “individuals”, “organizations”, and/or “public administrations.” This sub-
clause focuses on these minimum external constraint requirements. From a legal perspective, generally
applicable world-wide, there are basically two kinds of Persons, namely, "natural persons”, and "legal persons"
(a.k.a. "artificial persons").

It is understood that:

1) a"natural person" can participate in a business transaction as either an "individual", "organization", and/or
“public administration”; and,
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2) a'legal person" participates in business transactions only as an "organization".
Rule 34:
From a minimal external constraints perspective, the three basic sub-types of Persons as role players

in any business scenario are:

1) individual,

2) organization, and

3

e adminictratinon
e StHato-

Cons
basic
const|

bquently, this standard uses the terms "individual”, “organization” and “public administrationy” as the three
sub-types of Persons as role players in any business transaction involvingminimum external
aints. Figure 16 illustrates this perspective.

Business Transaction Perspective

NO EXTERNAL CONSTRAINTS MINIMUMEXTERNAL CONSTRAINTS:
INTERNAL CONSTRAINTS ONLY PERSON SUB-TYPES

INDIVIDUAL
/ ORGANIZATION
2/ (ISO/IEC 6523)

PERSON —D

— PUBLIC ADMINISTRATION

Figure 16 — Integrated business transaction perspective of Person: Minimum external gonstraints
Indiviflual is defined as:
imdividual
Herson who.is a human being, i.e., a natural person, who acts as a distinct indivisiblg entity or is

Q

With ||espect to this definition of individual, readers should not the following underlying assumptiops:

pnsidered-as such, acting on its own behalf

1) The use of the term "Person" in the definition of individual means that an individual inherits all the

p

roperties and behaviours of "Person”.

2) The definition of "individual" is neutral towards and independent of:

the manner in which various jurisdictional domains have different rules as to what criteria must be met
for an entity to be considered/qualify as a "natural person”;

any qualifications which a jurisdictional domain may place on natural persons with respect to their
ability to make commitments, being held responsible/accountable for, etc. (e.g.” minors", "being
incapacitated", etc.).
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3)

This definition is harmonized with basic concepts and requirements underlying Privacy/Data Protection,

i.e., "personal information", which is defined as "information about an identifiable individual”. This includes
information provided by an individual about him/herself to another Person in the context of an eventual
delivery of a good, service and/or right by that other Person in the role of a “seller.” {On “individual”, see
further below Annex E.3.1}

It is also important to keep in mind that "individual" is the attribution of the property of indivisibility to a natural
person, i.e., in making commitments having rights/obligations, being accountable/responsible for, etc.

Rule 35:

A legal (or
persons.

A unifying ter

common term for all the different ways legal (or artificial) persons can be composed and_be“recogni:

various jurisd
The term “org
Rule 36:

An organizg
information

The term “org
Rule 37:

In a busines
organization|

An "organization Person" is defined as:

organizg
organizg
behalf of
NOTE 1

NOTE 2
specified

NOTE 3

NOTE 4

rtificial) Porson caonsists of one or more natural nersans and/or one or maore other
7 g

m and common concept used internationally is the standard term "organization” as.'the coll
ctional domains.

anization” is defined in ISO/IEC 6523.

tion, unlike an individual, can have more than one_©Organization part identifig
bxchange pertaining to a business transaction among autenomous parties.

anization part” is also defined in ISO/IEC 6523.

s transaction, an organization Person,.may make commitments for an organizati
part, i.e., as authorized to do so on behalf of the organization.

tion Person

tion part which has the properties of a Person and thus is able to make commitmen
that organization

An organization can have one or more organization Persons.

An organization_Person is deemed to represent and act on behalf of the organization and to do 4
Capacity.

An organization Person can be a “natural person” such as an employee or officer of the organization.

ARQrganization Person can be a “legal person”, i.e., another organization.”

legal

pctive
red in

d for

DN or

ts on

oina

Figure 17 illustrates the linkages among “organization”, “organization part” and “organization Person” and

does so in the context of commitment exchange versus information exchange. Here the “(1)

information

exchange” and “organization part” aspects are based on the ISO/IEC 6532 standard. The added “(2)”

“‘commitment

38

exchange” and organization Person” aspects are based on this ISO/IEC 15944-1 standard.
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I Commitment Exchange I

—

organization
Person
(ISO/IEC 15944-1)

organization part
(ISO/IEC 6523)

organization
Perspn
(ISGNEC 15944-1)

»
>

ORGANIZATION
(ISO/IEC 6523)

v

= organization part : E |
A" (ISO/EC 6523) © me...... =xampes
u - Units, Functions,
- " Titles/Positions]| etc.

Locations (spedified as
FEEEEREEEEEERF Physical and/or|

“&  orgdhizationpart g Electronic Addrgsses)
(ISO/IEC 6523) =

[ : Technical compgonents
FREEEEEEEEEEEESN (e.g., informatign systems,

applications, software

programs, callaple objects,
Use of Solid Lines/Shapes = Information etc.)
Exchange + Commitment Interchange

v

Use of Detted Lines/Shapes =
Information Exchange

Fipure 17 — lllustration of commitment exchange versus information exchange for organization,
organization part(s) and organization Person(s)
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The third sub-type of Person as party in a business transaction is that of "public administration"”, i.e., when
external constraints apply. A "public administration" is a Person who is deemed to have all the attributes of an
organization plus at least one unique additional attribute, from the perspective of a business transaction. A
public administration has the attribute that, in addition to being able to play the roles of an organization, it can
also act on behalf of a "regulator". This role of acting on behalf of a "regulator" is unique to "public
administration” and is independent of whether the latter decides to delegate or outsource such a function, i.e., to
an "agent" acting on its behalf. Increasingly, products and services provided by public administrations on
behalf of a regulator are being "outsourced" to organizations, (e.g., private sector for-profit or not for profit
organizations which perform the role of public administration).

The definition of "public administration" is:

public afiministration
entity, i.e., a Person, which is an organization and has the added attribute of being autharized [to act
on behalf of a regulator
Not all Perspns as parties to a business transaction can perform all three roles especially the rple of
"regulator." For the Business Transaction Model with respect to the above notedyminimum external
constraints, the permitted intersects of the Persons as players and of the three key-roles is illustrafed in
Figure 18.
Persons Roles in (Electronic) Business Transaction
Buyer Seller Regulator
Person _(no external YES YES Not applicable
congtraints)
Pergon — Individual YES NO (YES)34 NO
Perdon — Organization YES YES NO (YES)
Pergon — Public YES YES YES
Admjinistration
Figure 18— Business Transaction Model: Basic aspects of Person as players and roles - Pubjic
administration external constraints
6.2.8 Persopn and external constraints: consumer and vendor
Another minimum external constraint that needs to be taken into account in business transactions is that
commonly kgown as “"consumer protection". This Clause focuses on minimal external constraints gf this
nature but dpeS/so in a very limited manner. It is outside the scope of this standard to address external
constraints o ior-of-the—hatare-of-“eonrsumerpr Fh

h v b i aco tranmcantian AFf tlhho oty Af 1 tontiaall
- DUSTIiCSStrartsattuormT ot atar SO CorsarmtTprotecetuon—— 111t

= | B4 £ tlie
SUIC PUTPpUOST Ul tlllo blause

is to ensure that when one uses this standard to model business transactions or parts of business
transactions as scenarios and scenario components, one does note under "external constraints" whether or
not the scenario and/or the scenario component supports external constraints of a consumer protection
nature. {See further, Clause E.10 and its footnote #209}

34) From an IT standards perspective, (e.g., ISO/IEC 6523), an unincorporated activity providing a good, service, and/or
right is deemed to be an organization. However, there may be legal requirements in a jurisdiction, where a "natural
person” in the role of a seller is deemed to be an "individual" and not an organization. It is up to such jurisdictions to
resolve how such an approach is harmonized with privacy/data protection requirements.
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Rule 38:

From a minimal external constraints perspective, a common set of constraints on a business
transaction where the buyer is an individual are those of a consumer protection nature.

A "consumer” is defined as:

consumer
buyer who is an individual to whom consumer protection requirements are applied as a set of
external constraints on a business transaction

nal constraints

OTE 2 The assumption is that a consumer protection applies only where a buyer in a business transaction is an
individual. If this is not the case in a particular jurisdictional domain, such external constraints should pe specified as
part of scenario components as applicable.

=

OTE 3 Itis recognized that external constraints on a buyer of the nature of constmet protection may be peculiar to
specified jurisdictional domain.

Q

Further, a "vendor" is defined as:

endor
eller on whom consumer protection requirements are applied as a set of external conftraints on a
usiness transaction

o 0n <

=

OTE 1 Consumer protection is a set of explicitly defined rights and obligations applicable as extefnal constraints
on a business transaction.

=

OTE 2 Itis recognized that external constraints\on a seller of the nature of consumer protection may be peculiar to
specified jurisdictional domain.

Q

6.3 |Rules governing the process,component3>

6.3.1] Introduction

For the purposes of this standard and in the context of a business transaction, a "process" is defiped as:

rocess
ries of actiohs.or events taking place in a defined manner leading to the accomplighment of an
pected result

Rule B9:

Concgptually, a business transaction can be considered to be constructed from a set of five
fundamental activities, which are planning, identification, negotiation, actualization and post-
actualization.

Open-edi based business transactions can be viewed from a process perspective as consisting of five distinct
activities. This perspective on the process component is linked to the making of business decisions and
commitments in a business transaction. By providing this common view to business transactions, one
provides a useful single frame of reference for discussion of many of the diverse issues, as well putting these
issues in a context. For example, in identification, this may be the point to introduce the need for authentication
whereas the area of negotiation or actualization may be the point to pursue the issue of non repudiation using
digital signatures.

35) Annex F “Business Transaction Model: Process component” provides informative and explanatory text for 6.3.
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These five basic sets of activities integrate existing well-known and widely used business models which take
the perspective of the seller, the perspective of buyer and that of a combined buyer-seller view as well as that
of contract formation. Also incorporated in this standard is the approach of "early loose couplings" and "late
bindings". The five pases capture common external constraints of the nature of privacy/data protection,
consumer protection and similar legal/regulatory requirements as external constraints on business
transactions. {See further above Clause 6.1.6}

This division into five phases facilitates the identification of, and mapping to, existing standards which can be
used in support of Open-edi based implementations. It therefore not only facilitates specification and re-use of
scenarios and scenario components but reduces their cost of construction by maximizing (re-)use of existing
standards and related tools.

Rule 40:

The five fungamental activities may take place in any order.

For example

data that is related to post-actualization aspects, (e.g., warranties, censumer prot

bction

requirements| etc.), may well be made available as part of the planning phase or the, Aegotiation phage. Or
data pertainirjg to the choices in methods of payments, which could be decided upon as part of the negotiation
phase, may e made known as part of the planning information.

Rule 41:;

A Person may terminate a business transaction by any agreed method-of conclusion.

Agreed methpds may include deciding not to respond, failing toreSpond within an agreed time periofd, not
sending apprppriate information for the next possible entries tothe’scenario, arriving at a stated termipation

point in the s
specific step

Rule 42:
The five fun

or through 1
parties as w

juring a business process, (e.g., a time out).

Hamental sets of activities may besxcompleted in a single continuous interactive dia
hultiple sets of interactions amoeng buyer and seller and possibly involve agents or
B||.

6.3.2 Planfing

In the planning phase, both the-bBuyer and seller are engaged in a process to decide what action to ta

acquiring or g

From a seller]
to the availak
data to make
specific buyd

elling a good, setvice, and/or right.

s perspective; the planning phase relates to all those actions or events whereby data pert
ility of a(good, service, and/or right is made available. It is up to the seller to decide how
available and at what level of granularity without having any information on the requiremen
r.,.Common examples here include advertising, market research, promotions, provis

catalogues, d

scenario. A common example here is that of one of the parties deciding not to respond at a

ogue
third

ke for

hining
much
sofa
on of
terms

irect' marketing, product branding and positioning of a good, service, and/or right, auctions,

and condition

s of trade, warranties, etc.

Minimum external constraints which often are included in the planning process include the provision of

Information B

undles in support of privacy/data protection, consumer protection, etc. requirements.

From a buyer's perspective, the planning phase covers all those actions or events whereby:

1) the potential buyer searches among potential suppliers of a good, service, and/or right based on
information made available by these suppliers of goods and services, i.e., as potential sellers;

2) the potential buyer requests information, product/service literature, etc., from potential sellers; and/or,
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the potential buyer makes a more explicit statement of needs in the form of a request for proposals

(RFP), for quotation (RFQ), price quotes, etc. (It is becoming increasingly common and often required for
public sector organization(s) to publicly post (detailed) specifications of the requirements pertaining to a
planned purchase of a good, service, and/or right.)

6.3.3

Identification

The identification phase refers to all those actions or events whereby data is interchanged among potential

buyers and sellers in order to establish a one-to-one linkage, i.e.,

in the planning phase, a potential buyer will

have identified a possible seller(s) or a potential seller(s) will have identified a buyer with a stated request.

The i
plann
the tr

ng phase to the negotiation phase as is mutually acceptable. A key result of the Identifica
bnsformation from a loose coupling among potential buyers and sellers to an early (one-t

requied, and mutually agreed to, for the negotiation phase to begin.

From
willing

a seller's perspective, there may well be limits on the nature and level of detailed of dg
to provide on a particular good, service, and/or right, i.e., in the planning¢hase, without id

the pgtential buyer.

From
espeq

A ke
admir

a buyer's perspective, there may well be requirements for more detailed data on the pros
ially where the seller is represented to the buyer in electronic form,.

ress from the
ition phase is
b-one binding

ita a seller is
entification of

pective seller,

y aspect of the identification phase is to ensure that, “minimum external constrai
istration of the nature of privacy/data protection, consumer protection, etc., can be co

requirfed. (An example of the first is an “immediate settlement®). {See below Clause 6.6.3.2) An €

secor
const|
Persqg
be co

6.3.4

The
follow
etc. td

d is the use of a real estate agent (See below 6.6.3.3). This is independent of whether t
aints are of a regulatory or self-regulatory nature.) This requires the seller to determing
n as potential buyer is an "individual" or an "organization” (a minimum external constraint)
hsidered a Person (a no external constraints.perspective, i.e., internal constraints only).36)

Negotiation

ing the Identification phase, i:és; a potential buyer and seller having (1) identified the natu

mutu
agree
thingg

be provided; and, (2) identified each other at the level of certainty, i.e., unambiguity, nece

al agreement. The process/of negotiation is directed at achieving an explicit, mutually u

:l::s of public

plied with if
kample of the
nese external
whether the
or can simply

egotiation phase covers all those’ actions and events involving the exchange of Information Bundles

re of good(s)
ssary for their
erstood, and

n
d upon goal of a business transaction and associated terms and conditions. This mayjinclude such

as the detailed spegification of the good, service, and/or right, quantity, pricing, after s

les servicing,

ntire process

Ievelof detall |e granularlty, mutuaIIy accepted by bothbuyer and seller

2)

3)

The buyer and seller have unambiguously identified each other to their mutual satisfaction.

The buyer and seller have agreed to whether or not agents or third parties are to be involved in the

business transaction and, if so, have explicitly stated the specified roles or function these Persons are to
fulfil.

36) For the purposes of this standard, and in conformance with ISO/IEC 6523-1, unincorporated Persons who provide a
good, service, and/or right, i.e., natural persons, who as role players are "sellers" in a business transaction are deemed to

be an

“organization” unless their legislation allows otherwise.
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r and seller have agreed to terms and conditions pertaining to:

ding the good, service, and/or right.

the acceptable equivalent value which the buyer is to provide to the seller in exchange for the latter

If an "acceptable equivalent value" is of a monetary nature, this involves agreement on terms of
payment, method of payment, financing, etc.

i)

licence to use, (e.g., as in relation to intellectual property rights).

iii) Pos
5)
deemed [
the
Bun

i)

the
agen
form

i)

6.3.5 Actu

The actualizg
negotiation fq
providing the
agreed accor

The buyer bg
good, servicq
involved, the
international
payments, fin
product/servi

In addition, it
of equivalent
assumed tha
transferred is
(FAS), or Fre

6.3.6 Post

The post-act

All the commitments to be entered into are explicitly stated and agreed to. As such contract forma

seller providing an explicit summary of all the pertinent information exchanged as Inforn
les during the planning, identification and negotiation phases for sign-off by-the buyer; to

hlization37)

ition phase includes all activities or events necessary"for the execution of the results

Hing to the terms and conditions agreed upon_atthe termination of the negotiation phase.

oo oToT O3

0 have been concluded. Formation of contract can range from:

otality of the exchanges of Information Bundles among seller and (buyer (and/or partici
ts and/or third parties) during the planning, identification and negatiation phases resulting
ation of an implicit contract.

r an actual business transaction. Normally the seller produces or assembles the goods,
services, prepares and completes the delivery of.good, service, and/or right, etc., to the bu

gins the transfer of acceptable equivalent value, usually in money, to the seller providin
, and/or right according to the agreement. Where transfers of value of a monetary natu
se can range from pre-paid (P:P.D) to cash-on-delivery (C.0.D), (as found in co

Le, (e.g., "no payment/no interest for 90 days").

is understood that in the transport of a good or a service from a seller to a buyer and the tr
acceptable value-ffem buyer to seller, there are associated transfers of property rights
t unless specialconditions apply, where and how such transfer of property rights are
governed bytinternational accepted commercial terms, i.e., Incoterms, (e.g., Free-Along
b-On-Board)(FOB), etc.).

actualization

Transfer of property rights, (e.g., from full and complete ownership to a (permanent or short term)

ion is

hation

hating
in the

pf the

starts
er as

g the
e are
mon

commercial terms a.k.a., Incatérms), or for pre-paid deposit or no deposit, to staggered
ancing, to payment at a mutually agreed to date after delivery of acceptance by the buyer [of the

nsfer
Lltis
to be
Side

hation

Bundles that occur between the buyer and the seller after the agreed upon good, service, and/or right is
deemed to have been delivered.

37) It is assumed that common business practices are followed and that other requirements such as insurance are dealt
with by the relevant Persons.
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These can be activities ranging from warranty coverage, service after sales, post-sales financing such as
monthly payments or other financial arrangements, consumer complaint handling and redress to general post-
actualization relationships between buyer and seller38) including those arising from minimum external
constraints such as those created by privacy/data protection, consumer protection, etc., which have been
identified in the planning and identification phases.

6.4 Rules governing the data component39)

6.4.1 Recorded information

The context of this sub-clause on “Rules Governing the data component” is that of data in an electronic
busingss transaction. The two key attributes of Open-edi here are that it is: (1) "business transgction"-based;
and, (2) takes place through "electronic data interchange". These terms are defined in ISOAEC 14662:2010
(E/F) ['Information Technologies - Open-edi Reference Model".

The definition of business transaction49 is:

— (deneric, independent of whether it is executed through electronic or non-electronic means;

|
(7))

ector independent, it applies within and among sectors, (e.g., publi¢/private, industrial, geopraphic, etc.);
nd,

D

imdependent of whether the business transaction pertains tod'for profit" or "not for profit" bas¢d exchanges
values.

The term information has already been defined.41) It is)médium neutral. However, this definifion does not
require “information” to be recorded whereas Open-edihas this requirement.

Rule #3:

In a business transaction, information is either recorded or it is not.
Infornpation exists in two states:

1) that which is "known" to a natlral person, but is not yet recorded in any form; or,
2) that which is recorded on some medium.

Both gtates are acceptable in the present legal and commercial frameworks and business practices where
busingss transactions; may or may not include recorded information. In everyday commerce, |a contractual

agregment needhnot involve any recorded information, i.e., can be a verbal contract, (e.g.| based on a
handghake).

38) The post-actualization phase could include ongoing communications such as product recall or fixes of defects,
availability of product replacements, (e.g., nhew models), or associated product availability, available changes in the
services provided (or add-ons), available changes in the terms and conditions pertaining to the good, service, and/or right
provided, (e.g., prices/rates, packaging or bundling of services, extensions of warranties, or time period covered, records
retention and disposal, etc.).

39) Annex G “Business Transaction Model: Data component” provides the informative and explanatory text for Clause 6.4.

40) As needed to facilitate widespread adoption and use of Open-edi in support of application areas such as electronic
commerce, electronic administration, electronic business, e-logistics, e-government, e-education, e-travel, e-learning, e-
medicine, etc.

41) The definition for "information" is referenced in this standard in 3.29.
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Rule 44:

Electronic business transactions require "recorded information".

Unlike business transactions in general, electronic business transactions are based on and require "recorded
information" which is defined as:

The

46

recorded information
any information that is recorded on or in a medium irrespective of form, recording medium or technology
used, and in a manner allowing for storage and retrieval

NOTE 2

NOTE 3

if)
term "mqg
medium
physical
recorded
retrieved

NOTE 1

used to rq
as well as
(e.g., bak

NOTE 2

NOTE 3
i)
i)
ii)

NOTE 4

Through the use of the term "information", all attributes of this term are inherited in this definition:

This definition covers:

any form of recorded information, means of recording, and any medium on,which information g
recorded; and,

all types of recorded information including all data types, instructions or software, databases, etc.

dium" is defined as:

material which serves as a functional unit, in orfon which information or data is no

, in which information or data can be retained and carried, from which information or data @
and which is non-volatile in nature

This definition is independent of the material nature on which the information is recorded and/or tech

ecord the information, (e.g., paper, photographic, i.e., chemical, magnetic, optical, ICs (integrated ci

other categories no longer in common_ use“such as vellum, parchment (and other animal skins), p

blite or vinyl), textiles, (e.g., linen, canvas); metals, etc.

The inclusion of the "non-volatile.in nature" attribute is to cover latency and records retention requirer

This definition of "medium" is independent of:

form or format of recofded information;

physical dimension-and/or size; and,

any container or housing that is physically separate from material being housed and without whi
mediuncan remain a functional unit.

This definition of "medium" also captures and integrates the following key properties:

Versus

an be

rmally
an be

nology
cuits),
astics,

nents.

ch the

i)

i)
ii)
iv)
v)

Vi)

the property of medium as a material in or on which information or data can be recorded and retrieved,;

the property of storage;
the property of physical carrier;
the property of physical manifestation, i.e., material;

the property of a functional unit; and,

the property of (some degree of) stability of the material in or on which the information or data is recorded.
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The relation of “information” to “recorded information” and “medium” to existing legal and commercial
frameworks for business transactions is illustrated in Figure 19.

Not recorded but known

to natural persons Both acceptable and

used in existing legal and
commercial frameworks

for business transactions
“INFORMATION" e ——
“RECORDED
INFORMATION”
g “MEDIUM”
Required for

Open-edi

Figufe 19 — Relation of “information”, recorded information” and-* medium” in business fransactions
— Legal, commercial and Open-edirequirements
6.4.2] Predefined and structured data elements

Rule #5:

Not aJl recorded information is data, but all data’is recorded information.
Not all recorded information is data but al’data is a category of recorded information. Data is a particular
categpry of recorded information which ‘has certain properties. The definition of "data" in the pontext of an
electrpnic business transaction is:42)
data (in a business transaction)

bpresentations of recorded information that are being prepared or have been preparned in a form
uitable for use in a computer system

N =

With fespect to this definition of data (in a business transaction, readers should note the followihg underlying
assurpptions:

1) Upnder this\definition of "data", software is a subset or category of data.

2) This definition of "data" is presented from the perspect|ves of both the Iegal framework and
)f information

exchanges mvolvrng computer systems and teIecommunrcatron networks

3) Use of the term "recorded information" in this definition means that all attributes of this term are inherited.

42) This definition integrates definitions of "data" from IT, commercial and legal perspectives. The use of the term
"computer systems" links to the Open-edi Reference Model definitions "3.18 "Electronic Data Interchange (EDI)" and "3.43
Information Technology System (IT system)".
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Rule 46:

Electronic business transactions require (1) data; and, (2) data that is recorded or stored on any
medium in or by a computer system.

Electronic business by definition requires the use of information technology and particularly that of a computer
system. Any recorded information that does not have the properties of "data" and cannot be used in a
computer system does not form part of an Open-edi business transaction. This is illustrated in Figure 20.

Recorded information
which s Tot“data

“RECORDED
INFORMATION” :
“DATA” Electrenic business
1*"% transaetions/Open-edi is

“COMPUTER SYSTEM” “data” + “computer
: system” based

Figure 20 —|Relation of “recorded information”, “data” and “computer system” in electronic bus|ness
transactions / Open-edi

Rule 47:

The definition of "data", and related information ‘technology terms and definitions found in this
standard shall be able to be mapped into legal frameworks.

Guideline 47G1:
Business trgnsactions are primarily data’element-based.

Figure 21 provides an illustration ofithis rule.

Non data
element-based

..0..............0...0...
L] . .
“DATA” . Electronic business .
eeccccccccee . transactions/Open-edi .
. . is primarily .
L]
Data element- teeeer data element-based :
L]
based . . .
; ...0...0...0..........0..
0000000 OCGOS

Figure 21 — Relations “data” and “data elements” in electronic business transactions / Open-edi
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Guideline 47G2:

Having a standard definition of "data element" supports requirements of unambiguousness in
electronic business.

The current version of ISO/IEC 11179-1:2004 which is used in this document (and based on the original
definition of this concept, as found in the 1% edition (1994) is used and is applied in this context of this
eBusiness standard.

data element

unit of data for which the definition, identification, representation and permissible values are specified

It suffices to note that the more complete and precise the specification of the set of attributes*3) g
data ¢lement, the higher the level of certainty (unambiguousness), of the semantics in the meani
a datq element in (electronic) business transactions.

Rule

Stand
supp

The |

V- means ofa setof attribhutes

18:

ards development work in support of electronic business trafisactions shall incg
brt data granularity requirements.

bvel of granularity reflects the degree of detail appropriate to-the level of certainty requirg

ertaining to a
ng and use of

rporate and

d in the data

being|interchanged among the parties participating in a businesstransaction.

Guideline 48G1:

The dreater the degree to which data is structured>and predefined, i.e., is "data-element-based", the
less [ambiguity and the higher the degree ofi\cost-effectiveness and efficiencies in|the use of

information technologies in support of Open-ed¥.

Guideline 48G2:

The degree to which "ambiguity" in(electronic) business transactions can be minimizgd is directly
relatgd to the ability to reuse Seenario Components reliably, thus realizing the opportupities in and
potential of Open-edi as well aslits widespread adoption and use in various application afeas, (e.g., e-
commerce, e-administration,\esgovernment, e-business, e-logistics, etc.).

Guidg¢line 48G3:

With fespect to Open-edi standards development pertaining to the data component, the priority is be
placed on dataswhich is of the nature of data elements and within this context, data elements which
are (qr should he) predefined and structured.

Data pf this’hature already exists and is used extensively in commerce world-wide and are commonly known

as "c(

de‘sets".44)

Rule 48 and associated guidelines are graphically represented in the following illustration, i.e., Figure 22:

43) See further below Clause 8.5.5 “Rules for the specification of Semantic Components and Semantic Component
attributes”. Further, in the context of the business operational view perspective, extensive use is made of “coded
domains”. On rules governing the establishment, maintenance and interchange of coded domains, see ISO/IEC 15944-10
“... Coded Domains.

44) See further ISO/IEC 15944-10 on coded domains.
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STRUCTURED

Focus of BOV Open-
edi standardization work
from a data element
perspective (ISO/IEC

15944-1)

......................................................................... UNDEFRINED
PREDEFINED | < Data Elements > | CONTENTE
CONJTENTS
H
UNSTRUCTURED
Figurd 22 — Focus of BOV Open-edi standardization work from ‘data element perspective —
Predefined and structured data elements

6.5 Busingss requirements on the FSV (Business demands on Open-Edi Support
Infrastructyre)4s
6.5.1 Introgduction

The transfer
electronic se
tamper-evide
electronic sy
parties subje
ways the app|

Rule 49:

Open-edi sc
applied whig

commit

of information between and among“Open-edi Parties in Open-edi may require the U
Curity methods and techniques just as in the paper-based world information could be
Nt envelopes or sent registered-"delivery or by courier. Regulators may control the U
stems for the transfer of information. Regulators may restrict information from being sd

ication or use of security methods and techniques.

bnarios andstnformation Bundles shall therefore be capable of reflecting constraints
h may be-as aresult of:

hents among parties, i.e., as internal constraints;

se of
but in
se of
nt by

Lt to their control to parties,domiciled in other jurisdictional domains, or may regulate in specific

to be

external

constraints.

45) On the role and purpose of the Open-edi Support Infrastructure (OeSl), see further ISO/IEC 14662:2010 Clause 5.2
“Functional Services View”, and Annex D (informative) “An approach detailing concepts of the FSV”.

Open-edi supp

ort infrastructure (OeSl) is defined in ISO/IEC 14662:2010 (3.20) as:

Open-edi support organization

organization, acting on behalf of an Open-edi Party(ies) to provide necessary support enabling execution of Open-
edi transactions, but which is not modelled as a role(s)

50
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These requirements (constraints) are not usually captured by traditional modelling methods because these
concentrate on identifying the flows of internal information required and the triggers that cause its movement.
As a result, scenario and Information Bundle designers must ensure that both internal and external constraints
are correctly captured and recorded and included with scenario and Information Bundle definitions.

6.5.2 Internal constraints (self-imposed)

Generic services required by businesses in support of self-imposed constraints, i.e., internal constraints,
include:

1) certainty of the accuracy of the Information Bundle (also referred to as Information Bundle integrity);

2) khowledge of the authorization of the Information Bundle (also referred to as non-repudiation of source);
3) cpnfidentiality of the Information Bundle contents;

4) cprtainty of the sending of an Information Bundle (also referred to as non-repudiation of despatch);

5) cprtainty that a Information Bundle has been received (also referred to as'non-repudiation of|receipt);

6) pfroof of the time at which an Information Bundle was created or sent/(also referred to as time-stamping

7) notarization of an Information Bundle; and,

8) quality of service.
A further generic requirement may be to have explicit Knowledge of the progress of an Informatign Bundle that
has been despatched prior to its final receipt.

Any dr all of these services may be specified by any of the parties involved in the scenario. However, at each
stagel|in a scenario, only the party sending@n Information Bundle is able to implement those refuirements. It
is not possible for any receiving party 40" affect the decision made by the sending party in|terms of the
functipns implemented. However, it is‘possible that a receiving party could refuse to accept thie Information
Bundle because its security treatmetit by the sender was not acceptable.

Seculity requirements listed abeve are those which may be agreed contractually between parties.

Therq are several ways/in‘which quality of service can be considered a requirement. In terms of the FSV the
parameters of quality ©f;Service are of a series of clearly defined types:

1) the ability of the infrastructure in use to carry out its defined task within a specific timescale| This may be
considered to be a Mean Time To Respond (MTTR), the Mean Time Between Failures (MTBF) or the
abilityt6.convey a specific volume of information inside a specific timescale.

2) D process the

data prowded to prowde a specific result (streammg V|deo X- rayprocessmg etc ).

3) the requirement that equipment being used in support of the processing activity (ies) has been developed
in accordance with a particular quality standard or has been accredited against a particular standard and
has achieved some specified level of compliance.

4) that the party(ies) achieve(s) one or more particular quality standards in the operation of their processes.
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Other internal requirements or constraints may be created as a result of the business transaction itself, such
as terms of payment, delivery requirements are expected to be captured and represented as scenario
components since they are business information rather than generic constraints.

6.5.3 External constraints

The majority of business transactions will be subject to constraints applied by outside parties such as
regulators, i.e., external constraints. These external constraints may vary according to the nature of the
business transaction, the role being played by one of the parties or the nature of the information being sent.
Sources of such external constraints include:

a) national [aw;

b) national fegulation;

c) trade bodgly regulation;
d) codes of|practice;

e) treaties;
f) internatignal agreements;

g) memoranda of understanding;

h) internatignal conventions;

i) internatignal protocols;

j) internatignal law.

On the whole} jurisdictional domains are the primarg’source of external constraints.46)
The effects df these external constraints may:be to require that a specific security service is used, that the
service is pefformed in a specific manner; or that the scenario is performed in a specific manner and|using
specified Information Bundles.

Examples of these external constraints include:

a) confidentjality of a part ar the whole of a specific Information Bundle is required to be applied by the
competent authority at.the origination or the destination;

b) the mechanism «used to obtain confidentiality may need to be constrained to operate in a parficular
manner quch as'the use of a specific algorithm or maximum or minimum key length;

c) the mechani i i jality must suppc ifi iti ices suc 3 acility
to allow authorlsed thlrd partles to be abIe to read the content of the Informat|on Bundle

d) the mechanism(s) used to provide integrity or non-repudiation services may be constrained to use specific
algorithms or methods of computation together with particular key lengths;

e) the transmission of some Information Bundles to specified nation state destinations may be constrained,;

46) External constraints are the focus of ISO/IEC 15944-5:2008 titled, Information technology — Business
Operational View — Part 5: Identification and referencing of requirements of jurisdictional domains as sources
of external constraints.

52 © ISO/IEC 2011 — Al rights reserved


https://iecnorm.com/api/?name=cb1b246cd03469c6fc54aa2e43e0a5ee

f)

ISO/IEC 15944-1:2011(E)

provide information to them in a specified form or to obtain commitment from them;

)

any Person;

h)

there may be a mandatory requirement to use a specific notary or third party as a part of the scenario or to

the information may have to be reproducible in a specified format and/or may readable or perceivable by

there may be a mandatory requirement to use an Information Bundle specified by a regulator;

with respect to the any of the above, there may be retention requirements for a specified time period for

defined sets of recorded information, i.e., one or more predefined groupings of Information Bundles.

Wherg

confli

playin
scena

6.5.4

parties—to—an—Open-edi-transaction—are—domicled—in—differentjurisdictional—demains—t
ct between applicable external constraints. Such conflicts should be detected during the

g of the scenario, and may require methods of resolution that cannot be achieved within
rio. {On this and related matters, see further ISO/IEC 15944-5:2008}

BOV requirements on the FSV for security methods and technigues

In ordler to cater for these requirements scenario descriptions and Information Bundle desg

includ

Fieldd

e fields or labels that indicate the security functional requirements ayvailable with them.

or labels must allow a party to identify any constraints that haye been applied. When

Information Bundle does not indicate that a security constraint is mandatory for the scenario or th

Bund
toac

Fieldd
bodie
instar

group

e, there must be an indicator determining if the constraint.is mandatory, conditional, mand
bnditional, or optional on all recipients.47)

or labels must also provide for constraints applied by outside parties such as regulat
5. These constraints must be explicitly stated and must identify the applicability of the c
ce, if the constraint is only binding for a scenario where a party is domiciled in a specific r]
of nation states, or is only binding wherecthe party is supervised or regulated by a spe

then these limitations must also be listed.

Scenarios, roles and/or Information Bundles may be declared as mandatory for use in specific g

(custg
docun

hentation and so on). Scepario designers may have to give consideration to the

ere may be
puilding of or
the Open-edi

riptions must

A scenario or
e Information
atory subject

Drs or similar
pnstraint. For
ation state or
ific authority,

ircumstances

ms reporting to a nation state) or designated authority, taxation recording, interngtional carnet

pffect of the

determination of the proper law;governing a business transaction as well as the domicile ¢f the parties

sendi

6.5.5

Repo
their

Ng and receiving Information Bundles or taking part in scenarios.
Liability of regositories48)

Sitories containirig scenarios and Information Bundles may be required to demonstrate td
bervices that-the information disclosed is properly registered and that it is authentic. To d

requitement,repositories will require the use of security services to give users confidence thaf

and |
respel

hformation Bundle definitions downloaded are valid and can be relied upon for their pu
ct{scenario and Information Bundle repositories may need to be considered in two groups.

the users of
ischarge this
the scenario
pose. In this

The first group is those that provide registration facilities on a best effort basis. That is, that scenarios or
Information Bundles registered there have been done so with reasonable diligence and skill, but no guarantee
as to their accuracy is given and no liability is accepted for their inaccuracies.

47) See further Annex B (Normative) - "Codes representing presence-type attributes: Mandatory, conditionals, optional
and not applicable".

48) This clause is a summary only and the topic is addressed in detail in both ISO/IEC 15944-2 "Registration of scenarios,
scenario attributes and Scenario Components as business objects” and ISO/IEC 15944-6 “Technical introduction to
eBusiness modelling”.
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The second group is those that provide registration facilities where the items to be registered are checked for
their correctness and, where a nation state is involved, the information is officially approved. This group will
accept liability for the information that they provide to users.

6.6 Primitive classification and identification of Open-edi scenarios49

6.6.1 Introduction

From the view point of Open-edi objectives, it is desired to be able to commence a business transaction by
simply choosing a particular scenario from the standardized set of scenarios and applying it to the intended

business transaction.

various spec
consist of a 3
components.

Although suc
to be difficul
having scena
behaviours a
compiled eve
attributes, (e.
combinations
Even if each
identical for

In this context, the standard Open-edi scenario is supposed to be a generic class of

fic scenarios. In addition, if the generic scenario class were successfully obtained, it
mall number of mandatory scenario components and many conditional and/or optionahscs

n a standardization idea for Open-edi scenarios seems to be a straightforward solution, it iS
to distinguish a particular scenario from the others. In particular, the seenario specifi
rio components with many conditional attributes whose possible set, 6fypermitted valy
e not predefined and/or registered may be so complex that the semantics could not be d
n if an excellent OeDT is employed. In addition, for those scenarigs-having the same sc
h., an OeS Set of Information Bundles) but with slightly different value domains, let alone v
of the same, it is not evident whether they all have to be interpreted as a single scenario
5cenario could be formally identified, having a unigue identifief,/many scenarios that are ag
semantics may be redundantly registered as standard seenarios. Discrimination of sce

could
bnario

likely
Cation
es or
learly
bnario
hrious
r not.
tually
narios

becomes incifeasingly difficult under these conditions. Such overlapand duplication must be avoided and the

focus must bg

One of the {
classification
as much as p

6.6.2 Class

6.6.2.1 Req
The classifica
1) Simplicit
2) Selectivi

3) Inclusiveg

4) Stability:

P oN maximizing reuseability. (This issue is addressed.in detail in Part 2 of this standard.)
ffective solutions to avoid the confusion and.maximize reusability is to establish a sc¢

scheme based on well-defined criteria designed+to reduce the complexity of conditional attr
ossible.

sification of Open-edi scenarios

uirements for classification of Open-edi scenarios

tion for Open-edi scenarios)should meet the following requirements:
y: the classification-is-plainly and unambiguously defined.

y: the classifigation is disjoint and non-redundant.

ness: the classification applies to any of Open-edi scenarios.

the ‘classification is stable for the environmental changes.

bnario
butes

5) Reality:t

e classification Is applicable to real world business transactions.

The definition of the most primitive business transaction addresses the interaction of the roles of a buyer and
a seller. Many terms are in common use for these roles. In this framework standard, the terms "consumer"”
and "vendor" have specific definitions to ensure clarity during the process of classification.50)

In support of the requirements stated above, three factors have been initially identified as attributes when
classifying Open-edi scenarios.

49) idem.

50) See above, Clause "6.2.8 Person and external constraints: consumer and vendor".
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6.6.2.2 Market type on business boundary

A business transaction can consist of the following business activities:

a) A buyer finds a relevant seller(s) through the network by using certain services and/or tools, such as a
portal site and/or a search engine.

b) The buyer negotiates the business terms and conditions with the seller(s).

c) The buyer receives the goods or services and pays the amount of price to the seller(s) according to the
business terms and conditions.

; ; X ATk . most cases,
busingss transactions are performed in markets where the business rules and conventions afe well-known
and rglatively stable. For example, in a financial transaction, which trades a value and/an credit with other
Persdns without the physical delivery of cash or security, the established conventions of finapcial markets
provide predefined sets of activities and information exchanges as well as roles of pafties to such
transactions. Thus this can be considered a “defined market. In such a defined market, the byyers and the
sellerf chose from predefined sets of choices, known as “principal terms and’.conditions” for their business
transactions. They participate in the defined market, by accepting such “principal terms and gonditions” by
registering in advance.

Other| scenario constructs, such as identification and authentication procedures, may be also grg¢atly changed
depending on whether a defined market exists or not. Classification of Open-edi scenariog by knowing
whether the market type to which the scenario is to apply is. “defined” or “undefined.” “Market type” is
particularly meaningful in identifying the boundary of a business transaction and such featureq as trigger or
completion terms.

6.6.2|3 Settlement type in business process

From|the viewpoint of a business process (mentioned as a fundamental component of business| transactions,
{see [Clause 6.3 above}, it is important to know whether all the elements of “actualization” of a business
transaction, (delivery of goods or servicesgpayment, etc.), are simultaneously settled through p network, or
elements. In
f the delivery
On the other
bugh different
b when their

payment, the
rticipants (as
hem relevant
hding on the

Regarding the roles of Persons in business transactions in Open-edi (mentioned as a fundamental
component), {see Clause 6.1.5 above}, these roles are considered as being either “primitive” or “complex”.
Buyer and seller are two mandatory roles in any business transaction and are therefore classified as
“primitives”. Complexity arises from the decision by the buyer or seller to add the role of an “agent” or a “third
party” or both in a business transaction to be modelled as an Open-edi scenario.

Thus, the third factor for classification of Open-edi scenarios pertains to roles and the need to distinguish
between primitive or complex. In many cases, a business transaction is completed when the delivery of goods
or services and settlement are both confirmed between the buyer and seller. However, in some cases of
business transactions, such as a real estate transaction through an escrow company, a third party other than
the buyer and seller is involved in the business transaction. In that case, the business transaction is
completed only when the escrow has confirmed the delivery of good, service, and/or right and settlement

© ISO/IEC 2011 — All rights reserved 55


https://iecnorm.com/api/?name=cb1b246cd03469c6fc54aa2e43e0a5ee

ISO/IEC 15944-1:2011(E)

according to the terms and conditions of the specific business transaction. Each participation type may have
its own scenario construct respectively.

6.6.3 Trade models based on three classification factors

The simplest business process shown in Figure 23 is the primitive trade model>Y). This provides the base
from which we start the discussion of the trade models that can be derived from the classification factors

discussed ab

ove, i.e., market, settlement, and scenarios.

MARKET

Negotiation

A
A 4

Goods or Services
Seller

A 4

Buyer
Payment

A

The descripti

Beginning of Trade: either a buyer or a seller finds the negotiable counterpart as a result of appro

approaches i

Trade Scendrio: then either or both a buyer and/or a seller shows an acceptable scenario to the counte

and negotiate
scenario. In ¢
the terms and

Authenticati
buyer and se
authenticated
mandatory in
the agreeme
payment are
However, if

immediately performed as well as the agreement, no authentication of buyer or seller is required (unless|

are constrain

Completion
and paymen
actualization

Figure 23 — Primitive Trade Model

bn of the primitive trade model is as follows:

N a market (as a result of planning and identificationprocesses).

s the terms and conditions of a business transaction based on the choices within the acg
eneral, the way of acceptance of a particular scenario or choice of scenarios may be a |
conditions of the anticipated business’fransaction.

bn of Participants: for the confirmation of the settlement of credit and/or debit betwesd

) as necessary. The authentication of the identification of the buyer or seller is likely
the case where the payment or delivery of the good, service, and/or right is performed late
Nt resulting from the hegotiation process. If both delivery of the good, service, and/or righ
performed later than the agreement, the authentication of both participants is mand
the delivery of{ the good, service, and/or right and the payment are simultaneoush

s that requirenit).
pbf Trade: the trade will be completed when both of the delivery of the good, service, and/g

are—successfully finished (the actualization phase is completed but there may be
regifirements such as warranties remaining).

priate

rpart,
epted
art of

in the

ler, it is assumed that the buyer and/or seller have already been identified (and can therefgre be

to be
r than
t and
atory.

and
there

F right
post-

6.6.3.1 Trade models by market type: defined and undefined

Two trade models are derived from classification by market type.

Defined Market Model: a trade model where the buyer and seller accept the entry terms of market in
advance and then commence the actual business transactions. A defined market must have an accepted and
recognized source for the business rules and conventions for that market, including adjudication of disputes in

51) Primitive means that the business transaction is to be modelled as an Open-edi scenario involving only buyers and

sellers.
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the market (a “market administrator”). The “market administrator” of a defined market may be a buyer, seller or
a third party. The scenario(s) for this trade model is explicitly established by the “market administrator”. The
buyer and seller participate in a defined market through an explicit registration procedure, (e.g.,
identification/registration scenario for that market in advance, thereby qualifying for and accepting the terms
and condition for participation in that market). There may be two possibilities for participation in a defined
market: (1) through identification/registration of either the buyer or seller, or both; and, (2) where no
identification/registration is required, (e.g., for those operating on a “cash”, "credit card" or “payment in
advance basis”). Advance identification/registration in a defined market saves work and reduces the
complexity of business transactions. The ability to reference a predefined scenario(s) of a defined market in
support of an actual business transaction also provides considerable savings in cost and time for such
business transactions.

The significance of the defined market model is that the business scenario(s) applied to the market is
predefined for that specific market. This frees buyers and sellers from the need to negotiate pfincipal terms
and cpnditions for each business transaction.

Undefined Market Model: a trade model, starting from and conforming to the.full primitive [trade model.

Buyels, sellers and administrators are not pre-registered. Therefore all five phases’of the proces
must [be performed in undefined markets under the Open-edi environment. The buyer or sell
busingss transaction by seeking their counterpart using appropriate services and/or tools (e.g. a
and sparch engine). The business scenario to be applied to the transaction.is decided upon in e
case.| The buyer or seller may simply accept the scenario proposed\by the counterpart, or
negotjate.

In order to save the negotiation efforts, it is possible that the buyer or seller seeks the counterpal
specific scenario in the search criteria at the beginning-0f the business transaction. Howe
spealing, this type of business scenario should include,as.a part of the scenario, the negotiati
the tefms and conditions. Thus, the undefined market-model necessarily requires the coincident
scengrio acceptance and the contents of terms and ¢enditions under the scenario acceptance.

6.6.3|12 Trade models by settlement typei\immediate and separate

Two tfade models are derived from the classification of the settlement type.

Imm¢g

s component
br begins the
5 a portal site
ach individual
hey mutually

t specifying a
er, generally
bn process of
agreement of

diate Settlement Model: a.trade model where the entire business transaction proce
identification, negotiation, delivery..of goods or services and payment), is completed in real-
Open
site,

procu
canb
for th
authe
trade
provig

hnd paying with e-money or a debit account. This trade model is almost equivalent
rement of a good, sérvice, and/or right, which is done by cash at a store on the street. The
b completed at the-moment when it has been confirmed that the good, service, and/or right
e buyer andthe” payment is valid for the seller. The identification of business trans
htication of-buyer and/or seller are not required. Rather, from the viewpoint of privacy protg
model sheuld not be excluded from the Open-edi environment, especially since such g
es foranonymity (and overall cost reduction of an actual business transaction).

Sepafate/Settlement Model: a trade model where the business transaction is performed under

S, (planning,

time under the
Ledi environment. One ofithe typical cases is downloading a software product or music fro}l the vendor

o the casual
procurement
is acceptable
Action and/or
pction, such a
trade model

the Open-edi

environment, and where the delivery of the good, Service, and/or right and/or payment 1s separ

ated from the

agreement process by physical or logical processes. In this trade model, special consideration should be
taken when designing a scenario construct to bridge the time difference and/or spatial gap among agreement,
delivery and payment.

This trade model requires initial explicit identification of the actual business transaction required for mapping
the agreement to the delivery and/or payment performed separately. Secondly, the authentication of buyer
and/or seller is required to confirm the relationship of credit and debit actions among participants, that is kept
through the business transaction process from agreement to delivery of goods or services and payment.
Thirdly, the transaction requires that the status of the business transaction process should be identified and
tracked through the completion of all the specified activities of the business transaction process.
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6.6.3.3 Trade models by participation type: bilateral and mediated
Two trade models are available in this participation type.

Bilateral Trade Model: a trade model where only buyer and seller are directly involved in a business
transaction. In this trade model, the business relationship is basically closed between the two parties. The
transaction is completed when the credit and/or debit are settled between the buyer and seller.

Mediated Trade Model: a trade model where one or more agents and/or third parties can be included in
addition to the buyer and seller. For example, where a third party mediates the buyer and seller. Here, a
typical example is a business transaction involving real estate where an Escrow company mediates the buyer
and seller. Inthis-trade-model-therole-of the-third party-may-have-many-variations—Fhe-scenariofs)for such
business trapsactions explicitly denote the role and responsibility of the third party (and/oragents)
participating |n the business transaction. And, the business transaction should also satisfy the~termp and
conditions which are relevant to the third party for the completion, not only the settlement of the debit/credit
between the buyer and seller.

6.6.4 Classification and scenario types of Open-edi scenarios

6.6.4.1 Clagsification on Open-edi scenarios

The classification attributes in the previous clause, Market Type, Payment Type and Participation Tyge are
mutually disjgint. Applying each of them to an axis of 3-dimensions, a classification of Open-edi scenafios is
obtained toggther with their scenario types and is summarized in Figure24.

Class Classification Attributes Scenario Type
Market Settlement Participation

a) U-I-P Undefined Immediate Primitive Basic Primitive Trade Scenario

b) U-I-C Undefined Immediate Complex Basic Complex Trade Scenario

c) U-S-P Undefined Separate Primitive Primitive Agreement Scenario

Separate Delivery Scenario
Separate Payment Scenario
Authentication Scenario

d) U-s-C Undefined Separate Complex Complex Agreement Scenario
Separate Delivery Scenario
Separate Payment Scenario
Authentication Scenario

e) D-I-P Defined Immediate Primitive Membership Registration Scenarip
Defined Primitive Trade Scenario

f) D-I-C Defined Immediate Complex Membership Registration Scenarip
Defined Complex Trade Scenarioj

g) D-S-P Defined Separate Primitive Membership Registration Scenario

Defined Primitive Agreement Scenario
Separate Delivery Scenario

Separate Payment Scenario

Defined Authentication Scenario

h) D-S-C Defined Separate Complex Membership Registration Scenario
Defined Complex Agreement Scenario
Separate Delivery Scenario

Separate Payment Scenario

Defined Authentication Scenario

Figure 24 — Scenario Classification and Scenario Types
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U-I-P Class: a scenario class of business transactions with the attributes undefined market, immediate

settlement and primitive participation. This scenario class consists of a single basic primitive trade scenario
that is conforming to the primitive trade model under the Open-edi environment.

b)

U-I-C Class: a scenario class of business transactions with the attributes undefined market, immediate

settlement and complex participation. This scenario class consists of a single basic complex trade scenario,

which

c)

is a complete set of complex trade processes under the Open-edi environment.

U-S-P Class: a scenario class of business transactions with the attributes undefined market, separate

settlement and primitive participation. This scenario class consists of the following four scenario types:
primitive agreement scenario, separate delivery scenario, separate payment scenario and authentication

sceng

[dla)

d U
settle
comp
scena

e) L
settle

memlpership registration scenario and defined primitive trade scenario.

) 0O
settle

memlpership registration scenario and defined complex trade scenario.

g) L
settle

memlpership registration scenario, defined primitive ‘@greement scenario, separate delivery scen

rio.
-I-P Class: a scenario class of business transactions with the attributes defined mark

ment and primitive participation. This scenario class consists of the following two sc|

-I-C Class: a scenario class of business transactions withcthe” attributes defined mark
ment and complex participation. This scenario class consists of the following two sc|

-S-P Class: a scenario class of business transactions with the attributes defined man
ment and primitive participation. This scenarioclass consists of the following five sc|

-S-C Class: a scenario class of business transactions with the attributes undefined\maiket, separate
ment and complex participation. This scenario class consists of the following four scenario types:
ex agreement scenario, separate delivery scenario, separate payment scenartio and quthentication

bt, immediate
Enario types:

pt, immediate
enario types:

ket, separate
Enario types:
Ario, separate

paymgnt scenario, and defined authentication scenario.
h) DO-S-C Class: a scenario class of busihess transactions with the attributes defined market, separate
settlement and complex participation. ThiS’ scenario class consists of the following five scgenario types:

membership registration scenario, defined complex agreement scenario, separate delivery scengrio, separate

payment scenario, and defined authentication scenario.

6.6.412 Scenario types

As shown in Figure 24, the“scenario types required for each class are quite different depending on scenario
classification attributes: Fhe scenario types are now described in more detail, as follows:

6.6.412.1 Basic-primitive trade scenario: (a)

This gcenario type includes all processes of a transaction to begin and complete a basic primitiveg trade.

At thé_beginning of husiness transaction either the buyer or seller finds their counter-part b

searches.

ly appropriate

Then, either the buyer or seller shows an acceptable scenario to the counterpart and negotiates the terms and
conditions of business transaction. The manner of acceptance of a particular scenario may be a part of the
terms and conditions.

The business transaction will be complete when both the delivery of the good, service, and/or right and
payment are simultaneously completed.

No authentication of buyer and seller is required because the delivery and payment are simultaneously and
immediately performed as well as the agreement of business transaction. No authentication is required as the
parties mutually recognize each other.
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6.6.4.2.2 Basic complex trade scenario: (b)
This scenario type includes all processes of a transaction to begin and complete a basic complex trade.

At the beginning of a business transaction, either or both the buyer and seller find the negotiable counterpart
by appropriate searches or through an appropriate mediator.

Then, either the buyer or seller shows an acceptable scenario to the counterpart, and negotiates the terms
and conditions of business transaction under the mediation of mediator(s). The manner of acceptance of a

particular sce

nario may be a part of the terms and conditions.

/ment

The bus'nesc trancactiaon will camnlata \whan hath tha dalivvary of tha ancod carvica andlar riaht and na
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ously finished and confirmed by the participants according to the terms and conditions a
ness transaction.

tion of buyer and seller may be required because the delivery and payment are,Simultane

ely performed as well as the agreement of business transaction. The mediator is requ
ntication to qualify the ability of mediation. The actual qualification depends on the r

efined primitive trade scenario: (i)

type is the core of D-I-P scenario and includes all processes-0f a business transaction to

pating to the business transaction, the buyer and/or seller must identify/register themg

according to the requirements of the defined market and to accept its terms and conditions of trade.

Either the bu
rules of the d

The business
are simultansg
the market ar

pfined market.

transaction is completed when both,the delivery of the good, service, and/or right and pa
ously finished and confirmed by.the participants according to the terms and conditions defi
d/or agreed upon the business.transaction.

greed

ously
red a
Dle of

begin

a defined primitive trade of which the terms and conditions are accepted in advance by the

elves

yer or seller begins the actual business traisaction according to the direction provided by the

ment
ned in

The qualification of membership in a defined market is required of participants. However, no authentication of

buyer and se
simultaneous

6.6.4.24 L

This scenarig
and completq
participants.

ller may be requiredtbecause the delivery of the good, service, and/or right and payme
y and immediately-performed as well as the agreement of business transaction.

efined complex trade scenario: (j)

type is.the core of D-I-C scenario and includes all processes of a business transaction to
a defined complex trade of which the terms and conditions are accepted in advance |

ht are

begin
y the

Before participating in the business transaction, the buyer, seller and/or mediator must register as members of
the defined market and accept the terms and conditions of trade.

Either the buyer or seller begins and negotiates the actual business transaction according to the rules of the
specific market under the mediation of an appropriate third party. The business transaction is completed when
both the delivery of the good, service, and/or right and payment are simultaneously finished and confirmed by
the participants according to the terms and conditions defined in the market and/or agreed upon in the
business transaction.

The qualification of membership is required for the participants. But no authentication of buyer and seller may
be required because the delivery of goods or services and payment are simultaneously and immediately
performed as well as the agreement of business transaction.
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6.6.4.2.5 Primitive agreement scenario: (c)

This scenario type is the agreement part of U-S-P scenario, where the delivery of goods or services is not
simultaneously linked to payment of the business transaction.

At the beginning, either the buyer or seller finds their counter-part through an appropriate means. Then, either
or both of them show an acceptable scenario(s) to the counterpart, and negotiate the terms and conditions of
business transaction as provided for by the possible choices in that scenario. The manner of acceptance of a
particular scenario may be a part of the terms and conditions.

In the agreement it is epr|C|tIy descrlbed that the dellvery of the good serwce and/or r|ght and/or payment

3 d : mapping the
ely. And, the
s not have a

identification should be unambiguous |n the gIobaI scope because than unbounded market dog
well-defined boundary.

The business transaction will be complete when both the delivery of the goody sérvice, ang
payment are successfully finished and confirmed by the participants according to the sepd
scendrio and separate payment scenario.

/or right and
irate delivery

6.6.412.6 Defined primitive agreement scenario: (k)

This gcenario type is the agreement part of D-S-P scenario, which.S€parates the delivery of goodls or services
from the payment of the business transaction.

Befor
the sf

Eithe

In the

perfofmed later. A unique identification of the*business transaction is required for mapping the

the d
uniqu

The 4

b participating in the business transaction, the buyer and/or seller are required to register a
ecific market and to accept the terms and conditions’ of trade.

the buyer or seller begins the actual business transaction according to the rules of the spe
agreement, it is explicitly described that the delivery of goods or services and/or payment

blivery of goods or services and/or\payment performed separately. And, the identificati
e and unambiguous in the market’boundary.

usiness transaction will bexcomplete when both the delivery of the good, service, and/or ri

5 members of

Cific market.
is separately

agreement to
bn should be

jht as well as

ent are successfully finished and confirmed by the participants according to the terms ahd conditions

d in the market and/or. to the separate delivery scenario and separate payment scenario.

paym
define

6.6.412.7 Complex agreement scenario: (g)

This services are

separ

Scenario type-'is the agreement part of U-S-C scenario, where the delivery of goods or
pte from'\payment of the transaction.

Eithe
appr

the Jbuyer or seller begins and negotiates the actual business transaction under the m

Tdiation of an
riate mediator nrrnrding tothe rule of the anr-\r‘ifir‘ market

The business transaction is completed when both the delivery of the good, service, and/or right and payment
are successfully finished and confirmed by the participants according to the separate delivery scenario and
separate payment scenario.

In the agreement, it is explicitly stated that the delivery of goods or services and/or payment is separately
performed later. In addition, a unique identification of the actual business transaction is required for mapping
the agreement to the delivery of the good, service, and/or right and/or payment performed separately. And,
the identification of business transaction should be unambiguous in the global scope because the unbounded
market may not have a well-defined boundary.

© ISO/IEC 2011 — All rights reserved 61


https://iecnorm.com/api/?name=cb1b246cd03469c6fc54aa2e43e0a5ee

ISO/IEC 15944-1:2011(E)

The business transaction will be complete when both the delivery of the good, service, and/or right and
payment are successfully finished and confirmed by the participants according to the separate delivery
scenario and separate payment scenario.

6.6.4.2.8 Defined complex agreement scenario: (m)

This scenario type is the agreement part of D-S-C scenario, where the delivery of goods or services is
separate from payment the business transaction in a defined market.

Either the buyer or seller begins and negotiates the actual business transaction according to the rules of the
defined market.

In the agreement, it is explicitly described that the delivery of goods or services and/or payment are performed
at different times. A unique and unambiguous identification of the business transaction is required.for mdpping
the agreemennt to the delivery of the good, service, and/or right top her separate payment. The,identification of
business transaction should be unique in the market boundary.

d the
itions

The business
payment are
defined in thsg

transaction is completed when both the delivery of the good, service,~and/or right ar
successfully finished and confirmed by the participants according to theterms and cong
market and/or to the separate delivery scenario and separate payment scenario.

[«

.

6.6.4.2.9 Yeparate delivery scenario: (d)

This scenarig type is the delivery part of U-S-P, U-S-C, D-S-P and B:S-C scenarios, which is seps
performed affer the agreement on the actual business transaction. \When the delivery of goods or servi
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Ces is

performed se
delivery of th
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completion of

Furthermore,
denote the re

6.6.4.2.10 S

This scenarid

parately from the agreement of the business transaction, the specific terms and conditig
e good, service, and/or right should be explicitly specified. The delivery status should be nd
as the completion of delivery of the good, service, and/or rights is a mandatory factor f
the actual business transaction as a whole.

the delivery scenario should keep a stable reference to the precedent agreement sceng
ationship between the separated activities of a business transaction.

eparate payment scenario:“(e)

type is the payment part of U-S-P, U-S-C, D-S-P and D-S-C scenarios, which is sepg

performed af

er the agreement of business transaction. When the payment is separately performed aft

ns of
ted in
Dr the

irio to

rately
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terms
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agreement of the business transaction, the payment scenario is required to explicitly state the specific
and conditior]s of payment. The payment status should also be noted in the scenario, as the complet
payment is al mandatory factor’for the completion of the business transaction as a whole. Furthermor
payment sceqario should keep a stable reference to the relevant preceding agreement scenario to denog
relationship between thé&Separated activities of a business transaction.

6.6.4.2.11 Authlentication scenario: (f)

This scenario Type Is the authentication part of U-S-P and U-S-C scenarios, which identifies and confirms the
agreement and/or the participants relevant to the business transaction in an undefined market. When the
delivery of goods or services and/or payment is separately performed after the agreement of the business
transaction, the authentication scenario is required to explicitly identify and confirm the credit and debit
relationship between participants involved in the business transaction. The identification of agreement and/or
participants should be unambiguous in the global scope because the implicit market may not have a well-
defined boundary.

The authentication scenario should also keep a stable reference to the relevant agreement scenario to denote
the relationship among the business transaction, the agreement and/or the participants.
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6.6.4.2.12 Defined authentication scenario: (I)

This scenario type is the authentication part of D-S-P and D-S-C scenarios, which identifies and confirms the
agreement and/or the participants relevant to the business transaction. Authentication assumes that
identification has already been established by means that are adequate for the business purpose. When the
delivery of goods or services and/or payment is separately performed after the agreement of the business
transaction, an authentication scenario is required to explicitly identify and confirm the identities that will be
use for the financial settlement between the participants involved in the business transaction.

The authentication scheme is based on the rules for identification of the specific market. The identification of
agreement and/or participants within a defined market shall be unique and unambiguous.

The guthentication scenario should also keep a stable reference to the relevant agreement scénario to denote
the relationship among the business transaction the agreement and/or the participants.

6.6.4{3 Remarks on scenario classification

6.6.413.1 Continuous transaction:

For s¢enario type construction purposes there is no difference between centinuous repeating trapsactions and
one-gf or spot transactions. A continuous transaction is considered _to\be a repetition of spof transactions
wherg the terms and conditions do not change with each transactioh_and variations occur only as permitted
under| such terms and conditions as the scenario provides.

6.6.413.2 Services transaction:

A business transaction of services is basically the same as one for goods even if it may have different

attribdites that are relevant to a different delivery procedure and status confirmation.

6.6.4

An ayiction transaction is a variation of_the complex business transaction, which requires th

partic

6.6.4

A bid
or mo

3.3 Auction transaction:

pation of two or more buyers and-at least one seller for a sale of good, service, and/or right

3.4 Bidding transaction:

ling transaction is a Variation of primitive transaction, which requires the competitive partic
re sellers for a gogdy'service, and/or right.

a)

competitive

pation of two

6.6.413.5 Credit.payment transaction:

A budiness transaction settled by a credit card requires a provision of credit and the authenticatlon of at least
the cfedit'card number of the buyer and may require verification of credit from the authenticated credit
provider./Thus the transaction type is differed from the transaction by cash, and variation of the of separate
payment-maodel-

6.6.4.3.6 Regulatory constraints:

Actual business transactions may be subject to external constraints in addition to rules that the parties have
agreed to. Many types of constraints of a regulatory nature exist. Each such external constraint is partially or
entirely applied to a specific market type, participant type, good, service, and/or right type, delivery type and/or
payment type, etc. Some regulations apply only in a specific country or region (i.e., as a jurisdictional domain),
and/or for only a certain time period.

However, the above scenario classification attribute is considered to be independent from the regulatory
requirements, i.e., external constraints, themselves.
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7 Guidelines for scoping Open-edi scenarios

7.1 Introduction and basic principles52

This clause builds on the structure developed in Clauses 1 through 6. Together with rules, it provides the user
with a preliminary template or checklist for scoping Open-edi scenarios.

While Clauses 8 and 9 below provide detailed rules for the specification of Open-edi scenarios and their
components, Clause 7 focuses on the scoping the business environment of the business transaction modelled
through an Open-edi scenario.

The approac
and then mg
external cons
requirements

h taken is that of identifying the most primitive common components of a business trans
ving from the general to the more detailed, the simplest aspects to more complexi. frd
traints on a business transaction to those which incorporate external constraints, from.no s
on functional services to specific requirements, and so on.

hciples for scoping Open-edi scenarios include:

t priority, identifying the most primitive (generic and common) components of a bus
hN;

ng at the outset whether the business transaction to be modelled is of a simple, generic
no external constraints on the business transaction and it,dees not include parties other
d seller;

ng whether the parties making commitments with respect to their roles in a business transg
Persons" undifferentiated, or is the business relationship of a more granular nature (d
te the three categories of Person, namely, individual, organization, and public administratio

noting wipether or not the scenario provides for delegation of commitment to agents or third parties;

ect to the process in a business reagtion, establishing whether the scenario focuses on ¢
b., planning, identification, negotiation, actualization and post-actualization, one o

combination of them;

ng the degree to which the recorded information is of the nature of predefined and stru
hents;

1s a checklist for identifying criteria of a YES/NO nature. This facilitates registration of sc
ario components.in repositories for their re-use;

g users ofisuch repositories to see if a "best fit" is available, and if necessary, build add
nts for €xisting scenarios to create a best fit rather than developing “ground-up”;

that the criteria for scoping an Open-edi scenario are able to be used to avoid/prevent "

The basic pri
1) as a firg
transacti
2) determin
there are
buyer an
3) establish
are the
incorporg
4)
5) with resg
parts, i.
6) establish
data eler
7) serving 3
and scen
8) facilitatin
compons
9) ensuring
creep" of

Action
m no
pecial

iness

ature
ana

ction,
pes it
n?);

Il five
any

tured

Enario

tional

scope

scenario dnfinifinn;

10) identifying whether and which kinds of generic functional services are required to support the scenario.

52) Clause 7 and the resulting template are meant to complement Clauses 8 and 9 which contain the primitive
specification requirements for Open-edi scenarios and their components. ISO/IEC 15944 Part 2 adds more detailed
requirements from both a scenario analysis and a registration needs perspective.

64
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7.2 Rules for scoping Open-edi scenarios

The rules which follow focus, first of all, on scoping Open-edi scenarios from the BOV perspective, as found
above in Clauses 6.1 through 6.4 and 6.6, and, then, on business requirements on the Functional Services
View (FSV), i.e., as found in Clause 6.5.

Completion of the associated template in 7.3 below will facilitate completion of the more detailed Open-edi
scenario template found below in Clause 9. For example, if the Open-edi scenario is scoped as being
applicable to modelling business transactions as having no external constraints, i.e., internal constraints only,
all the attributes for "Open-edi scenario (OeS) attributes, "role attributes”, "role demands on Open-edi Parties",
and "Information Bundle (IB)" attributes, pertaining to "external constraints on business requirements, i.e.,

laws

and—regulations——would—be—spesiied—as—Not-Applicable—On—the—stherhane—H—{mirmum) external

constfaints apply as applicable to the modelling of a business transaction, these must be 'specified in the
scopipg of a scenario, its attributes and components.

Rule pO:

The fequirement for an Open-edi scenario to incorporate external gonstraints on|a business
transpction shall be stated at the outset.>3)

NOTE[1  Many of the elements of a business transaction are generic, i.e., independent of the good, service, and/or right
provided, (e.g., "planning” including making known availability of goods or services via a catalogue, terms of payment,
methods of delivery, including modes of transport for physical goods~or via telecommunications for "virtual"
goodsfservices, post-actualization including warranties, etc.).

NOTE[2 It is anticipated that many re-useable Open-edi scenarios and scenario components will be Heveloped and

registgred which model common elements of global/internationahbusiness transactions, which can later b

b particularized

by extgrnal constraints.

Rule p1:

It is necessary to state whether the Open:edi Parties in the business transaction being odelled are
(a) Persons in general, i.e., undifferentiated; or (b) differentiated among categories of FPersons, i.e.,
sub-types, as individuals, organizations and public administration.

NOTE[|1 From a generic perspectiye;~one can model a business transaction as re-useable Open-edi|scenarios and
scenafio components based on the‘assumption that the Open-edi Party has the properties and behaviourg of a "Person”,
i.e., alyility to commit, being held aecountable, etc., without needing to further differentiate as to the category of "Person”.

NOTE
compq
individ

2  On the other~hand, business transactions being modelled through Open-edi scenarios
nents may well focus on "organization to organization" only (colloquially labelled "B2B") or on "
ual" (colloquially “*known as "B2C"). They may also have specific requirements where one P¢q

and scenario
Drganization to
rson is public

adminjstration.

NOTE]
public

3 FEurther, business transactions involving public administration as the buyer are different in that the "buyer" as a

admijnistration will likely impose predefined external constraints.

NOTE
a credit card or

irdl party such as

Rule 52:

It is necessary to specify whether or not any of the commitments among the primary parties involved
in a business transaction, i.e., the seller and buyer, can be delegated to an agent and/or a third party.

53) ISO/IEC 15944-3 titled Information technology — Business Operational View — Part 5: Identification and referencing
of requirements of jurisdictional domains as sources of external constraints provides the rules for incorporating external
constraints in the modelling of an Open-edi scenario.
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NOTE 1 Roles of Open-edi Parties in a business transaction may or may not be delegate-able. In addition, from a re-
usability perspective, one may well want to register an Open-edi scenario or scenario component at a very generic level,
i.e., without any delegation of commitments.

NOTE 2 On the other hand, users of this standard may well want to take such a generic re-usable component and add to

it the allow-abil

ity:

or a seller to use an "agent";
for a buyer to use an "agent";

for buyers and sellers to mutually agree to use a third party;

for a third party to offer services as a "mediating party" facilitating prospective buyers and sellers to come together.

{See furteT_above Clause 6.6.3.3 Trade Modaelsy
Rule 53:
A business fransaction consists of a predefined set of activities and/or processes. It.is hecessary to

state wheth¢
process; pl3
one or a spe

NOTE1l Ase
scenario scopq

NOTE 2 Unaimbiguous identification is a major issue in e-commerce (and e-business, e-commerce, etc.). Availabil

generic Open-
benefit all parti

NOTE 3 Tern

er an Open-edi scenario (a) covers the five identified sets of activitie5.0f the bus|
nning, identification, negotiation, (actualization, and, post-actualization); or covers
cific combination of these activities.

ler having available a predefined catalogue of goods or services will benefitfrom having a generic Op
d at providing this generic function.

edi scenario focusing on identification of Persons specifying the) WHATSs independent of the HOW
ES.

ness
only

en-edi

ty of a
s, will

s of payment are a generic requirement to most business transactions. An Open-edi scenario focuging on

"terms of payment”, would (1) assume that the "Identification" process has already been completed; and, (2) coyer the
negotiation, acfualization and post-actualization aspects.

Rule 54:

When scopipg Open-edi scenarios or any of‘their components, the presence or absence of doded
domains (CDs) or reference sets of predefined and structured data, shall be specified.

Guideline 54G1:

If a set of predefined and structured data elements, (e.g., a coded domain), is used it shall be explicitly
referenced. [It is recommended that such referenced coded domains are conformant| with
ISO/IEC 15944-10.

Rule 55:

As part of the seoping of Open-edi scenarios, it is necessary to identify (1) which of the three fgctors
for classificption of Open-edi scenarios apply, i.e., (a) market type, (b) settlement type, ard (c)
primitive or leomplex—roles—and {2 which of the two basic—mutuallyexclusive gptions—apples for

each of these three factors.

NOTE

requirements arising from 6.6 Classification and Identification of Open-edi scenarios. {See also Annex H}

Rule 56:

This rule captures the key elements to be captured in the template {See 7.3 below} in support of the

It is necessary to state for Open-edi scenarios, whether or not the business transaction being

modelled places demands on the Open-edi

commitment

NOTE

s mutually agreed to by the Persons involved.

requirements arising from Clause 6.5.2 Self-Imposed Constraints}

66

Support Infrastructure, i.e.,, in support of those

This rule captures the key elements to be captured in the template {See Clause 7.3 below} in support of the
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Rule 57:

4-1:2011(E)

If the business transaction being modelled through an Open-edi scenario incorporates external
constraints which impact FSV demands on Open-edi Support Infrastructure (OeSl), these shall be
specified.

NOTE

Not all external constraints on a business transaction place FSV demands on the OeSl, (e.g., the use of a
particular coded domain (CD) and permitted values of codes with a CD).

7.3 Template for specifying scope of an Open-edi scenario

7.3.1
1) T
T
a
2) E
c
3) T
C
{§
4 T
W
re
5 T
in

—_

q

D

Introduction to template

nis template serves to identify mandatory attributes to be specified in registering the-scope
ne purpose of this template is to capture in systematic, i.e., coded, form key aspects for t
n Open-edi scenario and scenario components for their registration and re-use.

ach scoping attribute shall be specified as applicable or not applicable. These two conditi
pded as Yes = 1 and No = 2 Decision Code>¥. This will allow us to :

support the ISO/IEC JTCL1 strategic direction of “cultural adaptability” by allowing fg
equivalents of these two codes from a global perspective; and,

facilitate computer processability, search-ability and reference-ability of these scoping
Open-edi scenarios.

ne assignment of "Scope Tag ID Code" numbers_is of a block-numeric nature. For the "§
odes" the block numeric numbers 1000 to 1999 are reserved. For the "Component ID Co
bee Clause 9.2.3 below} the block numeric 2000+ has been reserved, i.e., up to "9999".
he purpose here is to ensure that all thesnumeric identifiers for attributes for:

scoping Open-edi scenarios; apd,

specifying Open-edi scenarios and their components

Il be unique, unambiguous and linguistically neutral within ISO/IEC 15944-1 as well as with
gistration of the same\using ISO/IEC 15944-2.

his approach (will facilitate unambiguous referencing and registration necessary for re
teroperabilityzof Open-edi scenarios and their components. It will also facilitate support
quirements. and use of multiple linguistic equivalencies for these numeric tags, i.e.
Juivalenthuman interface equivalencies.

Dbf a scenario.
he scoping of

bns are to be

r multilingual

attributes of

bcope Tag ID
de" numbers,

n their use in

usability and
pf localization
as multiple

54) When developing an Open-edi scenario specification, a code “3" may be used to indicate a condition of “Not Yet
Known”.
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7.3.2 Template®™

IT-Interface Linguistic Human-Interface Equivalents (HIEs)%6) Spare
Scope Decision Name Name Name
Tag ID Code (English) (French) (Other)
Code
(1) (2) 3) (4) (5) (6)
1000 Business goal of business transaction- No
external constraints>?)
1010 Business goal of business transaction
includes external constraints>8)
1040 Persons (no external constraint)
1041 Persons: Individual <-> Individual
1042 Persons: Individual <-> Organization>9)
1043 Persons: Individual <-> Public Administration
1044 Persons: Organization <-> Organizations®0)
1045 Persons: Organization <-> Public
Administration
1046 Persons: Public Administration <->\Rublic
Administration

55) The physig¢al appearance of the matrix of the Template is of an illustrative nature. {See further ISO/IEC 15944-2}. The
purpose of the|Template is to ensure that all the speeification requirements identified in Clause 6 and 7.2 are capturgd in a
systematic mgnner. The template structure demeonstrates the ability to support multiple human interface linguistic
equivalents.
56) The concept of “human interface equivalents (HIEs) is defined in ISO/IEC 15944-2:2006 (3.35) as follows:
Human Injterface Equivalent (HIE):
representption of the unampiguous and IT-enabled semantics of an IT interface equivalent (in a business
transactipn), often the ID cede of a coded domain (or a composite identifier), in a formalized manner suitaljle for
communig¢ation to and understanding by humans
NOTE 1 |Human intefface equivalents can be linguistic or non-linguistic in nature but their semantics remains the
same althpugh their fepresentations may vary.
NOTE 2 |Indmost cases there will be multiple Human Interface Equivalent representations as required tq meet
localizatign requirements, i.e. those of a linguistic nature, jurisdictional nature, and/or sectoral nature.

NOTE 3 Human Interface Equivalents include representations in various forms or formats, (e.g., in addition to
written text those of an audio, symbol (and icon) nature, glyphs, image, etc.).

57) It is important in scoping an Open-edi Scenario to specify at the outset whether or not external constraints apply to the
business transaction being modelled. If there are no external constraints, i.e., the only constraints are those which the
buyer and seller mutually agree to, then such an Open-edi scenario can often serve as a generic re-useable ‘lego’ block in
support of those Open-edi scenarios which do include external constraints.

58) ISO/IEC 15944-5:2008, Information technology — Business Operational View — Part 5: Identification and referencing
of requirements of jurisdictional domains as sources of external constraints assists with the development of "standard”
template attributes for identification of external constraints.

59) Often referred to as “B2C”, i.e., as in “business to consumer”. Here it is understood that a “consumer” is an “individual”
and not an “organization”.

60) Often referred to as “B2B” i.e., as in “business to business”.
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IT-Interface Linguistic Human-Interface Equivalents (HIEs)%6) Spare
Scope Decision Name Name Name
Tag ID Code (English) (French) (Other)
Code

(€] &) 3 4 ®) (6)

1060 Bilateral Transaction Model

1061 Mediated Business Transaction Model61)

1065 Defined Market Model

1066 Undefined Market Model

Jo70 Immediate Settlement Model

1071 Separate Settlement Model

11100 AGENTS AND THIRD PARTIES

1110 Business Transaction allows for Agents®2)

1111 Buyer Agent

112 Seller Agent

1130 Business Transaction allows for Third®3)
Parties

1131 By mutual agreement*of buyer and seller (as
internal constraints only)

1132 external constraint(s) Mandated

1200 PROCESS COMPONENT: All five sets of
distinct activities covered

1210 Planning

1215 Public information on goods/services
provided by a seller

1220 Public information on goods/services needed by
buyer

1225 Predefined/referencable Catalog

1230 Buyer Inifiated goods/service request

61) Primitive means that the business transaction is to be modelled as an Open-edi scenario involving only buyers and
sellers.

62) It is assumed that business rules and constraints relevant to the ability of the two primary parties (the seller and
buyer), to be able to delegate all or part(s) of their role and associated commitment(s) to an agent(s) will be specified as
part of “Role Attributes”, see further below Clause 8.4.2.5.

63) It is assumed that business rules and constraints pertaining to the ability of the two primary parties (the seller and
buyer), to agree to delegate all or part(s) of their role(s) and associated commitment(s) to a “third party(ies)” will be
specified as part of “Role Attributes”, see further below Clause 8.4.2.5.

© ISO/IEC 2011 — All rights reserved 69


https://iecnorm.com/api/?name=cb1b246cd03469c6fc54aa2e43e0a5ee

ISO/IEC 15944-1:2011(E)

IT-Interface Linguistic Human-Interface Equivalents (HIEs)>6) Spare
Scope Decision Name Name Name
Tag ID Code (English) (French) (Other)
Code

(€] @ 3 4 ®) (6)

1235 Seller initiated goods/service offer

1240 Predefined Market Model

1250 Identification

1255 Identification for information exchange
purposes only, (e.g., an address)84)

1260 Identification of Person able to make
commitment®>)

1265 Identification of Person as “individual”

1270 Identification of Person as “consumer”

1300 Negotiation

1305 Monetary Payment Involved

1310 Immediate Settlement Model

1315 Separate Settlement Model payment

1350 Actualization

1355 Immediate Settlement

1360 Separate Settlement

1400 Post-actualization

1405 Includes warranties

1410 Includes records retention

1415 Includes staying in gpnta}ct with buyer, (e.g.,
defect and recall notification)

1500 DATA COMPONENT

1505 Predefined and Structured, i.e., code sets, (as

coded domains)®6

64) A typical example here is an e-mail address or a P.O. Box address.
65) This is usually required for the negotiation step and certainly for actualization.

66) With respect to “coded domains”, see further ISO/IEC 15944-2:2006, Information technology — Business Operational
View — Part 2: Registration of scenarios and their components as business objects; and, ISO/IEC 15944-10.
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constraints®?)

IT-Interface Linguistic Human-Interface Equivalents (HIEs)>®) Spare

Scope Decision Name Name Name
Tag ID Code (English) (French) (Other)

Code

(€] &) 3 4 ®) (6)

1520 Data integrity of any IB

1525 Retention /latency of any IBs

11600 Business requirements on FSV — No external

1610 Service: Information Bundle Integrity
1615
1620 Service: Confidentiality of IB contents
1625 Service: Non-repudiation of receipt
1630 Service: Proof of Time IB creation®8)
1635 Service: Notarization of IBs
1640 Service: Quality of Service\(Q0S)
1700 EXTERNAL CONSTRAINTS69)
8 Rules for specification:of Open-edi scenarios and their components

8.1 |[Introduction and.basic principles

This ¢lause presents\itie rules for specification for Open-edi scenario attributes and attribute
comppnents, i.e., relés and Information Bundles (IBs) and Semantic Components.

A key thrust of\the Open-edi approach is to enable Persons to participate in EDI with minimal pri
about| the(Way that the data is to be exchanged among them.”9 In contrast with current forms
data pnd’ document interchange, this means that both the data and the contexts have to b

5 of scenario

or agreement
of electronic
b predefined,

structt wad and ctandardiond Mara nranicaly tha ~Aamaiitar ovctame Af OYnan Ad nartnare nand

to be able to

oSt O O C O VO C— P C Crot iy e —Com Pttt oy Ste o O o Pt partricroTicca

67) See further above Clause 6.5.2.

68) This is often referred to as time-stamping services.

69) The issue of jurisdictional domains as it impacts specification of external constraints on business transactions (being
able to identify and reference laws and regulations impacting scenarios and scenario components) is addressed in
ISO/IEC 15944-5:2008 Information technology — Business Operational View — Part 5: Identification and referencing of

requirements of jurisdictional domains as sources of external constraints.

70) This includes EDI-based applications popularly known as e-commerce, e-business, e-travel, e-government, e-

logistics, e-learning, e-medicine, etc.
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handle incoming messages /1) as Information Bundles (or sets of Information Bundles) automatically.
Specification of the "message handling" process is a key element of an Open-edi scenario. The key difference
with present day EDI (and EDI message handling) is that Open-edi not only (1) describes how a single
message needs to be interpreted as well as describing how several messages relate with each other; but also,
(2) specifies the same in a standardized and computer interpretable manner.

It is not the purpose of this standard to develop the scenarios themselves. However, electronic data
interchanges representing commitment and information exchange in a business transaction among
autonomous parties to be computer interpretable and interoperable they must:

1) explicitly stated and defined business requirements; and,

2) state thg specification of these business operational requirements in a formal way which cﬂw "be
understopd” by an automated information technology system. This includes ensuringy thdt the
requiremients of OeDTs are also defined. {See Clause 6.5}

Open-edi scgnarios are composed of several building blocks. They specify the information*exchanges and
commitmentg made that govern a transaction conducted among a set of Persons (alse‘referred to as Qpen-
edi Parties).|[ Roles and Information Bundles have been introduced in the Open-edi Reference Model
(ISO/IEC 14662). Roles specify the behaviour of the Open-edi Parties, whereaS the Information Byndles
specify the semantics of the information exchanged, including the commitments faade. In order to conngct the
roles and Infprmation Bundles together, attributes at the Open-edi Scenariofevel are defined as well. |n this
Clause the styucture of these concepts is further defined in terms of the attfibutes that need to be defined and
the formal specifications of some of the components. This will lead tota stipulation of the requirements on
Formal Descliption Techniques (FDTs) that are to be used for the formabspecification of roles and Information
Bundles.

Although all [the attributes must be specified, the presence.and conditions of each attribute may vary
depending oh (1) the classes of constraints of the business transaction, {see above Clause 6.1.6}, the
scenario and its components; (2) the agreed upon business requirements and rules; and/or, (3) the
applicability gf external constraints on business requirefents, i.e., laws and regulations. The rules and fodes
for specifyind the presence and condition of the atttibutes of scenario components and their attributes are
stated in Clayses 9 and 10 below.

It is important to note that roles model the externally visible behavior among Open-edi Parties.

Rule 58:

It is up tp users to determifneiand define the boundary between the internal and external behgviour
iafed with arole.

The modelling of roles inva scenario should allow for an Open-edi Party to be seen as a single |entity
regardless off whether-itshas small or huge internal processes. Thus, if the Person is an “organizatipn” or

The concept of externat visi P y 10 achieve the mutually
agreed upon goal of business transaction and the associated incoming and outgoing Information Bundles.
This is illustrated in Figure 25 below.

71) The term "message” is currently defined with many different meanings and uses within ISO and ISO/IEC ranging from
"message” EDI message in (ISO 9735 EDIFACT and its "Implementation Guidelines") to "message" as in message
handling (ISO/IEC 78498, 9594 and 10021 series of standards and their equivalent ITU X400 and X.500 series of
Recommendations).

72) Roles in scenarios involving public sector (and associated Information Bundles) tend to have more extensive
externally visible behaviour than those among private sector organizations. Among private sector organizations, the
boundary between externally visible and internal behaviour is often determined by factors of degree of commonality in
(international) business practices, industry sector conventions, degree of trust in business relations, etc.
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Rules-

Constraints 7
Acts on

‘Business Process ‘

Rules-
Constraints ] Actson |Composed of
Uses
v ! Modelled as |
‘ Process1 4 JRole A |—lB11..1n
¢ Trigger
Rules- Govern / Internal
Constraints T > Choice
Trigger Tri
Ner Modelled as Uses
Process 2.1 . Process 2.n +—4Role B HIB 21...2.n |
Modelled as U
ses
‘ Process m.1 ‘ ‘ Process m.n +—+Role C |—>|IB m.1... m.M |
Figure 25 — lllustration of operation of Open-edi from the"point of view of an autongmous

organization in terms of the operation of rules, constraints and scenario componegnts

Figure 25 represents an operation of Open-edi from the poeint of view of an autonomous Person, [who wants to
use itf to support a particular business process. The outside world may have constraints on thig process (for
instarjce particular jurisdictional domains may regulate certain activities or require information to be
exchgnged). Also, the Person may have internal gules governing their business processes in general. Both
types|of constraints are represented in the boxes\labelled "Rules-Constraints".

The RQusiness process itself may consist of<a number of processes. After the completion of ea¢h process, a
new gtate is reached and some internal choice will be made to decide which process will be ekecuted next.
This decision is based on the result of\the previous process using an internal rule-base. The chdice can result
in multiple processes being executed in parallel or in a number of alternative processes being|selected and
execyted in series.

The Qpen-edi scenario is<only concerned with those parts of these processes that are related to the exchange
of IB$ among roles. This" particular information will be specified in the role description. Thus, the role
descrjption contains ‘the knowledge or information required to determine the inter-dependgncies of the
Infornpation Bundle-exchanges. This also means that the entire specification of the Open-edi relevant part of
the business praecess will be done by multiple roles which are inter-connected within a scenario (using
scendrio attributes). A different valid approach that can be implemented is to define the role as the
combjnation of all these processes, and call the different sub-sets differently, for instance episogles or activity
units.

Although it seems that this is a rather fundamental decision to make, the view can also be taken that this is
only an identification (and naming) issue if it is assumed that multiple levels of decomposition and types of
inheritance can take place at the role level. From a modelling perspective, it is not really relevant whether
something is designated a role, sub-scenario or episode, since the information that is captured in the models
is the same (sending-receiving of IBs). The relationships among all these models must be defined
unambiguously where modularity, inheritance or hierarchical decomposition is required.

Although Figure 25 shows that a specific process is implemented by a specific role, it may be the case that
actually several alternative processes can be used for this purpose. For instance, the process "get product
information" can be implemented by a single IB exchange of a prospective buyer with the seller or by multiple
exchanges of smaller IBs as part of a session (or sets of sessions as a dialogue). These two cases would
probably be covered by different role descriptions with the same purpose.
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The resulting scenario will consist of models for each Open-edi Party involved in the business transaction,
thus specifying the overall exchange of Information Bundles. (The processes in one organization should have
"mirror" processes in the other organization to make the entire business transaction work. If one party sends
an IB but another party does not know about it, the scenario definition is clearly incorrect).

This introduction concludes by noting the important issue of the reusability of Open-edi scenarios and their
components. Since all these components must be provided with unique, unambiguous and linguistically
neutral identifiers, reusability is created by the design. Reusability of Open-edi scenarios is facilitated through
the reusability of its components. If a hew Open-edi scenario is to be developed using an existing scenario,
scenario developers can simply reuse the components of the existing scenario.

Reusab”ity of scenarios as well as scenario components, is embedded-in:

1) the specffication of scenarios and scenario components from a BOV perspective at a level of-granplarity
appropriate to the goal of the business transaction and with the degree of explicitness|requifed to
transforn these business requirements into a model using formal description techniques).i:e., using an
OeDT; apd,

2) the OeDT model serving a two-fold purpose/goal; namely:

i) ensuling that all the business requirements pertaining to a scenario and‘scenario components (p) are
unampbiguous and conform to the level of certainty and completeness ‘required by the goal pf the
busingess transaction being modelled; and, (b) can interwork, i.e., there are no logical inconsistgncies
or gaps.

i) ensuting that: (a) all the information of the nature of demands on the Functional Service View [FSV)

is specified in the BOV aspects of a scenario and its €omponents and modelled in the assofiated
; and, (b) from a FSV perspective, the BOV reguirements are unambiguous, i.e., the lgvel of
certainty is appropriate to the goal of the business transaction and resulting demands on thg FSV
resulff in no logical inconsistencies or gaps.

Reusability
business tra
components

f scenarios and scenario componentsiiis an achievable objective because existing (dlobal)
sactions, whether of a verbal or paper-based nature, already consist of "standard" reysable
nambiguously understood among participating existing parties (even though such "starpdard"
components pre not yet specified through the use of FDTs). Similarly, earlier and present experiencg with
syntaxes for electronic data interchange Wwhether 1ISO 9735 (EDIFACT) or ANS X.12-based and now [XML"
have demondtrated the need for, and feasibility of, reusable components.

Use of this standard will ensure that'such reusability is embedded in the Formal Description Techniqueq used
for specifying|the components.

8.2 OES dpmands eninteroperability

The term intgroperability is used in the context of this standard to mean the ability for all the parties uging a
scenario or ahyof.its components to be able to understand the meaning of those components. Further, |if one
of the potentipl\parties to the scenario takes part in the scenario, in doing so it must be able to carry out the
minimum functional requirements as specified by the scenario or any of its components.

These requirements must be considered, therefore, at several levels. One must therefore as the following
questions:

a) are the contents of a scenario component represented in a format that can be understood by the recipient
such that they can be converted into any necessary internal format for the purpose of internal processing?
Note: This can include being able to represent the information in a human readable format?

b) are the semantics of the scenario component clear? (A field with a description of 'DATE' would not be
considered clear since it is not possible from that information alone to know if the format of date is Julian,
Gregorian, or following another allowable representation. Even if the format is known, is it the date of an
event that has happened or is yet to take place?) In registering scenario components it is essential to
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include sufficient descriptive information about the semantic meaning of the information content such that
the meaning for a recipient is clear?

c) are the technical contents of a scenario component formatted or represented according to a recognized
standard for encoding (a currency table, international country code, registered cryptographic algorithm)?

d) are the security requirements expressed in a form and format that can be complied with?
e) are the constraints that are specified acceptable?
8.3 Rules for specification of Open-edi scenarios and scenario attributes
8.3.1] Open-edi scenario rules
The definition of "Open-edi scenario” is:

Open-edi scenario (OeS)

formal specification of a class of business transactions having the sameé,business goal
Rule p9:
An Open-edi scenario is specified through roles, Information Bundles and scenario attribytes.
Rule pO:
An Open-edi scenario is composed of two or more roles:
NOTHE In the Planning phase of a business transaction {See above Clause 6.3.2 }, the secongl role is often
assumed to be played by a responding Open-edi Party; i.e., as provided for as an expected role.|For example,
the posting of an electronic catalogue by a seller @ssumes the existence of prospective buyers. The posting of
a rquest for quotation by a buyer assume the existence of prospective sellers. In either case, arl agreed upon
termimation of a business transaction can beithe expiry of a specified date/time, (e.g., offer or|request valid
until YYYY-DD-MM)73),
Rule p1:
A buginess transaction may be specified as one or more Open-edi scenarios.
NOTE| For example, a_model of a business transaction spanning several jurisdictional domains invplving customs
clearapce, multi-modal transport, and several banks that are involved in financial transfers could be spgcified through
severdl inter-linked scenarios.
Rule p2:
Asperlts, felated to a business transaction which are not covered in rules and specificatipns of a role
or an|liformation Bundle (and their attributes) shall be specified through Open-edi scenafio attributes
and Ome—shatt—state—thepresencetype of eacth—attribute, e mandatory;—conditiomat, mandatory

subject to a conditional, optional (using Annex B of this standard).

8.3.2

Open

Open-edi scenario (OeS) attributes and associated rules

-edi scenario attributes are:

a) OesS identifier

73) For more detailed information and rules governing date/time referencing, i.e., temporal referencing, see Clause 6.6.4.5

in ISO
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b) OeS name(s)

c)
d)
e)
f)
9)
h)
i)
)

0)

OeS purpose

OeS set

OeS set

OeS set

OeS set

of roles
of Information Bundles
of requirements on Open-edi Parties

of external constraints on business requirements, i.e., laws and regulations

OeS inhe

OeS sec

ritance identifier(s) and cross-references

Lirity service requirements

OeS conmpmunication — quality of service requirements

OeS role
OeS dep
OeS dep

OeS dep

requirements and constraints
endency among roles in a scenario
endency among Information Bundles in a scenario

endency among Semantic Components of different Information Bundles

OeS demands on Open-edi Parties

p) OeS denpands on Open-edi Support Infrastructure.

With respect

8.3.2.1 Sce
Rule 63:

The Open-g
referenceabl

8.3.2.2 Sce
Rule 64:

OeS name i9
one OeS nar

NOTE 1

o these Open-edi scenario (OeS) attributes the following rules apply.

nario attribute: OeS identifier

di scenario Identifier~"shall be unique, linguistically neutral, unambiguous

le. It is a mandatory.attribute.

nario attribute:-OeS name(s)

the designation of the Open-edi scenario Identifier by a linguistic expression. Morg
ne\as equivalent linguistic expressions may be associated with an OeS identifier.

and

than

It is necessary to be able to support localization, multilingualism, cross-sectorial and cultural adaptability

requirements. An Open-edi scenario formally specified and identified through its OeS identifier will likely have associated
with it one or more designated equivalent linguistic expressions, i.e., names, labels, etc., from a human interface
equivalent perspective, (e.g., as "aliases").

NOTE 2 The use of a specific linguistic human interface equivalent expression as a name for an OeS attribute may be
prescribed in a jurisdictional domain, i.e., as a predefined HIE.74).

74) On human interface equivalents (HIEs), see further ISO/IEC 15944-5 and footnote 57 above.

76
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8.3.2.3 Scenario attribute: OeS purpose

Rule 65:

The OeS attribute purpose specifies the scope of the Open-edi scenario.
NOTE 1 The use of the term "scope” indicates the need for preciseness and specificity.

NOTE 2 The focus and boundaries of the OeS purpose can be defined using inclusionary rules and definitional
statements as well as exclusionary rules.

8 3 2 4 -Scanario-attrihtita: OaS cat nf ralac
. L e HR Ottt Bttt e o eo—S e+ O+ ToteS

Rule p6:

The $et of roles applicable to the scenario shall be specified and referenced through their role
ident|fiers.

Rule p7:

One shall state which roles are mandatory, conditional, or mandatdary subject to a conditional. {See
furthgr Annex B)

Rule p8:

Wher applicable, constraints on the same Open-edi Party playing more than one of thg roles in the
set of roles applicable to the OeS shall be specified.

8.3.2|5 Scenario attribute: OeS set of Information Bundles
Rule p9:

The det of IBs applicable to the scenario shall be specified through the unique identifiers g¢f the IBs.
Rule |rO:

If applicable, one should state which IBs are mandatory, conditional, or mandatory pubject to a
condltional.

Rule [71:

Wher applicable; constraints on IBs pertaining to roles in the OeS shall be specified.

8.3.2|6 Scenario attribute: OeS set of requirements on Open-edi Parties

Rule 727
The business requirements, rules and practices applicable at the scenario level: (1) shall be specified;
and, (2) shall be stated at a level of detail to ensure that there is no ambiguity in the commitments
among Open-edi Parties at the scenario level.

Rule 73:

Business constraints, if any at the scenario level, pertaining to Open-edi Parties and scenario

components shall be specified, and all of these shall be accounted for in scenario components, i.e.,
roles and/or Information Bundles.
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NOTE 1 Business constraints are those which Persons, as individuals and/or organizations, mutually agree to impose
upon themselves (as an exercise in "coordinated autonomy").

NOTE 2 External constraints are those which are imposed on aspects of a business transaction. A primary source of
external constraints are jurisdictional domains, (e.g., those of a geopolitical nature, category of services, types of
commodities, etc.).

8.3.2.7 Scenario attribute: OeS set of external constraints on business requirements, i.e.,
laws and regulations

Rule 74:

Requiremean or constraints arising from applicable laws or regulations at the scenario level sh
ted including the source jurisdictional domain(s).”

explicitly st
Rule 75:

Where multi
integrated.

NOTE 1 For
attributes will n

NOTE 2 Whg
OeDT and hay|

8.3.2.8 Sce

Rule 76:

The Scenari¢ attribute is used when:

i)
i)

NOTE 1 An ¢
the basis for a

NOTE 2 An g
scenario, (e.g.

8.3.2.9 Sce
Rule 77:

Security ser

ple laws and regulations apply at the scenario level, the constraintcapplicable sh

cenarios developed only at the internal constraints level of the business transaction model, these sg
ot apply.

re a scenario incorporates external constraints the designer shouldyconsider modelling these us
ng the results reviewed by the relevant jurisdictional domain(s).

nario attribute: OeS inheritance identifier(s) and-cross-references

a scenario is a customized version of a-more generic scenario; and/or,
a scenario is built using other scenarios as parts of its scenario.

xample of Rule 76(a) would be Where a generic (general) multi-modal transport logistic scenario is u
fransport scenario customizéed;for a specific mode of transport.

xample of Rule 76(b) would be where a transport delivery scenario is combined with a (terms of) pg
for C.0.D. where thé transporter also is responsible for the role involving collection of payment).

nario attribute: OeS security service requirements

ViC€ requirements that have to be satisfied at the scenario level shall be stated incl

pll be

all be

enario

ng an

bed as

yment

iding

non-applicak

HHS Ifal £t A nl
Mty . CT TUuruaict ATiCA Dy

Examples of security service requirements in relation to the scenario include:

EXAMPLE 1

EXAMPLE 2

Compliance — what security policy must be complied with,

Standards required — what standards are being implemented in support of compliance,

75) To address laws and regulations IEC JTC1/SC32 has addressed the issue of jurisdictional domains and their impacts
on the specification of external constraints on business transactions, through the development of ISO/IEC 15944-5:2008,
Information technology — Business Operational View — Part 5: Identification and referencing of requirements of
jurisdictional domains as sources of external constraints. Part 5 addresses laws and regulations of jurisdictional domains
and their impact on the specification of external constraints on business transactions.

78
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EXAMPLE 3 Actual mechanisms — which specific methods and techniques are being invoked/supported in support of
the requirements.

8.3.2.10 Scenario attribute: OeS communication - quality of service requirements
Rule 78:

Quality of service requirements for telecommunication services, if applicable, at the scenario level
should be stated here.

This attribute is required when a specific quality of service must be available to the role of an Open-edi Party
to car, it f f :

EXAMPLE 1 Having the ability to receive information sent at a minimum speed for the transfer to be poss|ble/reasonable
(broaq band streaming where real-time video is to be transmitted).

EXAMPLE 2 Possessing a specific device (such as an iris scanner, a fingerprint reader, a graphics tablet, a
photographic negative scanner, etc.).

EXAMPLE 3 Having a specific human authentication form of connection (real time or store-and-forwgrd) in order to
provide the speed of response required for the scenario (or scenario component),

8.3.2l11 Scenario attribute: OeS role requirements and cgonstraints
Rule [79:

This Jattribute is used to identify requested and/or undesirable configurations of Open-edi Parties
playing roles (or combinations of roles) within a scénario.

8.3.2112 Scenario attribute: OeS dependency among roles in a scenario

Rule BO:

1%
o

Depenpdency(ies) among roles (including sequencing) in a scenario, if any, shall be specifi
8.3.2|13 Scenario attribute:"OeS dependency among Information Bundles in a scgnario
Rule B1:

Dependency(ies) among Information Bundles (including sequencing) in a Scenario, if gny, shall be
specified. {See further Annex B}.

8.3.2]14 Scenario attribute: OeS dependency among Semantic Components of different
Information Bundles

a¥a)

Rule 82

Dependency(ies) among Semantic Components (including sequencing) among Information Bundles in
a Scenario, if any, shall be specified. {See further Annex B}

8.3.2.15 Scenario attribute: OeS demands on Open-edi Parties
Rule 83:

OeS demands on Open-edi Parties which are in addition to those specified for the roles and/or
Information Bundles comprising an OeS must be specified.
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NOTE 1

comprising an OeS.

NOTE 2

added demands which must be specified at the OeS level.

Rule 84:

It is assumed that OeS demands on Open-edi Parties are the sum of the demands of the roles and IBs

It may well be that the required inter-working of the demands of the roles and IBs comprising an OeS result in

Where a specific trade scenario or settlement scenario is mandatory to taking part in the scenario it
shall be specified as a demand upon Open-edi Parties.

8.3.2.16 Scenario attribute: QeS demands on ﬁlnt:\n-ndi infrastructure

Rule 85:

OeS demand
Information

NOTE 1 ltis
comprising an

NOTE 2 It m4
added demang

8.4 Rules
8.4.1 Rule
A "role" is def
role
spe
Ope

A role contal
specification

A role usually
Person (indiv
the (re-useab
an Open-edi

The BOV rulg

Rule 86:

s on Open-edi infrastructure which are in addition to those specified for the.roles g
Bundles comprising an OeS must be specified.

hssumed that OeS demands on Open-edi infrastructure are the sum of the demands of the roles a
DeS.

y well be that the required inter-working of the demands of the roles and ¥Bs comprising an OeS r¢g
s which must be specified at the OeS level.

for specification of Open-edi roles and role attributes

5 governing roles

ined as:

ification which models an external. intended behaviour (as allowed within a scenario)
n-edi Party

ns the formal description of:this behaviour, (e.g., business process), as well as the lig
bf the associated attributes:

represent a businessyfunction and associated commitments, obligations and responsibilitig

le) computer intérgretable and processable specification of the same instantiated by a Perg
Party.

s governing "role" include tthose listed below.

nd/or

hd IBs

sult in

of an

t and

s of a

idual or organizatjon) ‘as well as associated common business processes. An Open-edi fole is

on as

Open-edi Parties take on commitments based on role commitment.

Rule 87:

An Open-edi Party may play one or more roles and a role may be played by one or more Open-edi

Parties.
Rule 88:

Internal and

80

external behaviour shall be associated with arole.
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The concept of role is related to specifying business processes and Information Bundles’®).

Guideline 88G1:

It is up to users to determine and define the boundary between internal and external behaviour
associated with arole.

Guideline 88G2:

Modelling of roles should allow for an Open-edi Party to be seen as a single entity with a huge internal
process or as a number of distinct entities, i.e., as organization parts and organization Persons, each

th am-allerintaraal-ora P
Wi a-SHRarerHterie PTOTCTSST

Rule

A rol¢ shall be a component of one or more scenarios.

NOTE|
Rule

The
funct

Rule

The 1
text.

NOTE|

Rule

The f

8.4.2

BO:

A role can only exist within the context of a scenario.

D0:

behaviour of a role shall be specified by states, transitions, events, actions an

Role attributes and associated rules

d/or internal

ons.

D1:

ole attributes shall be clearly defined and specified to complete a role specification using plain

The "using plain text" requirement has a thrée-fold purpose; namely:

to ensure that the Business Operational-View of the Open-edi scenario is clearly expressed and|understood by
Persons representing user requirements and/or Open-edi Parties;
to ensure that business requireménts are stated independently of any modelling techniques or language. (The
formal specification of a role.via an OeDT ensures computer process-ability);
to ensure that commitments and obligations associated with a role are fully and clearly understqod by persons
undertaking a role-as;an Open-edi Party in an instantiation of a scenario.

D2:

brmal specification of arole is to be defined using an Open-edi Description Techniqufe (OeDT).7?)

Role attributes are:

a) Role identifier

b) Role name(s)

76) See Figure 25 above

77) In the informative Annexes to this standard the FDT used as part of the OeDT is Universal Modelling Language (UML)
is international standard ISO/IEC 19501:2005. {See further ISO/IEC 15944-3 titled “Open-edi description techniques
(OeDT)"}
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iness goal(s)

iness rules and constraints

Role inheritance identifiers and cross-references

Role external constraints on business requirements, i.e., laws and regulations

urity service constraints

Role con|1municati0ns and quality of service requirements

ands on OeP

hands on Open-edi Support Infrastructure

 attribute: role identifier (ID)

¢) Role purpose
d) Role bus
e) Role bus
f)

9)

h) Role sec
i)

j) role dem
k) Role den
8.4.2.1 Rolg
Rule 93:

Each role s
unambiguou

Rule 94:
TheroleID s
This has impl
8.4.2.2 Rol¢
Rule 95:

A role may

expression,
be associateg

s and referenceable.

hall include the OeS identifier of the scenario\to which the role is a part.

cations on registration of roles.

 attribute: role name(s)

have one or more names; q role name is the designation of role ID by a ling
and more than one role hame (as human interface equivalent linguistic expressions
d with arole ID, (e:g.as "aliases").

nguistic expression used to designate a role ID can be:

dby laws and regulations of a jurisdictional domain (at international, regional, or national

hall have an identifier and the role identifier shall bg unique, linguistically ng

ts of an agréed upon common business convention a practice (internationally or by bug

utral,

uistic
may

iness

level,

The specific |
a) the resu
sector); Qr,
b) prescribe
industry Sectoretc):
NOTE This

is developed further in 15944-2 as part of scenario registration procedures.

8.4.2.3 Role attribute: role purpose

Rule 96:

The objective(s) of the business function shall be specified as the role purpose.

82
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4 Role attribute: role business goal(s)

Rule 97:

The role business goal shall explicitly state the business process(es) of the role including the agreed

upon

conclusion(s) of the role.

Rule 98:

The role business goal attribute shall specify the rights and duties, commitments, resulting
obligations, and accountabilities of the Open-edi Parties participating in the role.

The {
ambig
at the

8.4.2
Rule

Preds¢

specified as role business rules and be appropriately referenced(

NOTE
based
(INCO
financ

NOTE
to be 4

Rule

1  Existing world trade among private sector entities, most public/private sector business transa
on known common business practices. Primary examples—here are the International Com
TERMS) of the International Chamber of Commerce, that,'of an IATA qualified/certified freight
al institution which is a member of SWIFT.

2 Such commonly known and accepted businesspractices or roles need only to be specified on
ble to serve as referenceable and reusable Openzedi roles.

100:

Additional business practices pertinentto a role shall also be specified as role business r

Rule
Cons

The
const

NOTE
examy
Party

teleco

101:
traints, if any, on an_Open-edi Party being able to play arole shall be specified.

ondition of there\being (a) no constraints, (b) specified internal constraints78), and/o
aints on a role shall be explicitly stated. {See further Annex B}

ISONEE 14462 Open-edi Reference Model includes the example of a human organ transplan
le identified constraints on an Open-edi Party being able to play, i.e., instantiate, a specific role. No
can (take the role of a medical doctor, a licensed bank, an insurance broker, an air mode
mMmunications carrier, etc.

pecification of the role business goal must be stated at a level of detail to ensure _thdt there is no
uity in the commitments, rights and obligations as well as accountabilities among the\Opé¢n-edi Parties
role level.

5 Role attribute: role business rules and constraints

DO:

pfined and accepted business rules and associated practicés applicable to a rple shall be

tions, etc., are
Mmercial Terms
forwarder or a

Ce using OeDT

Iles.

(c) external

scenario. The
[ any Open-edi
transporter, a

8.4.2

.6 Role attribute: role inheritance identifiers and cross-references

Rule 102:

Use of arole as part of a role shall be specified by a cross-reference to the used role.

78) A common requirement in the modelling of a purchase transaction is that the Person in the role of seller must be able
to receive payment via an acceptable credit/debit card and the Person in the role of buyer must be able to make payment
using a credit/debit card acceptable to the buyer.
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The attribute

is to be used when:

a role is a customized version of a more generic role; and/or,

a role is built using other roles as parts of its role.

An example of Rule 102(a) would be where a generic role is used as the basis for a customized role, (e.g., a
generic transport role customized for transport of materials of a radioactive nature, or of a perishable

commodity, e

tc.).

Another example of Rule 102(a) would be where a (generic) role developed at Level O of the Business

Transaction N

lodel is used as the basis for specifying the same role involving public administration cons

raints

of a regulator]

An example (
matter of bus

8.4.2.7 Rol¢
Rule 103:

Any externa

y nature.

f Rule 102(b) would be where a role combines/integrates two or more "granular” réles. Th
ness needs and perspectives.

 attribute: role external constraints on business requirements

constraints arising from laws or regulations to any aspect of the role and its attri

shall be identified and stated including the reference/source of the applicable law or regulation

qualification

For (generic)

5 for arole, prescribed behaviour, restrictions on the délegation of arole, etc.

roles development of the business transaction modehwith no external constraints, i.e., in

constraints only, this attribute will not be applicable. {See Annex®8}

Roles whose
regulations s
using an Oel

existence are due to meet requirements of\external constraints of the nature of law
hould be so identified, the requirements stated explicitly (so that these can be formally spd
T) and source referenced.

Where multiple laws and regulations serve as\external constraints or requirements on a role, the

specification
8.4.2.8 Rolg
Rule 104:
Security ser
S

i. Sh

ii. Ma

s deemed to be an integration of such a combination of external constraints and requireme

p attribute: role security.service requirements

ice requirements-at the role level shall be stated as one of:
bll not be applied

y be applied if available, or

sis a

butes
, i.e.,

ternal

5 and
cified

b role
nts.

Arg mandatory

In cases 2) and 3), the specific security functions shall be specified. Annex E is applicable here.”9)

Examples of role based security requirements of an Open-edi Party include:

function(s);

79) 6.5 "Business Requirements on FSV" is applicable here.

84

having access to specific cryptographic algorithms to enable the receipt of information to be of value;

having a role authorized by an appropriate regulator and required for the performance of the specified
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having a specific human authentication characteristic, i.e., that of a natural person irrespective of its

role in a business transaction, (e.g., as an individual or organization Person), available for checking
(such as a registered fingerprint, voice print, or other biometric-based identification technique for a a

natural person).

equires that such conditional dependencies shall be explicitly stated. {See Annex B}

8.4.2.9 Role attribute: role communications and quality of service requirements

Rule 105:

Security service requirements may depend on the content or data values of the IBs associated with a role. This

QuaIiLy of service applicable at the role level shall be stated under this attribute, e.0.

equi

gment that can process at the proper rate or in the required manner.

8.4.2110 Role attribute: Role demands on Open-edi Support Infrastructure (OeSl)

Rule [LO6:

Role [demands on Open-edi Support Infrastructure applicable at the'‘tale level shall be

this

Role

dttribute.
lemands may include:

Mlethod of authenticating identity,

Tlechnical method for compliance with constraints.

8.4.3] Role demands on Open-edi Parties

Annex B is applicable here.

Rule [LO7:

Restrictions on how roles may-beassumed by OePs shall be stated.

Examples include (a) minars .who cannot purchase alcohol; and, (b) residency requirements
certaip business activities:

availability,

stated under

to undertake

lowing to be

Role |demands on «Open-edi Parties represent a set of role attributes which require the fo
specified:

a) |Ds forthese demands stated as constraints on role behaviour;

b) constraints on OeP characteristics;

€) constraints on maximum number of OePs playing a role;

d) constraints imposing a role to be conditional;

e) constraints on differing OePs playing this role;

f) interdependencies of roles, (e.g., Role 10A5 requires Role "B15" to be present).
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8.4.4 Interoperability demands among roles

Interoperability demands among roles shall be specified. Annex B is applicable here. The following are
required to be specified:

a) IDs for role demands on interoperability;
b) IBs for the role;

c) IB sequences/dependencies;

d) Timer expiration

e) Error conditions;

8.4.5 Role|states
States of a rgle shall be specified. Annex B is applicable here. States must conform to thefollowing rules}
Rule 108:
A role state $pecifies the states of a role.
Rule 109:
A role state shall belong to only one role.
Rule 110:
A role state ¢hanges upon the occurrence of an event.
Rule 111:
A state may pe a current state to one or make transitions.
Rule 112:
A state may pe the next state to 6ne or more transitions.
Rule 113:
A state is spgcified by<he following role state attribute types:

1) Role state identifier (Mandatory)

The role state_identifier shall be unique linguistically neutral unambiguous and referenceable
2) Role state name(s) (conditional or optional)

3) Role state definition (mandatory)

8.4.6 Role transitions

A role transition is defined "as the process of changing from one state to another within a given role".
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Rule 114:

Within an Open-edi scenario, a role transition is defined by:
a) the current state of the role;
b) the event which triggers the transition;
c) the actions started by this transition; and,

d) the next state of the role after this transition.

Rule [T5:

A tranpsition shall belong to only one role.

Rule [L16:

A tramsition may be triggered by only one event.

Rule [117:

A tramsition may start one or more actions.

Rule [L18:

A trapsition may have one current state and may havelone next state.
Rule [L19:

A rol¢ transition is specified by the following-attribute types:

Q) state/transition matrix row numberof a state/transition table;

b) user specified sequence number of an Information Bundle sequence chart;

c) other.
8.4.7| Role events
A rolg event is a stimulus for a role to take action, (e.g., receipt of an Information Bundle).

Annex B is applicable here.

Rule [L20:

A roléeventtriggersatransiton:
Rule 121:

A role event is triggered by only one Information Bundle or by only one internal behaviour/function of
arole.

Rule 122:
A role event is specified by the following role event attribute types:

a) role eventidentifier (mandatory)
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The role event identifier shall be unique, linguistically neutral, unambiguous and referenceable.

b)

c)
8.4.8 Role
Rule 123:

A role action

role event name(s): (conditional or optional)

role event definition: (mandatory)

actions

is started by a transition.

Rule 124:

A role action

Rule 125:

A role action

role action iq

sends one or more Information Bundles and/or triggers one or more internal‘functio

is specified by the following role action attribute types:

entifier: (mandatory)

The role acti
a)

b) role

8.4.9 Role

An internal fu
be internal bg

Rule 126:
An internal f

NOTE1 It m
scenario may i

NOTE 2 An ipternal function can-be used to describe the "WHATS" of the internal behaviour of a role without spe

the "HOWS", i.
Information Bu

NOTE 3 ltis
be included.

role qction name(s): (conditional or optional)

n identifier shall be unique, linguistically neutral, unamhiguous and referenceable.

ction definition: (mandatory)

internal function

haviour in the context of the businessransaction as specified in a scenario.

inction may trigger one_event and may be triggered by one or more actions.

hy well be that business functions which are considered external behaviour of roles in one O(¢
n another scenario be-considered internal functions.

., as a set of-requirements one party expects another party to undertake prior to the transmissior|
hdle to note'that the required business function has been completed.80)

p to,thase modelling a role (and then registering it for re-use) to decide whether internal functions n

nction is a procedure which describes the internal behaviour of a role, i.e., behaviour deenped to

en-edi

cifying
of an

eed to

8.410 Ro

Rule 127:

le demand on Open-edi Support Infrastructure (OeSl)

Role demand(s) on Open-edi support infrastructure, if any, shall be specified.

80) In a simple example, an Information Bundle may be found only between a role and an internal function (e.g. an "order
timeout"). A more advanced example is a buyer role which accepts a list of alternative sellers from the buyer internal
function. The buyer role may send order requests to the sellers in the list, and accept the first one which can deliver the
order. In this case, different Information Bundles may exist between role and internal functions. {See further ISO/IEC JTC1
SC32/WG1 N040 Trond Johanson "Roles and internal functions”, 1996-10-07}

88
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8.5 Rules for specification of Open-edi Information Bundles (IBs) and IB attributes

8.5.1 Rules governing Information Bundles (IBs)

An Information Bundle (IB) is defined as:

Information Bundle (IB)
formal description of the semantics of the recorded information to be exchanged by Open-edi Parties
playing roles in an Open-edi scenario

Persons (as individual, organizations, or public administrations) that have to process Information Bundles they
have peverdeatt-with-beforereed-thereforeto-beableto-teterminethe-meantrgofthem—Fhetey criteria for
this pfocess is that the sender and the receiver of such IBs have the same understanding about.{he semantics
of thg data they have exchanged. For this purpose the Open-edi Reference Model notes'that p SC may be
atomif or composed of other SCs.

Furthgrmore, the function of the Information Bundle as a whole, needs to be comipletely unfderstood and
representable as well. For instance, depending on the context in which it is sent,-a purchase orfler may have
the fynction of an offer or an acceptance. The semantics of the underlying idata is the same jn both these
caseq. It seems that two options exist to solve this. The first option asslimes that this know|edge can be
represented as state changes inside the role description. Another approach,would be to model these functions
expligitly and associate this information with the Information Bundlesinstead of the role. The Igtter could be
done |by using theory from linguistic philosophy (the so-called Speech Acts) which identifie§ some basic
functipns of utterances (such as request, confirm, order etc.). This iSan open issue.

Whatgever the approach, it is necessary that the Open-edi Description Technique include a fprmal way to
descrjbe the semantics of the content of Information Bundle/ For example the role will need in spme cases to
refer o some values of instances of Semantic Components.81)
It is therefore necessary to document the requirements on the OeDT to describe Informatioh Bundles. A
secorjd advantage of this approach is that at the Open-edi scenario level, the only information] that may be
neede is the identification of the InformationtBundles and a reference to the repository(ies) where the formal
specification of the semantics can be found:

Rule [L28:

A formal description of Information Bundle is used to model the semantic aspects of the business
information to be exchanged and are constructed using Semantic Components.

Rule [L29:

An Information _Bundle consists of one or more Semantic Components and/or other| Information
Bundfes.

Rule [L30:

Infor

The sender binds the role to the Information Bundle for the scenario.

The semantic aspects of the business information to be exchanged are best understood by first specifying
them in plain text, followed by specification in Formal Description Techniques. {Refer to Guidelines for Rule
88}

81) Take the example of insurance, an Information Bundle which is an accident report and Semantic Components thereof
which describe damages. These damages can be car damages or physical injuries. Let us suppose that when there is an
accident report to an insurance company, if there are some human beings injured, then an expert must be involved; if not
no expert is required. Where an expert is required the description of the role will require reference to a value of a Semantic
Component of the Information Bundle.
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8.5.2 Information Bundle (IB) attributes and associated rules

The attributes of an Information Bundle must be clearly specified (in plain text). Annex B is applicable here.
The attribute types of an Information Bundles include the following (and are further explained in the Clauses
which follow):

a) IB identifier (mandatory)
b) 1B name(s) (conditional or optional)

c) IB purpose (mandatory)

d) BusinesgTules controlling content of 1BS (mandatory)

e) IB externjal constraints on business requirements governing content of an IB, i.e., laws and(regulpations
(mandatIry)

f)  IB contemts (mandatory)
g) IB security service requirements
h) IB recorded information retention — business rules and constraints (optional)

i) IB recorded information retention - external constraints on business’/requirements, i.e., law$ and
regulatiops (optional, i.e., as applicable)

j) 1B validity characteristic (optional)

k) IB dependency among SCs of the same Information Bundle“(@s applicable)
In addition, there are also requirements for the specification of:
I)  IB information for interoperability

m) 1B Demands on Open-edi support infrastructure.

8.5.2.1 Infoymation Bundle attribute-{B identifier
Rule 131:

Each IB shall have an Identifier, and the IB identifier shall be unique, linguistically nqutral,
unambiguous and referenceable.

Rule 132:

The IB Identifier shall be constructed autonomously.

NOTE An i OFRPO 2
different meaning and use in the context of one role than in the context of another role.

8.5.2.2 Information Bundle attribute: IB name(s)
Rule 133:
An IB may have one or more names: an IB name is the designation of the IB ID by a human interface

equivalent linguistic expression, and more than one IB name as human interface equivalent linguistic
expressions may be associated with an IB ID, (e.g., as "aliases").
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The specific human interface equivalent linguistic expression used to designate an IB ID can be:

a) the results of an agreed common business convention or practice (internally or by business sector), i.e.,
internal constraints only; or,

b) prescribed by laws and regulations of a jurisdictional domain (at the international, regional, national, etc.,
levels, or for an industry sector, etc.), i.e., including external constraints.

8.5.2.3 Information Bundle attribute: IB purpose

Rule 134:

The IB purpose shall be to specify the nature of the contents or concepts of the IB.
As ddfined in ISO/IEC 14662 the Open-edi Reference Model, an Information Bundle is_the  formjal description
of th¢ semantics of the information to be exchanged by Open-edi Parties playing roles in|an Open-edi

scengrio. The IB is used to model the semantic aspects of the business information.” Information Bundles are
constfucted using Semantic Components.

8.5.2l4 Information Bundle attribute: business rules controlling content of IBs
Rule [L35:

Any business rules controlling content of an IB shall be identified and the nature and fynctioning of
thesq rules explicitly stated, and the source of such business rules shall also be referenced.

8.5.2|5 Information Bundle attribute: IB external constraints on business requirements
governing content or concept(s) of an IB

Rule [L36:

Any external constraints arising from Jaws and regulations governing the content of an IB shall be
ident|fied, the requirements explicitly-stated and the source referenced.

Rule [137:
Any IB created to meet a requirement of external constraints of the nature of laws and regulations

shoul|d be so identifiedsthe contents of the IB explicitly defined, at the level of granulafity required,
and the source law/regulation referenced.

8.5.2|6 Information Bundle attribute: IB contents

Rule [L38:

Semgntie’Component IDs, and/or IB IDs contained in an IB, shall be specified.

For example, IB 25F6 can consist of IB 25F plus one added SC. In a logistics chain, the completion of a role
often results in the addition of an IB to the set of IB(sS) received and the sending out/forwarding of the 1B(s)
received with the added SC(s) as a new IB. for example, in the clearance of goods at customs the key IB that
a custom broker needs to complete an instantiation of the customs clearance process is the "release number"
from the Customs authority. This “release number” would be the added SC.

8.5.2.7 Information Bundle attribute: IB security service requirements
Rule 139:

Security service requirements that have to be satisfied pertaining to IBs shall be stated including non-
applicability. {See further Annex B}
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For example, an IB may be required to be kept confidential when exchanged among Open-edi Parties playing
roles in an Open-edi scenario. Or authentication may be required.

8.5.2.8 Information Bundle attribute: IB recorded information8? retention — business rules
and constraints

Rule 140:
Requirements for retention of recorded information for an IB, if any, shall be specified as well as

which OePs involved in the associated role(s) have the primary responsibility for retaining this
recorded information.

NOTE  For ¢xample, a seller may require a buyer to retain the ID of an IB and its recorded information contents jssued
by the seller t¢ the buyer in relation to a specific good, service, and/or right for the period of time associated with post-
actualization afpects of a business transaction.83) Buyer and seller may agree to use a third party to rétain a rgcords
retention/archiying service, (e.g., as part of a notarial-type service).

8.5.2.9 Infofmation Bundle attribute: IB recorded information retention - external constraints
on businesp requirements

Rule 141:

Requirements arising from laws or regulations for the retention of reeorded information applicable to
the IB, if any), shall be explicitly stated and the source(s) referenced:

8.5.2.10 Information Bundle attribute: IB time validity chiavacteristics
Rule 142:
IB time validjty characteristics shall be explicitly spécified.84)

The other deflinition of latency supported by the IB.isithe time by which the intended recipient(s) of the I must
make the response by the scenario definition to_comply with the scenario constraints.

When this usge of latency is selected, the time for the scenario defined response must be specified, either as
the time perigd following the sending of the relevant IB, or as the time, as specified by UCT or GPS time, by
which the scgnario defined response.must have taken place.

Other examples of time validity characteristics include response date, delivery date, due date, expiry datg, etc.

82) The term “recorded information” is defined in Clause 3.56 above as independent of form, medium of recording or
technology used.

83) This could be the ID number of the business transaction issued by the seller with respect to the seller’'s “return of good
policy” which the seller requires the buyer to retain, or a recorded information retention requirement(s) arising from various
post-actualization requirements between a buyer and seller (as well as agents or third parties) as applicable, (e.g.,
warranties).

84) When an IB time validity characteristics (TVC) attribute is specified, the temporal schema referenced should be
stated. This is addressed in ISO/IEC 15944-2. See further ISO 19108:2002, Geographic information — Temporal schema
and ISO 8601:2004, Data element and interchange — Representation of dates and times.
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8.5.3 IB information for interoperability

Rule 143:

Interoperability requirements for IBs must be specified.
Interoperability requirements for IBs already identified include:

. Relationship of SC(s) with IB(s), including specification of dependencies and interdependencies See
further Annex B}; and,

. List of SCs and their attributes including definitions.

NOTE This is where the OeS template is filled out with the IDs of the Semantic Components. {See.further ISO/IEC
15944, Part 2 of the ISO/IEC 15944 standard titled "Information technology — Business Agreement Semantic
Descriptive Techniques — Part 2: Registration of Scenarios, Scenario Attributes and Scenario ComIg)nents"}."

8.5.4] IB demands on Open-edi Support Infrastructure (OeSl)
Rule [144:

IB demands on the Open-edi Support Infrastructure shall be specified8°

The Qpen-edi Reference Model specifies that the set of functional capabilities modelled in the @eSI provides
for initiating, operating, and tracking the progress of Open-edi transactions. The set of functional fapabilities of
the Qpen-edi support infrastructure shall implement a catalogue of predefined demands on the Open-edi
suppgrt infrastructure include:

a) Handling of DMA requests;
b) negotiation of role playing;
c) 9gpecification of the Open-edi configuration;

d)

terpreting and processing of a role;
e) making available the data values received from Information Bundles from Open-edi systems
f)  dapture of the data values(provided as a result of behaviour choice;

g) pdrovision of security setvices and auditing services;

=)
=
—

acking and notification of Open-edi transaction status and progress across applications;
i) managementof‘error reporting;

j) management of communications.

8.5.5[ "Rules for the specification of Semantic Components and Semantic Component
attributes

8.5.5.1 Rules governing Semantic Components

A Semantic Component (SC) is defined as "a unit of recorded information unambiguously defined in the
context of the business goal of the business transaction”.

85) The minimum data elements needed to be specified as IB demands on Open-edi infrastructure are provided in the
ISO/IEC 15944-2, standard titled "Information technology — Business Agreement Semantic Descriptive Techniques —
Part 2: Registration of Scenarios, Scenario Attributes and Scenario Components as Business Objects".
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Rule 145:

A Semantic Component may be atomic or composed of other SCs.

NOTE

Within one business context and associated goal of a business transaction, a Semantic Component may be

considered to be atomic in electronic data interchanges among participating Open-edi Parties. Within another business
transaction, this "atomic" Semantic Component may be considered to be composed of several other SCs. "Atomicity" of
Semantic Components is thus a matter of granularity and is context dependent on the business requirements86).

Rule 146:

A Semantic Component can be a single (simple) data element. a composite data element, or a data
structure, (e|g., a set of data elements which interwork in order to ensure semantic completenesp and
ensure the r¢équired unambiguousness).

Rule 147:

A Semantic |[Component shall be a component of at least one Information Bund{e'when exchgnged
among Opernl-edi Parties.

Rule 148:

A Semantic Component shall be specified using Semantic Componentattributes.

The attributes of a Semantic Component must be clearly specified, (in)plain text). The attribute type$ of a
Semantic Component include the following (and are further explaineddn the Clauses which follow).

Rule 149:

Where the s¢t of permitted values of the Semantic Component is governed by a code set, the code set
used shall e identified and referenced. By using\such code sets Open-edi Parties agree tp the
business practice(s) and rule set(s) of which the ¢ode set referenced forms part.87)

NOTE 1 For ¢xample, if an amount of payment is specified by a SC through the use of a type of currency or fund{based
on code for ISO 4217 standard of "Codes representing Currencies and Funds", Open-edi Parties by using a SC|which
references 1SQ 4217 agree to be bound by the fules and conditions governing ISO 4217. Also the Open-edi Inforfnation
System has to |have the facilities to supportASO 4217.

NOTE 2 Another common example_ intbusiness transactions is the use of codes representing International Comrpercial
Terms, (e.g., €.0.D., F.O.B., etc.)’ \Here also a Semantic Component which references a code set used by Open-edi
Parties in (as gart of) an InformafiofrBundle exchanged among roles means that such Open-edi Parties agree to be|bound
by and accept the rules and obligations of which the code set referenced of which it forms part.

86) What is an atomic component, i.e., an indivisible data element, is dependent on the context. Within one business
context and associated goal of a business transaction, a Semantic Component may be considered to be atomic in
electronic data interchanges among participating Open-edi Parties. Within another business transaction, this "atomic"
Semantic Component may well be considered to be composed of several other SCs. "Atomicity" of Semantic Components
is thus a matter of granularity and is context dependent on the business requirements. For example, in one business
transaction, an IB pertaining to a client name or a street name address can be represented by a single SC. In another
business transaction an IB pertaining to a client name is composed of several SCs, one of which may in turn be composed
of several SCs. Similarly, an IB pertaining to the information pertaining to a street number address is composed of many
SCs, several of which in turn are composites, i.e., data structures containing multiple more discrete and granular SCs.

87) See further the ISO/IEC 15944 standards which introduce and use the concept of “coded domain”; namely, Parts 2, 4,
5,7,8and 10.
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.2 Rules governing Semantic Component attributes

The attributes of a Semantic Component must be clearly specified. The attribute types of a SC include the
following:

a) SC identifier (mandatory)

b) SC name(s) (optional)

c) SC definition (mandatory)

d) SEseeutity-servicefreguirements{mandatony

8.5.5/2.1 Semantic Component attribute: SC identifier

Rule [L50:

Each|[Semantic Component shall have an identifier, and the SC identifier shall be unique,
neutrgl, unambiguous and referenceable.

The Key purpose here is to ensure IT-enabled unambiguous referencingxéquired to maximize re-
Rule [151:

The $C identifier shall be constructed autonomously.

8.5.5/2.2 Semantic Component attribute: SC name(s)

Rule [L52:

A SC|may have one or many names.

The n
conte

Rule
A SC

name
"alias

8.5.5

Rule

lame for a single SC should be as-unique as possible and help the understanding of the pu
nts of a SC.

153:

name is the designation of the SC ID by a linguistic expression., and thus more
as human interface equivalent linguistic expressions may be associated with an S(
es").

2.3 Semantic Component attribute: SC definition

154:

inguistically

use of SCs.

pose and the

han one SC
L ID, (e.g., as

A Semantic Component shall be fully defined.

In addition to a unique ID, the mandatory attributes of a semantic component include name(s), definition, data
type, and obligation.
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8.5.5.2.4 Semantic Component attribute: SC security service requirements

Rule 155:

Security service requirements that have to be satisfied pertaining to SCs shall be stated including

non-applicability.

For example, an Open-edi Party may require that one or more of the SCs comprising an IB when exchanged

among Open-edi Parties be kept confidential by the other parties.

8.6 Business requirements on FSV (business demands on Open-edi Support Infrastruc

ture)

The BOV is intended to capture the requirements placed upon the FSV by the business process. oy
there are a number of requirements of a technical nature which would be assumed in the BOV to.have
addressed elsewhere or may not be obvious from the analysis of the business process and ‘there
mechanism i BOV for capturing them.

These may bg identified by the following categories:
a) lIdentificdtion, naming and addressing requirements for clear and unambiguous identification o

componénts, as well as associated identification, naming and addressingvinformation as requi
at all parties processing those components are able to derive the same meaning from the

b) quality of service of the network or value added service used to-support the exchange of inforr
between|Open-edi Parties in terms of reliability, availability;

c) security fechniques to be applied to the information to be exehanged in compliance with general bus
requirements of one or more of the parties or in orderfo meet legal requirements or trade or
sectoral lemands;

d) requiremients for logging, journalising or otherwise tecording information in order to meet general
commergial, contractual or accounting/auditing, purposes as well as for the purposes of obtain
maintain|ng statistical or other reporting information;

e) determinption of the syntax or other engoding technique to be applied to the information for the pu
of exchapge.

These are daptured as a catalogue of demands which can be imposed on a scenario or any
components.[The catalogue idertifies all the capabilities that are available to the user.

The catalogug of demands\is used following the BOV modelling work to ensure that the requirements

vever,
been
iS no

FSv
ed to

hation

iness
other

legal,
ng or

rpose

of its

have
in the
b FSV
BOV

The following relationships exist between BOV and FSV:

a) an Open-edi scenario may be implemented by one or more Open-edi configurations;
b) an Open-edi configuration may support one or more Open-edi scenarios;

c) arole may be played by one or more DMAs;

d) aDMA may play one or more roles;

e) an Information Bundle may be mapped to one or more Open-edi user data; and,

f) an Open-edi user data may be mapped to one or more Information Bundles.
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The interaction between internal functions and roles may be mapped to one or more implementation models in
the FSV. Such implementation models can include such concepts as (a) an IT System as an implementation
of an internal function or (b) relationships between IT Systems and Open-edi user data.

Such concepts are needed if the interface between information systems and a DMA are modelled as an
application program interface (API), as a client/server connection, etc. FSV models shall be traceable to a
corresponding BOV model. The BOV model defines the semantic and IT platform independent specification of
the possible interfaces in the FSV.

9 Primitive Open-edi scenario template

9.1 |Purpose

The gurpose of an Open-edi scenario template is to ensure that all the information required for
Operational View (BOV) of an Open-edi scenario, its components and all attributes|yéquired to
(see Clause 8), (and registered for re-use) are captured in a systematic and explicitymanner.

The gdrimitive template®8) is based on an initial set of requirements already jdentified in Chapter 5
14662 Open-edi Reference Model to which are added the results of standards development wor
The drder and grouping of the items in the BOV Template are based on that of Clause 8 itself wf
based on development of Open-edi scenarios based on actual busipess’ cases.

The rpquirement for each attribute shall be specified as applicable or not applicable. These two (¢
to be coded as Yes = 1 and No = 2 Decision Code.89) This will allow us to:

the Business
be specified,

.1 of ISO/IEC
on the BOV.
hich in turn is

onditions are

a) pport the ISO/IEC JTC1 strategic direction of\‘cultural adaptability” by allowing fof multilingual
quivalents of these two codes from a global perspective; and,
b) facilitate computer processability, search-ability and reference-ability of these scoping attribptes of Open-
gdi scenarios.

The gssignment of "Open-edi Scenario Component ID Code" numbers is of a block-numeric nature. For the
"Scope TAG ID Codes" the block numeric numbers 1000 to 1999 are reserved {See Clause 7.8 above}. For
the "Gomponent ID Code" numbers,thé block numeric 2000+ has been reserved, i.e., up to "999p".

The fgurpose here is to ensure_that all the numeric identifiers for attributes will be unique, unambiguous and
linguistically neutral within ISO/IEC 15944-1 as well as in their use in ISO/IEC 15944-2.

This @pproach will fagilitate unambiguous referencing and registrationgo) necessary for re-useabjlity and inter-
operapility of Open-edi'scenarios and their components. It will also facilitate support of localization|requirements
and use of multiplechuman interface linguistic equivalencies for these numeric tags. In addition he presence-

type attributes(defined in Annex B shall be accounted for in OeDT representations of an Open-ed

9.2 |Teémplate structure®d) and content

i scenario.

The purpose of the Template is to ensure that all the specification requirements identified in Clause 8 are
captured in a systematic manner. The Open-edi Scenario Template is structured in matrix form and consists
of two distinct parts, namely:

88) The primitive template is fully addressed in ISO/IEC 15944-2 Registration of scenarios and their components as
business objects

89) When developing an Open-edi scenario specification, a code “3" may be used to indicate a condition of “Not Yet
Known”.

90) Registration of Open-edi scenarios and scenario components is addressed in ISO/IEC 15944-2.

91) The physical appearance of the matrix of the Template is of an illustrative nature. {See further ISO/IEC 15944, Part2}.
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. those focused on the IT-interface perspective; and,

. those focused on the human-interface perspective.

9.2.1 IT-interface needs perspective®?)

From an IT-interface needs perspective, all that is required is that of unique, linguistically neutral and
unambiguous identifiers for scenario attributes, and scenario components and their attributes. In order to
facilitate use and management a block numeric numbering scheme is used to assign these identifiers93) as
follows:

a) scenario attributes 2000 through 2999
b) Role attributes 3000 through 3999
¢) Information Bundle attributes 4000 through 4999
d) Semantic Component attributes 5000 through 5999

Within each of these major blocks there are sub-blocks of numbers reflecting thé hierarchy and relationships
of sets of attr{butes.

9.2.2 Human interface needs perspective®¥

Human interface needs perspectives are on the whole of a linguistictnature. Natural language(s) are uged to
provide equivalent linguistic expressions understandable for use by’ human beings. Since human beings use
multiple natutal languages, the Template matrix is structured to.allow for expandability into as many linguistic
equivalent tefms and names as may be required by users ofithis standard.

9.2.3 Condolidated template of attributes of Qpen-edi scenarios, roles and Information
Bundles

IT-Intgrface Human-Interface Equivalents Spare
Open-edi Deci- Name Name Name
Scenario sion

Componert Code (ISO English) (1ISO (Other)
French)
ID Code
1) () (3) (4) (5) 6)
2000 OPEN-EDI SCENARIO ATTRIBUTES
2010 OeS Identifier
2020 OeS Name(s)
2030 OeS Purpose

92) See further Part 2 of ISO/IEC 15944 where this requirement is developed formally in the defined concept of “IT
interface equivalent”.

93) Implementers of Open-edi scenarios are free to map these identifiers to non-intelligent identifiers in their internal
applications, (e.g., as part of their internal behaviour).

94) See further Part 2 of ISO/IEC 15944 where this requirement is developed formally in the defined concept of “Human
Interface Equivalent (HIE)".
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IT-Interface Human-Interface Equivalents Spare
Open-edi Deci- Name Name Name
Scenario sion

Component Code (ISO English) (1SO (Other)
French)
ID Code
1) 2 3) 4) (5) (6)
2040 OeS Set of Roles OeS Business
Requirements, Rules and Constraints
2050 OeS Set of Information Bundles OeS Scenario
Inheritance Identifier(s) and Cross-References
2060 OeS Set of Requirements on Open-edi Parties
2070 OeS Set of external constraints on Business
Requirements, i.e., Laws and Regulations
2080 OeS Inheritance ldentifier(s) and Cross
References
2090 OeS Security Service Requirements
2100 0OeS Communication - Quality of Seryice
Requirements
2120 OeS Role Requirements and‘Constraints
2130 OeS Dependency among.Roles in a Scenario
2140 OeS Dependency among Information Bundles
in a Scenario
2150 OeS Dependency among Semantic
Components of different Information Bundles
2500 OeS DEMANDS ON OPEN-EDI PARTIES
2600 OeS DEMANDS ON OPEN-EDI
INFRASTRUCTURE
3000 ROLE ATTRIBUTES
3005 Rofe tdemntifier
3010 Role Name(s)
3015 Role Purpose
3020 Role Business Goal(s)
3025 Role Business Rules and Constraints
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IT-Interface Human-Interface Equivalents Spare
Open-edi Deci- Name Name Name
Scenario sion

Component Code (ISO English) (1SO (Other)
French)
ID Code
1) 2 3) 4) (5) (6)

3030 Role Inheritance Identifiers and Cross-
References

3035 Role external constraints on Business
Requirements, i.e., Laws and Regulations

3040 Role Security Service Requirements

3045 Role Communications and Quality of Service
Requirements

3050 ROLE DEMANDS ON OPEN-EDI PARTIES

3060 INTEROPERABILITY DEMANDS AMONG
ROLES

3065 Role States

3070 ROLE TRANSITIONS

3075 ROLE EVENTS

3080 ROLE ACTIONS

3085 ROLE INTERNAL FUNCTION

3090 ROLE DEMANDS ON'OPEN-EDI SUPPORT
INFRASTRUCTURE

4000 INFORMATION BUNDLE ATTRIBUTES

4010 IB Identifier

4020 1B Name(s)

4030 IB Purpose

4040 Business Rules Controlling Content of IBs

4050 IB external constraints on Business

Requirements, Governing Content of an IB,
i.e., Laws and Regulations

4060 IB contents

4070 IB recorded information retention — business
rules and constraints

4080 IB recorded information retention — external
constraints on business requirements, i.e.,
laws and regulations

100 © ISO/IEC 2011 — All rights reserved


https://iecnorm.com/api/?name=cb1b246cd03469c6fc54aa2e43e0a5ee

ISO/IEC 15944-1:2011(E)

IT-Interface Human-Interface Equivalents Spare
Open-edi Deci- Name Name Name
Scenario sion

Component Code (ISO English) (1SO (Other)
French)
ID Code
1) () (3) (4) () (6)
4085 IB time validity characteristics
2090 Refationship of Sermantic COmponents wWithimn
an IB
4100 IB security service requirements
4200 IB INFORMATION FOR INTEROPERABILITY
4300 IB DEMANDS ON OPEN-EDI SUPPORT
INFRASTRUCTURE
5000 SEMANTIC COMPONENT ATTRIBUTES
5010 SC Identifier
5020 SC Name(s)
5030 SC Definition
5040 SC Security service requirements

10 Requirements on Open<edi description techniques

The requirements that candidate Open-edi Descriptive Techniques should support are listed i
10.1 |jsts a set of generalrequirements, 10.2 and 10.3 list the specific requirements for roles an
Bundles respectively. The main assumptions that serve as the basis for these requirements are

preceding clauses of this Clause.

10.1 |Generdl sequirements on Open-edi description techniques

Opentedi, seenarios will be written by different user communities and shall be compliant with the

standprds.

n this clause.
d Information
found in the

BOV related

Moreover, it is highly desirable that several tools exist on the market and that the standards of the OeDTs
provide for a neutral format of exchange between the tools in order that specifications produced on one tool of
the market can be reused and modified on another modelling tool of the market as is already the case with
some computerised workflow tools.
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Rule 156:

OeDTs should provide both for (1) computer interpretability and process-ability at the IT interface
among heterogeneous information systems; and, (2) a human understandable (interpretable) linguistic
equivalent(s) at the human interface level.

NOTE

The use of unique, linguistically neutral, and unambiguous identifiers for all scenario and scenario

components, facilitates mapping the computer interpretable formal specification into one (or more) human understandable
linguistically based equivalents.

Rule 157:

Every OeDT|shall allow for the verification whether all possible initiation paths of a scenariondad to
allowable tefmination.

Rule 158:

OeDT Propgrties which shall be supported include finitude, comprehensiveness, completgness,
independende and canonicality.

The following properties will be used as a yardstick to measure if a certain represegntation is primitive, fin the
sense that it|has the sufficient and necessary modelling constructs to represent’phenomena from a dertain
domain (in the case of Open-edi this domain is the exchange of data among:parties).95)

Finitude: thelnumber of modelling constructs must be smaller than the number of real-world phenomenajthese

constructs cal

Comprehens
expressed as

Completenes

information alpout this phenomenon.

Independeng

Canonicality

10.2 Requi

The behaviol
This means t
in addition to
hierarchical d

The state of
dynamic progq

N represent.

a structure of modelling constructs

s: describes a phenomenon in terms of modelling constructs which reveal all the necq

e: no modelling construct is definahle'in terms of another construct.

no two unique phenomena.are-definable by the same structure of modelling constructs.

ements on OeDTs.for roles

r to be performed-by the Open-edi Party playing the role has to be modelled and interrg
hat a process‘modelling technique has to be chosen for modelling activities and role interg
a data modelling technique capabilities.%®) An OeDT must also have the ability to sup
ecomposition of the roles as well as inheritance and cross-referencing.

each.Open-edi Party playing a role should be represented in order to be able to analyz
erfies of a scenario. A state describes the status of a role, and may be changed when ¢

iveness: every phenomenon within the boundaries of the domain to be modelled can be

ssary

lated.
ction,
bort a

e the
ne or

more events

have occurred. The initial state (starting point) and the final state(s) (termination point(s)) o

each

Open-edi Party should be unambiguously stated. Each role shall have only one initial state, but may have one
or more alternative final states. A state must belong to only one role. The overall status of the transaction,
governed by the Open-edi scenario, is composed of the states of each of the roles.

95) This list is based on a study by Winograd (1978) on typical features of semantic primitives.

96) SC32/WG1 has identified several classes of such techniques and given specific examples of existing FDTs for each of
these classes (for instance IDEF, Petri Nets, Data Flow Diagrams, etc.) in ISO/IEC 14662:1997 Open-edi Reference
Model, "Annex C (Informative) Example of Formal Description Techniques for Modelling Role Behavior". Currently UML is
being used. {See further above footnote 10}.
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A transition between states within a given role is triggered by events and results in actions. A state may be a
current state to one or more transitions, and may be next state to one or more transitions. Three kinds of
events are to be represented: the receiving of Information Bundles, external choices and time-outs. Where
Information Bundles are received, a reference to the unique identifier of this Information Bundle {see Clause
8.5.2.1} must be present, as well as the requirements from the Catalogue of Demands posed on the FSV level
for the exchange of this Information Bundle. External choices should be represented to allow the specification
of alternative ways of proceeding, depending on events beyond the control of the Open-edi Party playing the
role. This includes the handling of error messages coming out of the FSV. Finally, it should be possible to
explicitly model time-outs in order to be able to model deadlines and to detect if an expected Information
Bundle has not been received from another Open-edi Party.

Two ki
decis
{see Clause 8.5.2.1} must be present, as well as the requirements from the Catalogue of Bemapds posed on
the FBV level for the exchange of this Information Bundle. Internal choices made by the“Open-edi Parties
playirlg the roles must be represented (referenced), although the actual internal rules on which these choices
are based need not be modelled. These internal rules are usually confidential to the:Person. Tlhus, only the
fact that a choice is made is represented, not how this choice is made.

The drdering of the exchanges of Information Bundles may have strict temparal specifications, fpr instance in
a buginess transaction conducted as series of dialogues interactively{Hence, both absolutd and relative
tempgral constraints have to be expressible in the OeDT as well- Also, the specification pf concurrent
eventg/actions has to be supported.

It shduld be noted that it is not trivial to represent choices and)concurrency with a single FDT|, since many
techn|ques are only strong in one area. For instance, state transition diagrams or networks ar¢ weak in the
exprepsion of concurrency but strong in choice. PERT diagrams are exactly the inverse. Howegver, FDTs do
exist that are capable of doing this.

The requirement to be able to model internal and external choices, the events that influence the ¢xecution of a

role, the inclusion of timers, as well as their cencurrent interoperation, guarantees that all common forms of
exceftion handling can be modelled.

10.3 |Requirements on OeDTs forcinformation Bundles

An OEDT must have the abilityto’support a hierarchical decomposition of the Information Bundle into the
Semgdgntic Components it consists of.

The @eDT for Information Bundles needs to represent the inter-working between Semantic Components, both
within an Information~Bundle and between Semantic Components in different Information Bundles. This
means that the following aspects have to be explicitly covered:

a) the representation of the cardinality of these relationships;

b) the representation of the composition of Information Bundles in terms of Semantic Componenis;

c) the representation of the dependency between Semantic Components within an Information Bundle; and,

d) the representation of the dependency between Semantic Components in different Information Bundles.
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Annex A
(normative)

Consolidated list of terms and definitions with cultural adap
ISO English and ISO French language equivalency

tability:

Al

Userqg
ISO B

This §

applig
ISO H
introd

A.2

This
harm

+ ol +1
MNrouuctiuiull

of this ISO/IEC 15944-1 standard may not have ready access to all standards refefenced in either the

nglish language version or the ISO French language equivalent, where available.

tandard maximizes the use of existing standards where and whenever possiple including
able existing terms and definitions. This Annex A contains the consolidatedlist of the 1SQ
rench language paired terms and definitions used in this standard including those terms a
Liced in this standard. The source is Clause 3 Definitions.

ISO English and ISO French

relevant and
English and
nd definitions

standard recognizes that the use of English and French as natural languages is n@t uniform or

bnized globally. (Other examples include use of Arabkic,)German, Portuguese, Russian, Sp

natural languages in various jurisdictional domains).

Cons
of En
"spec

A.3

1ISO/I
shoul
1SO/I
part d

Term
adapt
reaso
terms

pquently, the terms "ISO English" and "ISO Fgench” are used here to indicate the ISO's sy
plish and French as natural languages in.the specific context of international standardizat
al language".

Cultural adaptability and guality control

FC JTC1 has "cultural adaptability" as the third strategic direction which all standards deve|

nish, etc., as

ecialized use
ion, i.e., as a

opment work

i support. The two other existing strategic directions are "portability" and "interoperability”. Not all

FC JTC1 standards‘aré being provided in more than one language, i.e., in addition to "IS
ue to resource constraints.

5 and defipitions are an essential part of a standard. This Annex serves to support
ability" aspéects of standards as required by ISO/IEC JTCL. Its purpose is to ensure that if
n, an ISO/IEC JTC1 standard is developed in one ISO/IEC "official" language only, at the
and(definitions are made available in more than one language.®?)

D English," in

the "cultural
for whatever
minimum the

A keybenefitof transtating terms and defimtions 15 that Suci WOoTK 1T providing_oiimngua
equivalency:

language ferrets out "hidden" ambiguities in the source language. Often it is only in t

I/multilingual

should be considered a "quality control check" in that establishing an equivalency in another

he translation

that ambiguities in the meaning, i.e., semantics, of the term/definition are discovered. Ensuring
bilingual/multilingual equivalency of terms/definition should thus be considered akin to a minimum

"ISO 9000-like" quality control check; and,

97) Other ISO/IEC member bodies are encouraged to provide bilingual/multilingual equivalencies of terms/definitions for
the language(s) in use in their countries. ISO/IEC 15944-7:2010 contains ISO Russian and ISO Chinese equivalents in its
Annexes E and F respectively.
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e is considered a key element in the widespread adoption and use of standards world-wide,
especially by users of this standard who include those in various industry sectors, within a legal
perspective, policy makers and consumer representatives, other standards developers, IT
hardware and service providers, etc.

A.4 Organization of Annex A - Consolidated List in Matrix Form

The terms/definitions are organized in matrix form in alphabetical order (English language). The columns in
the matrix are as follows:

¢ol. No. Use

IT-Interface — Identification

0 ID definition as per ISO/IEC 15944-1 Clause 3

1 The eBusiness Vocabulary ID for the definition as per Annex%in-1SO/IEC
15944-7:2010

2 Source. International standard referenced or that of ISO/IEC 15944-1 itself.
Human Interface Equivalent (HIE) Components

3 ISO English Language — Term

4 Gender of ISO English Language Term+

5 ISO English Language — Definition

6 ISO French Language - Term-*

7 Gender of the ISO French language Term+

8 ISO French Language - Definition

The primary|reason for organizing the columns in this order is to facilitate the addition of equi

terms/definitipns in other languages as added sets of paired columns, (e.g., Spanish, Japanese, Ge
hese, etc.)y{See further ISO/IEC 15944-7 Annexes E and F which respectively contaip 1SO
hage and ISO Chinese language equivalents}

Russian, Chi
Russian lang

+ The codes
Clause 6.2.6

representing gender of terms in natural languages are those based on ISO/IEC 15944:5
fitled “Gender and Official Languages which means that for:

yalent
rman,

2007,

e |ISO English, in Column 4, the gender code = “99” since the English language does not have gender in
its grammar; and,

e |ISO French, in Column 7, the gender codes are 01 = masculine, 02 = fenminine and 03 = neuter

*  Use of an asterisk (*) in Column (6) indicates that the 1SO standard referenced (other than ISO/IEC
15944-1) in Column (2) does not have an ISO French language version. For these terms and definitions,
ISO/IEC 15944-1 is providing the ISO French language equivalent.
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Annex B
(normative)

Codes representing presence-type attributes: mandatory,
conditionals, optionals, and not applicable

Open-edi scenanos are composed of several bwldmg blocks |nclud|ng Open-edi scenario attrlbutes and role
attributes, inform eg must
be specified at all times, i.e., in order to ensure exphcnness and unambiguousness in the formal specification
scenarios and scenario components. However, the nature and function of these attributgés will
differ dependjng on the context, i.e., the goal of the business transaction. And although all attributes must be
actual values assigned to these attributes may contain statements ranging from“mandatqry" to
"not applicabje" (N/A). Further, at times there are inter-workings and dependencies among-attributes |within
each scenarip component as well as among the scenario components themselves, i.e., Gonditionals.

The five basi¢ presence-type attribute types are:
— Mandatory
— Conflitional
— mandatory subject to a Conditional
— Optipnal; and,

— No

—

Applicable.

Rule B-1

These presgnce-type attributes shall be“accounted for in OeDT representations of an Opgn-edi
scenario.

The coding cpnvention for "presence” js presented in Table-0199),

99) In this table, only the equivalent linguistic expressions in the ISO English, ISO French language and ISO Spanish
language equivalents are provided. This table is expandable to cover any number of equivalent linguistic expressions
(and their mnemonics), (e.g., German, Russian, Chinese, Japanese, etc.), especially if one uses ISO/IEC 10646:2003
Information technology — Universal Multiple-Octet Coded Character Set (UCS) / Technologies de l'information — Jeu
universel de caractéres codés sur plusieurs octets (JUC) (a.k.a Unicode).
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Table-01190): Codes representing presence-type attributes: Mandatory, conditionals, optional and not

applicable
IT Interface Human Interface Equivalent (Linguistic) Expressions
ISO English (eng) ISO French (fra) ISO Spanish (spa)
Table ID |Code| Mnemonic |Expression | Mnemonic | Expression | Mnemonic Expression
1) @ 3 4 ®) (6) 7 )
15944-1:01 1 M Mandatory 0] Obligatoire 0] Obligatorio
15944-1:01 2 C Conditional C Conditionnel C Condicional
15944-1:01 | 3 m mandatory 0 obligatoire en 0 obligptorio sujeto
subject to a fonction d'un a un|Condicional
Conditional Conditionnel
15944-1:01 4 (0] Optional F Facultatif F FacUltativo
15944-1:01 9 N Not S Sans-abjet N No aplica
Applicable

Rule

For all attributes of Open-edi scenarios and, scenario components, the presence-type attri

B-2:

specified by one of the codes of this tablé:

Rule

Tablg

Should business requirements, within the scope of this table, be identified which require additiorn
these|can be added. Should the number of required added codes necessitate migrating to doubl
this ppssibility is fereseen. Change from a single-digit to a double-digit code will require change

B-3:

Assignment of Codes10d)

pute shall be

15944-1:01 is meant to,be exhaustive meaning all the identified business requirements are
inclugled.

100)

NOtés to Table 01:

al conditions,
p-digit codes,
Of II9II to Ilggll

1

2)
3)

4)

The "(eng)", "(fra)", and "(spa)" are taken from ISO 639-2:1998 Codes for the representation of names of
languages — Part 2: Alpha-3 code/Codes pour la représentation des noms de langue — Partie 2: Code alpha-3

Codes for the representation of names of languages/Codes pour la représentation des nhoms de langue.

The unique and unambiguous Table Identifier is composed of the number and part of this standard, i.e., "15499-1",
and the table number within that standard, i.e., "01" using the colon (:) as the separator.

The columns for mnemonic, i.e., Columns "3", "4", "5", and "7" represent (1) present linguistic-based characters
in use; and, (2) assist in mapping to linguistic neutral codes in Column "2". (Mnemonics are "memory aids/aides-

mémoire").

101) This table incorporates some of the elements in support of ISO/IEC JTC1 SC32 standards development work
pertaining to “coded domains”, i.e. as introduced in Part 2, and then used in Parts 4, 5, 7, 8 and 10 of the multipart
ISO/IEC 15944- eBusiness standards. In Part 10 “coded Domains” of ISO/IEC 15944 requirements pertaining to coded
domains are being consolidated.

© ISO/IEC 2011 - All rights reserved
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for "Not Applicable". The highest possible digit in a numeric code set, i.e., "9", "99", "999", etc., is a reserved

code for "Not

Applicable".

Addition of any other presence-type codes are considered user extensions and should be registered, i.e., via

use of ISO/IE

Rule B-4:

C 15944-2.

Code 1 = (Mandatory/Obligatoire/Obligatorio) is deemed to be self-explanatory, i.e., the attribute must

have a value

Rule B-5:

If Code 2 =
form of one

Rule B-6:

If Code 3 =
sujeto a un
and refereng
Rule B-7:
Code 4 =((O
Whether or n

Rule B-8:

Use of Code
not applicab

Examples in
communicatiq
constraints o
specification
standard.

(Conditional/Conditionnel/Condicional) is used, the Condition must be specified i
br more rules which must include the provisions to be met for the value for the attrib

Condicional) is used, the Conditional to which the attribute is, related must be spe|
ed including dependencies.

ptional/Optionnel/Facultativo) is exactly that, no conditions of any kind apply.

bt an actual value is assigned to an attribute with a<Code 4 is completely discretionary.

5 = (Not Applicable/Sans objet/No aplica) is used to state explicitly that the attrib
e and there thus are no values to befound in any instantiation of the attribute.

clude those pertaining to ther€) not being any external constraints, specific secur|
ns service requirements, etc. It is expected that in scenarios developed involving in
hly as well as in "simple".scenarios, the Code 5 will be used frequently with respect
bf scenarios, scenario attributes and/or scenario components as stated in Clauses 8 and 9

the
te.

mandatory subject to a Conditional/obligatoire en fonction d'un Coenditionnel/obligatorio

cified

ite is

ty or
ternal
o the
Df this

132

© ISO/IEC 2011 — All rights reserved


https://iecnorm.com/api/?name=cb1b246cd03469c6fc54aa2e43e0a5ee

ISO/IEC 1594

Annex C
(informative)

Unambiguous identification of entities in (electronic) busin
transactions

Cl

Anne
terms|
stated
even

This

sourc
issue
"entiti
Adde

transactions, (e.g. as in e-commerce, e-business, e-government, e*tailing, etc.).

This 4
in gen

C.2

"Unal
desire
unam

based.

A ke

specification and unambiguoUs) identification of Open-edi scenarios, scenario attributes,

comp
objec
transg

Unan
use o

C.3

+ Al +1
MNryuguciurvull

C provides necessary informative and explanatory text for: (1) the rules and gujdelineg
and definitions found in Clause 6.1.4 of the normative part of this standard. The rules a
here in bold are the same as those stated in 6.1.4, i.e. rules 4 through 8 and associat]
hough they have been re-numbered in this Annex as Rules C.1+.

Annex, like the standard of which it is part, maximizes use of existing ISO_and ISO/IEC st
e of the contents of this Annex is the need to respond, in a pragmatic manner, to existi
5 of the ability to be able to identify and reference with an acceptable-level or trust and cs
ps" which comprise parts of a business transaction (e.g. persons; objects, events, pro
| here are the challenges of doing the same or better in the dematerialized world of electr

Annex is also meant to assist users of this standard who are either not familiar with Open-
eral or whose main focus to date has been on Functional Services View (FSV) standards o

Key issues

nbiguous"” is an issue in business transactions102) because states of ambiguity and unce
d from commercial, legal, consumer, and information technology perspectives
biguousness apply to all aspects of\a-business transaction and even more so to those w|

objective of this standard.fér business operational view is to serve as a methodology arn
bnents as re-useable elements in support of common business transactions. These an

ives of interoperability* and re-usability of Open-edi scenarios and scenario components
Ictions require theirunambiguous identification.

biguous identification is required for the registration, referencing, cross-referencing, and
f scenarios, scenario attributes and scenario components.

Basic assumptions: Entities, objects and Persons

4-1:2011(E)

€SS

. and, (2) the
hd guidelines
ed guidelines

andards. The
hg real world
rtainty all the
Cesses, etc.).
bnic business

bdi standards
nly.

tainty are not
Issues of
hich are EDI-

d tool for the
hnd scenario
d the related
for business

pspecially re-

In global business transactions, common business practices and standards exist for the identification of
entities comprising a business transaction including Persons103).,

102) The terms “business” and “business transaction” are used in this Annex as defined in the ISO/IEC 14662:2010

Open-
103)

© 1SO/

edi reference model. For the definitions of these terms, see above Clause 3 Definitions.

See further Annexes D and E.
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Rule C-1:

Existing standards shall be used to the greatest degree possible in the building and use of scenarios,
scenario attributes and scenario components104),

Even prior to the use of computer-based technologies, business practices were developed and put into place
which assisted in the unambiguous identification of goods being traded worldwide and for people when they
travelled to and from various countries. Within existing business practices and information technology
standards, there exist standards for the unambiguous identification of entities as material objects in the real
world. It is assumed that these existing business practices, standards and techniques in support of common
business functions and practices form a useful basis for finding solutions to the issues of unambiguous
identification jn_electronic business transactions not only for goods and services but especially for “Persons” in
the demateriglized world of Open-edi.

That is, in _eXisting business transactions, and now even more so in _electronic business transagctions,|there
exists a need|for the unambiguous identification of all entities which comprise a business transaction.

Information tgchnology standards exist for the unambiguous identification of entities as \parts of the plobal
information tgchnology/telecommunications infrastructure.

The term "eptity" is defined in the international standard ISO/IEC 2382-17 ,"Information technology —
Vocabulary" as:

17.04.05 entity: any concrete or abstract thing that existS,-did exist, or might exist, inclpding
associations among these things

EXAMPLE A person, object, event, idea,.process, etc.
NOTE Please observe that an entity exists whether data about it are available or not

17.02.05 entité: tout objet ou association d'objets;’ concret ou abstrait, existant, ayant exiqté ou
pouvant exister

EXEMPLE Personne, évenement, idée, processus, etc...

NOTE A noter qu'une entité existe que I'on dispose de données a son sujet ou non.

Entities in a HQusiness transaction are not,only "objects" but also "Persons”, "events", and "processes".
The term "object" is defined in the international standard ISO 1087:2000, Part 1 as:

311 objeet: any part of the perceivable or conceivable world

NOTE  Objects may be material, (e.g., engine, a sheet of paper, a diamond), immfgterial,
(e:g. conversion ratio, a project plan) or imagined, (e.g. a unicorn).

311 objet:  tout ce qui peut étre percu ou congu

NOTE Les objets peuvent étre matérials (par exemple : moteur, une feuille de pagier, un
diamant), immatériels (par exemple: un rapport de conversion, un plan de projet) ou
Imagianaires (par example une licorne) ™.

Standards exist for the unambiguous identification of entities as material objects (or for things viewed as
material objects). An example of assignment of unique and unambiguous identifiers to material objects are
those represented in both visual and machine-readable form through ubiquitous use of bar code symbology.

104) Key standards for the global unambiguous identification of Persons generally, and organizations and individuals
specifically, are identified and summarized from a business transaction perspective in Annex D “Existing standards for the
identification of Persons (organizations and individuals) in business transactions”.
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Another family of standards exist for the unambiguous identification of objects as locations (specified as
physical and/or electronic address).105)

Unambiguous identification of Persons (individuals, organizations and/or public administration)196) in business
transactions has always been peculiar issues to be addressed. These are exacerbated in the dematerialized
world of Open-edi.

In order to resolve the issue of "unambiguous identification" of entities in a business transaction, i.e., Persons,
objects, processes, events, etc., the issue has been decomposed into its two key components:

- "unambiguous"; and,

- dentification”.

C.4 'Unambiguous”
Rule C-2:

The (legree to which ambiguity in (electronic) business transactions,can be minimized is directly
relatdd to the ability to realize the opportunities in, and potential of, Open-edi as well as it4 widespread
adoption and use.

The t¢rm "unambiguous"” is defined as:
unanibiguous:

level|of certainty and explicitness required in the completéness of the semantics of the recorded information
interchanged appropriate to the goal of the business transaction

This definition of "unambiguous":

pplies equally to business transactions, which are paper-based and Open-edi based;

1
D

- i3 a common requirement of all industry sectors;
- i$ medium neutral, i.e., appliesdrreéspective of the combination of IT technologies or platforms Used; and,

pplies to all three components of the business transaction, i.e., "Person", "process", and "data".

QD

With tespect to the defigition for the concept of “unambiguous, it is noted that:

1) the term "unambiguous" is not defined in Oxford, Webster, Random House, Larousse, etg., dictionaries
nor in infernational or national standards (including those pertaining to information technglogy, security
services) etc.);

2) the-dictionaries noted define the prefix "un-" as expressing negation which when affixed tp an adjective
such as "ambiguous” provides the purely neqgative form;

3) the word "ambiguous" (or "ambiguity") is defined in a number of ways as "representing state(s) of
uncertainty capable of being understood or interpreted in two or more ways”, "a lack of

distinctiveness", "a level of doubt”, "not clearly defined", "insecure in its indications and thus not to be
relied upon”, "d'une situation dont le sens est incertain”, etc.; and,

105) Here the ISO/IEC 9594 - Information Technology - Open System Interconnection (OSI) family of standards (also
published by the ITU as X.500 Directory Services, X.509 Authentication Framework, etc.), provides various approaches,
service solutions, for the unambiguous identification of electronic objects with as primary focus the binding of these objects
to locations via a unique electronic address.

106) See further 6.2 "Rules governing the Person component”, and Annex D.
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4) that, based on the results of these key dictionary definitions and other vocabulary tools in the context of
the need for "unambiguous identification" in (electronic) business transactions, the key properties of

"unambiguous" are "the state of being absolutely certain”, "a state not capable of being misinterpreted",
"a state to be relied upon", etc.

Guideline C-2G1:
The nature and purpose of the business transaction determines the level of certainty required, i.e.,

trust, reliability, accountability, etc., in the identification of the elements in a business transaction,
(e.g., Person, product, service, etc.).

That is the g :\l' i_n_' the nature and pUrpose; of-a husiness transaction determine-the level of certaint /, i_e_,

unambiguity, [required in the identification of a Person (as well as all the other entities in a buginess
transaction suich as the goods, services, financials, etc.).

Approaching junambiguity in terms of levels of certainty allows the linkage into, and harmonization with, jevels
of assurancel|in authentication as part of security services and standards.

C.5 “ldentification”

The issue |of "identification" is separate from, and should not(he confused with, thpt of
"authenticat{on".107) Authentication assumes_that identification h&s) already occurred. Stahdard
definitions peftaining to authentication include:

authentigity:

property [that ensures that the identity of a subject or reseurce is the one claimed. Authenticity applies to
entities such as users, processes, systems and information108)

entity aythentication:

corroborgtion that the entity is the one claimed09)
authentigcation:

provisiorfing of assurance of the claimed identity of an entity.110)
distingujshing identifier:

data thatl unambiguously distinguishes an entity in the authentication process1)

107) In electrgnic*business transactions, two priority guestions often asked; namely: (1) "How do | know who | am dealing
with?"; and, (2) "How do | know you are who you say you are?". The first question pertains to "identification". The second
question is one of "authentication". All too often one either (1) fails to distinguish between "identification" and
"authentication", and/or (2) starts with authentication and security services assuming that "unambiguous identification” has
already occurred.

108) ISO/EC 13335-1:2004, Information technology — Security techniques — Management of information and
communications technology security — Part 1: Concepts and models for information and communications technology
security management

109) ISO/IEC 9798-1:2010, Information technology — Security techniques — Entity authentication — Part 1: General

110) ISO/IEC 10181-2:1996, Information technology — Open Systems Interconnection — Security frameworks for open
systems: Authentication framework.

111) Also taken from ISO/IEC 10181-2:1996, Information technology — Open Systems Interconnection — Security
frameworks for open systems: authentication framework
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The following guideline provides a summary of the above:

Guideline C-2G2:

The process of authentication presupposes the existence of an entity and the completion of the
application of a rule-based identification process resulting in the assignment of an "identifier", i.e., the
authentication process is a corroboration of an identification process.

The term "identification" is not defined in international standards. The term "(entity) identification" is defined:

(entity) identification:

rLethod of using one or more attributes whose attribute values uniquely identify each oc

S

Identi
comb

The d

Furth

If "idg

"identifier". Several international standard definitions exist for "identifier". These include:

ISO 1

id

on

N(

N(

pecified entity112)

fication consists of a process using one or more attributes, i.e., data elements, wh
nation of values together uniquely identify each occurrence for a "specified entity".

xford and Webster dictionaries have definitions for "identification" as both:

a "process": the action or process of determining what a thing is;<t@ recognize or establi
particular Person or thing; the action of identifying.

a "state": the recognition of a thing as being what it is.
br, both the Oxford and Webster dictionaries define "identity" as:

the quality or condition of being the same in, substance, composition, nature, properties d
qualities under consideration (Oxford);

the state or fact of remaining the same.one, under varying aspects or conditions (Webster)

ntification" can be assumed to be~a process, one key result of such a process is the ¢

087-2:2000 "Terminology,~\focabulary" which defined:

bntifier

e or more characters used to identify a name or a data category

DTE 1  Anfidentifier may also indicate certain properties of that data category

DTE 2~ “Adapted form 1SO 2382-4:1987

currence of a

bse value or

5h as being a

r in particular

reation of an

ISO/I

Directory Services) has the concept/term as "distinguishing identifier"

which is defined (and

ISO/IEC 10181-2:1996 (3.11) as:

distinguishing identifier

data that unambiguously distinguishes an entity in the authentication process

112)

ISO/IEC 2382-17:1999 Information Technology Vocabulary — Databases
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The response to the question "What is meant by identification?" can be summarized as follows:

there are two basic concepts/meanings imbedded; namely:

e identification as a process; and,

e identification as a state;

- identification involves the use of one or more attributes, i.e., data elements, the values of which (or
combination of values) uniquely identify the occurrence or existence of a specified entity;

- identificati
i.e., the ¢
related to

- where id
administrg
particular

- the same
context(s)

Finally, "iden
general and
or levels of d
identification
$10,000. The|
or high even
Taking into a
e thelS
e thev

e thev

e theQ

e placing these in the\context of (electronic) business transactions, the ISO/IEC 15944-1,

pbntext, purpose and or use of the identification in a business process. Identification is,the
the goal of the business transaction within which it is to be used;

bntification is a process undertaken by an Person (usually an organization or
tion), a key result is the assignment/issuance of an (unique) identifier by (that Person
nstance or occurrence of an object or entity within the process used!13); and,

single world object or entity may well have more than one identifier assigned to it depending
and identification process(es) of which it can be a part.114)

ification" both as a process or a state is related to the agreed upon goal of the busin
vithin such a context that of each business transaction in particular. As such, there are deg

which is less than that for a similar business transaction but now one with a value o
same holds true for electronic administration where the value of the assets involved may I
hough these values are of a non-monetary nature.
ccount:

bO/IEC 8382-17 definition of "(entity)identification”;
hrious ISO/IEC definitions pertaining to "identifier"”;

hrious ISO/IEC definitions pertaining to authentication;

xford and Webstef dictionaries' definitions for "identification” and "identity"; and,

tion",
refore

public
o the

bn the

PSS in
grees

btail and specificity to identification. For example, a buginess transaction in electronic comimerce
involving a value of $500 or less via debit/credit card, may well réduire a level of certainty of informati

bn for
over
e low

113) Organizations responsible for maintaining an identification process and associated code scheme for the issuance of
identifiers an registering the same are commonly known as "Registration Authorities" (RAs). See further in the normative
part of this standard 6.2.3 "Person — identity and authentication"”.

114) See further above Clause 6.2.2, and Annex E.3.1 "Personae and identification".
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the definition for "identification" is:

identification:

rule-based process, explicitly stated, involving the use of one or more attributes, i.e., data elements,
whose value (or combination of values) are used to identify uniquely the occurrence or existence of a
specified entity115)

NOTE 1 An identification schema which is part of a standard normally has a Registration Authority.

NOTE 2 Standards exist for the registration of identification schemas in specified domains.

Key g@xamples of widely used Registration Schemas are provided in Annex D “Existing Stan
Identification of Persons in Business Transactions (Organizations and Individuals)”.

Rule C-3:

Any entity relevant to, or used to support, a business transaction shall,be assigned a
unampiguous identifier based on an identification process.

In viepv of the fact that multiple different “standard” definitions exist for thederm “identifier”, each

contekt and purpose, the term “identifier (business transaction)” @nhd definition is needed a
incorgorates relevant aspects of these other standards, and places them in the context o
transaction.

The term “identifier (business transaction)” is defined in thisISO/IEC standard as:

With fespect to the essential key properties of an identifier, it is noted that,

1)

2)

dentifier (in business transaction)

Lunambiguous and a linguistically neutral“value resulting from the application of
dentification process

NOTE 1 Identifiers must be unique within the identification scheme of the issuing authority.

NOTE 2 An identifier is a linguistically independent sequence of characters capable of uniquely ar
dentifying that with which it issassociated. {See 1ISO 19135:2005 (4.1.5)}

a
g

Ithough an identifier is a single value, this single value may be composed of one or
pmponents, (€\g:, as a “composite identifier’)116). For example, the last number or terminal
check” digit,2or intelligence may be built into the identifier according to the business rules
entification process and the assignment of identifiers by the issuing Person;

q

identifier as a single value can include a combination of the identifier of the issuing Pe

Hards for the

unique and

with their own
nd one which
f a business

A rule-based

d permanently

more atomic

digit can be a
joverning the

rson and the

[
imentification number assigned by that issuing Person, i.e., standards such as ISO/IEC 6523

, 7501, 7812,

etc., are based on this principle; and,

115) This definition takes into account and supports two key possibilities or options with respect to identification; namely:

Option 1:

that a specified entity (or object), i.e., its occurrence or instantiation, will have an identification which is

unique and unchanging, i.e., a single permanent unique identifier for an instantiated real world object; and/or,

Option 2: that each occurrence of a specified entity, (e.g., a real world person) {See further be

low 6.2.4}, can

have multiple identifications and resulting identifiers related/relevant to the (explicitly) stated context (or purpose),

i.e., business goal.

116) See further the definition of the concept of “composite identifier” introduced in Part 2, ISO/IEC 15944.
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3) whether an identifier used in a business transaction has built-in intelligence or not is determined by the
agreed upon rule base of the issuing authority. Many existing international (and national) standards exist
resulting in what are considered "intelligent identifiers". Persons which wish to map such intelligent
identifiers to "non-intelligent identifiers" in their internal applications can use ISO/IEC TR 15452 -
"Information Technology -Specification of data value domains"

C.6 Identification versus designation (or “identifiers” versus “names”)

Rule C-4:

Natural namgs or naturat fanguage rdentfiers must not be used as identifiers i business ransaqgtions
although thgy may be associated with them.

In global (elegtronic) business transactions, the same real object is recognized and known by multiple rfames
depending on the language used at the human interface. Quoting the ISO/IEC JTC1 BT-ECReport:

‘Human beings like to name "objects". But the approach of using "namesis-not very IT frigndly,
qost-efficient or time efficient".117) "Terms and names found in standards (as discussed in 71 and
1.2 above) are not linguistically neutral, nor are they IT-processable._In Electronic Commerce,
there are specific local requirements which need to be identified::< There is a need tg cast
international standards in a manner which on the one hand supports unique, unambiguous and
[Inguistically neutral identification and referencing of objects and on the other hand, suppoits the
development of designation of such objects by terms and-hames in support of localization and
multilingual requirements...."118)

The intgrnational standard ISO 5127:2001 (1.1.2.13) Infarmation and documentation -- Vocabulary
defines "hame" as:

mamell9)
designation of an object by a linguistic gxpression".
pom

désignation d'un objet par une-unité linguistique".

117) Quote taken from the JTC1/BT-EC Report to JTC1: Work on Electronic Commerce Standardization to be initiated,
1998-05-04, p. 22 (registered as ISO/IEC JTC1 document number N5296).

118) lbid, p.40, (in Clause 7.4.5 Localization).

119) This is the definition for "name" found in ISO 1087:1990. ISO 1087:2000, Part 1 has placed "name" in Clause 3.4
"Designations” as the depreciated term for "appellation”. However, working through ISO 1087:2000, Part 1 and the fact
that in electronic business transaction one requires "recorded information”, i.e. not "verbal®, for the purposes of this
standard a "name" is considered t o be a "verbal designation" which is recorded as a linguistic expression. Therefore,
ISO/IEC 15944-1 will continue to use the concept/term/definition "name” as originally defined.

Appellation” is defined as:
3.4.2 appellation

verbal designation(3.4.1) of an individual concept (3.2.2)
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Consequently, any "object" will have:

1) as many, i.e., multiple names, as there exist linguistic expressions used to designate20) it;

2) in global electronic business transactions, many of the "names" used to designate the "object"
being traded or a service being provided will be in the form of linguistic expressions which use

non Latin-1 Characters, (e.g., Arabic, Chinese, Thai, Hebrew, Japanese, etc., all
now be supported via ISO/IEC 10646 a.k.a. Unicode); and,

of which can

3) similarly Persons (natural or legal) will have more than "one name" including that in their local

language and Latin-1 equivalents of the same.

Cons
elemg

pquently, "names" are not that useful for unambiguous identification nor can they serve as
nts in a business transaction. "Name(s)" shall be considered linguistic expression(s)asso

“identjfier'121)

Unfor|
a "na
synor
opera

Rule
Open
elem¢

neutr|

With
multil

funately, in the world of information technology and within a particular application or inform
me" (or "name space") of entity, (e.g., Person122) object, process, eveht; etc.), is ofte
ym for "identifier". This causes major problems in global interoperability from both
tional view (BOV) and functional services view (FSV) perspective.

C.5:
bnts pertaining to the same are to be identified through unique, unambiguous and
al identifiers.

such identifiers may be associated one or morehames as needed for market, legal, local
ngual requirements.

identifiers for
ciated with an

ation system,
n used as a
a business

-edi scenarios, scenario attributes, roles, information hundles, semantic componenits and other

inguistically

zation and/or

120)

SO 1('\527"){'\{'\{'\’ Part 1 defines "dacignnfinn" as.

3.4.1 designation

re

NOTE

presentation of a concept (3.2.1) by a sign which denotes it

specific subject field (3.1.2).

"3.4.1 designation

re

présentation d'une concept (3.2.1) par un signe qui le dénomme".

In terminology work (3.6.1), three types of designations are distinguished: symbols, appellations (3.2.3) in a

NOTE Dans le travail terminologique (3.6.1) on distinque trois types de désignation d'un concept unique (3.2.2)

121)

One could consider "names" to be "aliases" associated with an "identifier". See further Annex E.3.

122) On ‘“identifiers” versus “names” for Persons, see further Clause 6.2.2 in the normative part of the standard, and
Annex E “Business Transaction Model: Person component”.
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Annex D
(informative)

Existing standards for the unambiguous identification of Pers
business transactions (organizations and individuals) and s
common policy and implementation considerations

ons in
ome

D.1 [ntroduction
1) This Annex provides informative and explanatory text in support of: (1) the rulesrand guid
térms and definitions found in Clauses 1 through 5 of the normative part of this’ standard
pen-edi Reference Model. {See below D.1 "purpose"}. The business rules\and guidelin
re in bold, are the same as those stated in these Clauses even though they have been r¢
this Annex. Those which are unique to this Annex D are indicated with an asterisk (*).
2) This Annex is also meant to assist users of this standard who \ar€ either not familiar

sfandards in general, or whose main focus to date has been on.the Functional Services View
3) Tlhe focus of this Annex D is to support the "Person eemponent”, i.e., the need for
identification of Persons making commitments in an electronic business transaction, in s
sfandard and Open-edi.

4) Tlhis Annex provides additional required information with respect to existing standards whic

blines; (2) the

and, (3) the
es, as stated
-numbered in

ith Open-edi
(FSV) only.

Lnambiguous
ipport of this

h form part of

the Open-edi standards Framework. They are-to*be used to support the Person component
the three fundamental components of the'Business Transaction Model.

5) The primary purpose of the Business @ransaction Model is to serve as a common high 1q
téchnical view of business transactions. The basic assumption of this Business Transaction
this common view is derived from (classical) commerce models with commonly under
rocesses as well as with common terms, definitions and perspectives shared by industry

(gspecially policy makers),standardizers, consumers, IT specialists and other interested par

One Key underlying assumption of the Business Transaction Model is that in business transactio
the specific goods or (services being provided, there are three essential components in
transaction; namely:

-

ersons123Xas’ subjects or parties able to make a commitment(s) arising from a business t
past a buyer and a seller)124);

[:

usiness processes12%) and,

which is one

vel and non-
Model is that
5tood (basic)
, government
ies.

NS, apart from
hny business

ransaction (at

123) The use of "Person" with a capital P reflects its use as a defined term in this standard (See 3.45) vis-a-vis its

ordinary daily use, i.e. as in "person".

124) See further Clause 6.2 "Rules governing Person component”, and Annex E (Informative) "Busine
Model: Person component"

ss Transaction

125) See further Clause 6.3 "Rules governing the process component”, and Annex F (Informative) "Business Transaction

Model: Process component".
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- the information or data exchanged.126)

These three fundamental components are presented graphically in Figure D.1 (as taken from Figure 7 in

Clause 5.1.5).
\ PERSON
DATA PROCESS
Figure|D.1 — Business Transaction Model - Fupdamental components (Graphic lllustration)

D.1.1 Note

It is assumed
recorded infg
regulations p
other confide
of whether a
requirements

D.1.2 Stang(

Key standard

ISO/IEC 6521

lards referenced in this Annex

on compliance with privacy/dataprotection, consumer protection, etc.

5 referenced and taken into account in this Annex include:

in this standard and throughaqut this Annex that the collection, storage, use and interchanpge of
rmation based on these standards is done in compliance with applicable laws and pu
articularly those which peftain to privacy/data protection requirements, consumer protg
htiality and security serviees requirements, access and use policies, etc. This applies irresp|
jurisdictional domain*takes a regulatory or self-regulatory approach to compliance with

suant
ction,
ective
such

5 and

organization parts — Part 1: Identification of organization identification schemes

-1-1998 (I:IIZ)1 Infarmation fnrhnnlngy — Structure for the identification of nrgnni7nfinn

ISO/IEC 6523-2:1998 (E/F), Information technology — Structure for the identification of organizations and

organization parts — Part 2: Registration of organization identification schemes

ISO/IEC 7501-1:2005, Identification cards — Machine readable travel documents — Part 1: Machine readable

passport

126) See further Clause 6.4 "Rules governing the data component”, and Annex G (Informative) "Business Transaction
Model: Data component".
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ISO/IEC 7501-2:1997, Identification cards — Machine readable travel documents — Part 2: Machine readable
visa

ISO/IEC 7501-3:2005, Identification cards — Machine readable travel documents — Part 3: Machine readable
official travel documents

ISO/IEC 7812-1:2006, Identification cards — ldentification of issuers — Part 1. Numbering system

ISO/IEC 7812-2:2007, ldentification cards — ldentification of issuers — Part 2: Application and registration
procedures

pecifications

ISO/IEC 9594 (all parts), Information technology — Open Systems Interconnection — The Direcfory (This ten-
part standard was developed in collaboration with the ITU-T with the identical text' published as ITU-T
Recommendation X.500)

ISO/IEC 9798-1:2010, Information technology — Security techniques — Entityy authenticatipn — Part 1:
Geneyal

ISO/IEC 10181-1:1996, Information technology — Open Systems Interconnection — Security frameworks for
open ystems: Overview

ISO/IEC 10181-2:1996, Information technology — Open Systemnis Interconnection — Security frameworks for
open pystems: Authentication framework

ISO/IEC 11179-3:2003, Information technology — SpeCification and standardization of data|elements —
Part §: Basic attributes of data elements

ISO/IEC 11179-4:1995, Information technology << Specification and standardization of data|elements —
Part 4: Rules and guidelines for the formulation ‘of data definitions

ISO/IEC 11179-5:1995, Information technelogy — Specification and standardization of data|elements —
Part §: Naming and identification principles for data elements

ISO/IEC 13335-1:2004, Information technology — Security techniques — Management of infprmation and

comnunications technology security management — Part 1: Concepts and models for infprmation and
communications technology, security management

D.2 Purpose

The first paragraph of 1.0 Scope of ISO/IEC 14662 Open-edi Reference Model (2010) states:

"This International Standard specmes the framework for co- ordlnatlng the |ntegrat|on of eX|S|ng standards
a J ) ) amd provides a
reference for such standards

The purpose of this Annex D is two-fold; namely:

1) to identify and summarize some key existing standards that support unambiguous identification of
Persons in business transactions in particular areas relevant to Open-edi. It is the intention that these
standards be used in the development of scenarios and scenario components requiring the unambiguous
identification of Persons making business decisions and commitments; and,

2) to provide a summary of several recurring issues and policy considerations in the unambiguous

identification of Persons especially as individuals in electronic business transactions arising from Open-
edi related standards development work; namely:
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anonymity;

privacy/data protection;

what is an "individual;

role of a "natural” person in a business transaction;

single global unique "identifiers” for individuals.

The purpose here is to assist users of this standard in dealing with these policy and legal considerations when
building re-useable scenarios and scenario components.

D.3 Appro

"Unambiguouy
business tran

International
persons (indi

The purpose
examples of
edi" but alreg
"Open-edi rel

ach and overview

s identification" of Persons, i.e., as entities, able to make the commitments, required
saction, is one of the most important issues affecting Open-edi and the need for standards.

standards exist which focus on specific aspects of naming, addressing‘-and identificat
idual and organizations).

of this Annex D is to provide information on several key international standards to ser
bxisting standards which focus on unambiguous identification of-Persons independent of "
dy in use in commerce and administration world-wide. These standards should be consi

for a

on of

ve as
Dpen-
dered

ated standards".

NOTE  Theq
Services whic
"addresses" in
commitment e

Unless stated

e examples are chosen apart from the very useful international standard ISO/IEC 9594/ X.500 Di
h focuses on binding between objects, i.e., not "Persons”, and their locations defined as ele
this standard. Further the focus of this X.400/X.500 series of standards is on information exchange 3§
change. {See further Annex C "Unambiguous Identification of Entities in a Business Transaction"].

otherwise use of the term "Person” in this Anhex D covers both "organization" and "individ

ectory
Ctronic
nd not

uals".

{See further (

D.4 Existi

D.4.1 Intro

International
Persons. Theg
purposes an(
these standa
"HOWSs" whid

In the Clause
the unambigy

Clause 6.2.2 above}

ng standards for the unambiguous identification of Persons

juction
standards exist, and.are in use worldwide, which ensure in the unambiguous identificat]
prior to the advent of the Internet, the global digital economy, e-commerce, e-business

rds contain_ sspecifications for the "WHATs" as well as approaches/solutions for some
h can (andsshould) serve as key (generic) building blocks for the Open-edi standards frame|

ous identification of:

on of

se are to be used(as part of the Open-edi standards framework. Although developed for specific

| etc.,
Df the
work.

s which follow are presented and discussed examples of international standards which sypport

1) Persons

(in general covering both individuals and organizations);

2) organizations127) and,

3)

individuals128)

127) The term "organization” is defined in ISO/IEC 6523 and used as such in this standard. {See further Clause 3.44}.

128) The term "individual" has been defined in this standard. {See further 3.28}
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D.4.2

D.4.2

ISO/IEC 1594

Key existing standards

.1 Specific standards already identified

Rule D-1129)

4-1:2011(E)

Existing standards shall be used to the greatest degree possible in the building and use of scenarios,
scenario attributes and scenario components.

Guideline D-1G1:

Multiple international standards exist, and are In use In business transactions worldwide, for the
unanibiguous identification of Persons. These shall be used as part of the Open-edi standards
framework.

In the work undertaken in the area of "unambiguous identification" of Persons, the’ following international
standprds have already been identified as being of particular relevance, i.e., those of the ISQ/IEC. [These
standprds are presented here in numeric order]. There are likely to be marey (e.g., those |pertaining to
Direcfory services, procedures for Registration Authorities, industry sector specific standards, etd.).

ISO/IEC 6523-1:1998, Information technology — Structure for the.lidentification of orgarjizations and
organjization parts — Part 1: Identification of organization identification'schemes

ISO/IEC 6523-2:1998, Information technology — Structure for™the identification of orgarjizations and
organfization parts — Part 2: Registration of organization identification schemes

ISO/IEC 7501-1:2005, Identification cards — Machine readable travel documents — Part 1: Machine readable
passpgort

ISO/IEC 7501-2:1997, Identification cards — Machine readable travel documents — Part 2: Machine readable
visa

ISO/IEC 7501-3:1997, Identification cards.-&,Machine readable travel documents — Part 3: Machine readable
officidl travel documents

ISO/IEC 7812-1:2006, Identification\cards — Identification of issuers — Part 1: Numbering system

ISO/IEC 7812-2:2007, ldentification cards — Identification of issuers — Part 2: Application and registration
procedures

ISO 8583 (all parts), Financial transaction card originated messages — Interchange message specifications
ISO/IEC 9594 (allparts), Information technology — Open Systems Interconnection — The Direcfory (This ten-
part s$tandard -was developed in collaboration with the ITU-T with the identical text published as ITU-T
Recommendation X.500)

ISO/IEC.9798-1:2010, Information technology — Security techniques — Entity authenticaticrn — Part 1:
Genekat

ISO/IEC 10181-1:1996, Information technology — Open Systems Interconnection — Security frameworks for

open

systems: Overview

ISO/IEC 10181-2:1996, Information technology — Open Systems Interconnection — Security frameworks for

open

systems: Authentication framework

ISO/IEC 11179-3:2003, Information technology — Specification and standardization of data elements —
Part 3: Basic attributes of data elements

129)

© 1SO/

This is a restatement of Rule 4, Clause 6.1.4.

IEC 2011 - All rights reserved
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ISO/IEC 11179-4:1995, Information technology — Specification and standardization of data elements —
Part 4: Rules and guidelines for the formulation of data definitions

ISO/IEC 11179-5:1995, Information technology — Specification and standardization of data elements —
Part 5: Naming and identification principles for data elements

ISO/IEC 13335-1:2004, Information technology — Security techniques — Management of information and
communications technology security management — Part 1: Concepts and models for information and

communications technology security management

D.4.2.2 (Gl

obal) Unambiguous identification of "organizations" - ISO/IEC 6523

Rule D-2:

A widely U
organization
framework.

This Clause f
block for resq
of the standal

ISO/IEC 6523
organization

ISO/IEC 6523
organization

Originally de
unambiguous

Part 2 "specifies the procedure for registration of organization identification schemes, and the requiremg

International

ISO/IEC 652
version was 9

The British St

ISO/IEC 652
assumptiong

there ex
unambig
existto s

sed international standard exists for the (global) unambiguous identificatig
s (ISO/IEC 6523). This standard should be used as part of the Open-edi stan

ocuses on summarizing the key aspects of one widely used international 'standard as a bt
lving the issue of unambiguous identification of "organizations"139) inOpen-edi. The form
dis:

-1:1998, Information technology — Structure for the idéntification of organizationg
parts — Part 1: Identification of organization identification schemes

-2:1998, Information technology — Structure for~the identification of organizationg
parts — Part 2: Registration of organization identification schemes

veloped in 1984, this standard stated that<Part 1 "specifies a structure for globally
ly identifying organizations, and parts thereof/for the purpose of information interchange”.
Code Designator Values, to designatedidentification schemes".

B has proved very useful and.was revised, updated and enhanced in 1997-98. The revise
uccessfully balloted and was(been published in 1998. It is a “stabilized” standard.

andards Institute (BSI) is the ISO/IEC Registration Authority for this standard.

B supports a structured and data element-based approach and is based on the folld
/[ rules:

sts and willcontinue to exist, (and co-exist), multiple schemas and associated systems f
Lious identification of organizations, i.e., organization identification schemata. Different sch
upportdifferent goals;

n of
Hards

ilding
al title

and

and

and

nts of

1 final

wing

Dr the
bmata

dard

each orgd

anization schema is managed by an Issuing Organization (1I0) The ISO/NFC 6523 sta

requires the issuing organization to provide to the Registration Authority for ISO/IEC 6523, i.e., the BSI
(British Standards Institute), precise criteria with respect to the rules governing the assignment of
identifiers to each of the participants in a schema as well as criteria specifying who can or cannot be a

member

of that schema;

each particular organization identification schema of an Issuing Organization is assigned a unique

identifier under ISO/IEC 6523 by the BSI. This schema identifier is known as an International Code
Designator (ICD);

130) See Clause 6.2 "Rules governing the Person component" for definition of "organization" and “organization part”, how
ISO/IEC 6523 is used in the standard in the context of information exchange and why the added definition of “organization
Person” is needed to cover the commitment exchange aspects of a business transaction.
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within each identification scheme, a unique identifier is assigned by the Issuing Organiz

ation to each

(member) organization. This identifier is unique within that particular schema, and is known as an

“organization identifier."

the combination of the ICD plus "organization identifier" supports the global and
identification of one organization among all other organizations;

the same real world organization can be part of one or more 1SO 6523-based identificat

unambiguous

ion schemata

(and most often are). Thus the same real world organization will have one or more identifiers all of which

are unique and unambiguous (globally).

A primary reason for this is that organizations play different roles and thus are part of different "clubs”, i.e. an
Issuing Organization. Some of these roles require stringent qualifications to be met for membership, (e.g., not

every|
organ

The

The

6523,

shall

(Ther

Part

regist

o0 = =

organization can be a member of SWIFT, I.e., a role qualification), while Tor other "clubg
ization can be a member. {See further below Figure D.3}

thin each organization there may be departments, a service, information systems, or
hich need to be identified for information interchange, i.e., as "organization part(s)";131)

hch organization part within an organization may need to be assigned an identifier, i.e., org
entifier (OPI); and,

times it may be desired or required to specify the source used for the\organization part ide

graphic illustration, i.e., Figure D.2, of the four data elements gomprising the base structu
523-based identifiers is as follows:

1 2 3 4

ICD | Organization Identifier | Organization Part Identifier | OPI Source

Figure D.2 — Base structure of comp@anent parts of an ISO/IEC 6523-based Identi

attributes of each data element and its Use are specified in Part 1 of ISO/IEC 6523.
Key here is the ICD which is an irteger value in the range of 1 to 9999. According to the rul
each, ICD value allocated tean organization identification scheme shall be unique and o
nhot be re-allocated. ICD/numbers are allocated sequentially. The highest current numb
b are some gaps. For a.complete and up-to-date list, contact the BSI).

of ISO/IEC 6523 specifies the procedure and information, i.e., the process and data, re
ration of organization schemes by issuing organizations (10s), i.e., those responsible for th

’
4

an or@anization identification scheme associated with an ICD.

The

proce
assig

egistration’ authority for ISO/IEC 6523 is the British Standards Institute (BSI) which

N the ICD values, and maintain the register.

', almost any

pther entities,

Anization part

ntifier (OPIS).
e of ISO/IEC

fier

s of ISO/IEC
hce assigned
br is "0143+"

nuired for the
b operation of

Feceives and

sses applications for additions and amendments to the register of organization identificatjion schemes,

The widespread adoption and use, globally, of ISO/IEC 6523 is demonstrated in Figure D.3 (presented in
table form) through examples of ICDs already allocated. These include:

131) See further above Clause 6.2 "Rules governing the process component”, (and in particular Clause 6.2.7) for the
definition of "organization part" and how it is used in this standard as well as Figure 17.

© ISO/IEC 2011 - All rights reserved

149


https://iecnorm.com/api/?name=cb1b246cd03469c6fc54aa2e43e0a5ee

ISO/IEC 15944-1:2011(E)

ICD NAME OF CODING SYSTEM COVERAGE
0002 SIRENE - Systéme informatique pour le Enterprises (individual enterprises or companies) in the field of
répertoire des entreprises et des agriculture, industry, trade services. Associations, authorities,
établissements regional authorities and public establishments active in France (over
3,300,000 registrations). The only "official" number used between
(Information System for the Register of authorities and organizations when dealing with data interchange on
Enterprises and Establishments) organizations.

0005 USA FED GOV OSI Network Any organization that participates in GOSNET which
encompasses governmental offices throughout the world. The
ICD code forms the initial part of the OSI network addressing and
naming tree.

0029 The] All-Union Classifier of Enterprises and | All organizations in the USSR/Russia.

Orgpnizations

0030 AT&T/OSI Network Any organization in an AT&T/OSI network environment. Thig
program encompasses organizations throughout the world.

0034 Relters Open Addressing Standard Reuters and associated companies, their customers and suppliers

0037 LY-funnus All organizations in Finland including juridical persons and
associations.

0038 Australian GOSIP Network Australian government departments at federal, state, local leyels,
etc.

0041 Citi¢orp Global Information Network Any company or@rganization that participates in a Citicorp Gjobal
Information Network environment (world-wide).

0049 Audkland Area Health Health related organizations in New Zealand.

0052 Sodety of Motion Picture and Television | Anytorganization which operates within or distributes to

Engdineers (SMPTE) eStablishing SMPTE practices.
0060 Datq Universal Numbering System (D-U-\.’| Dun and Bradstreet. The DUNS numbers have world-wide
N-S recognition as a means of identifying businesses and institutipns.

0064 UTC: Uniform Transport Code The shipping and transport industry. The code identifies an
individual transport or handling unity, (e.g., pallet, parcel), for|
reasons of tracking or tracing.

0069 SITA Object Identifier Airlines, air manufacturers, etc., i.e., users of SITA Worldwidg
Telecommunications and Information Services.

0073 ICD| Formatted ATM Address Private ATM networks using Newbridge terminal switching
equipment.

0078 Mitgl terminal or switching equipment Networks using Mitel terminal or switching equipment.

0080 UK National Health Service Scheme Scope = "legal entities" of the UK Health care community, GPs,
GDP, NHS Hospital Trusts, Health Authorities, Laboratories,
Blood Transfusion, etc.

0085 Swiss Chambers of Commerce Schema | Organizations (legal persons, partnerships, sole proprietorships
and their branch offices) registered in the business register or
organizations (legal or natural) not registered in the business
register.

0088 EAN Location Code European Article Numbering system. Over 300,000 participants
(mainly manufacturers) in over 66 countries.
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ICD NAME OF CODING SYSTEM COVERAGE
0090 Internet IP Addressing 1ISO 6523 ICD IANA - any organization in the Internet environment.
Encoding
0093 Revenue Canada Business Number Unique identification of private and public sector entities, i.e.,
Registration registrants, government programs and operating entity(ies). Used

for GST. {See Treasury Board Information Standard (TBITS)-30 -
Business Number. TBITS-30: Business Number — Implemetnation
Criteria

hitp-wanw ths-sct g ca/pal/dac-eng aspx?id=17285 (accessed
2011-02-22)

0111 Obiject Identifiers IEEE including RAC (Registration authority €ommittge and other
sub-entities for SMPTE 298M Universal Labels for Unique
Identification of Digital Data, an ISO/ITU:based identifier hierarchy
registration system

0117 STENTOR - ICD Coding System Coding system used within Stentor's ATM network t('rnidentify ICD
NASP end points. ICD Code.used to form Initial Dofain part of
the OSI Network Address.as’specified in Annex A of| ISO/IEC

8348:2002
0126 GTE/OSI Network Any organizations.in'a GTE/OSI network environment throughout
the world.
0128 BNCR (Telekurs Banken Clearing Swiss banking institutions (sponsored through SWIHT - Society for
Number) Worldwide Interbank Financial Telecommunications).

Figure D.3 — Sample of ISO/IEC 6523 allocated ICDs with associated name of coding system and
coverage information

The gxamples32) of ISO 6523 identification schemes, presented above, demonstrate that a standard exists
which is already used extensively;worldwide in commerce (and administration). This standlard already
suppprts many Open-edi apptications. The above examples represent:

]
(@)

puntry-based schemes.of both a general and particular nature, (e.g., SIRENE schema of Hrance, ICD =
002; the LY-tunnus schemata of Finland, ICD= 0037; the Canadian Business Number (BN) Registration
schema, ICD =,0093, etc.);

(@)

- telecommuniCation sector uses both with respect to "switching" equipment and communicatipn services;

- tlhe IR"addresses used in the Internet, i.e., through IANA; {See under ICD = 0090}

hana HP= o el £ o roa ot b A Beah- vetara—intar U
= SUHITTHA 1T SUpPpuUIlt Ul yuveTimicinuaoctu UPTIT SyolTlimT mnctoutimicut Y

countries as well as departments of Defence;

ograms—(GOSH) in various

- identification of articles, i.e., manufacturer ID + product number, being traded world-wide as well as their
units of packaging, (e.g., pallets, parcels, containers), visually recognized through the ubiquitous use of
bar codes, (e.g., ICD=0088, EAN Location Codes);

132) The examples are taken from ISO/IEC 6523 Information technology - Structure for the identification of organizations
and organization parts. List B: The numerical list of all ICDs that have been issued. (July 1999). The assistance of Doug
Langlotz, Standards Council of Canada (SCC), in obtaining this updated List B is appreciated.
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key industry sectors such as banking, security and related services, health, airlines, aeronautics,
automobile, entertainment/motion pictures, etc.; and,

major enterprises providing goods and services on a worldwide basis.

International standards, mechanisms and procedures thus already exist for the unambiguous identification of
organizations not only worldwide but also in support of various roles that an organization can play. With
respect to a particular role of an organization in a real world transaction, it will use the applicable (registered)
identification scheme and the associated unique identifier.

It is also useful to note that in 1995- 1996 the European Commrssron and Industry Canada together took a

lead role in
required for B
associated W

EDIRA proje¢

Requirement
and interope
X.500, and o
(EDI) based ¢
determinatior

DI. The approach taken was to resolve the issue through enhancrng the procedures and driteria
th the applicable international standard ISO/IEC 6532. This was accomplished ascpart pf the
t (EDI Registration Authorities) as a component of the TRI-EDI initiative (Telecommunifation
5 for International EDI). The EDIRA project successfully addressed the need for*harmonigation
ability between: on the one hand ISO/IEC 6532-based identification of organizations including
N the other, different structures and approaches in use at that time in electronic data interchange
n use of ANSI X12 standards and UN/EDIFACT. A common solution was found, i.e., through the
of whether an ISO/IEC 6523 applicant is EDIRA compliant, and, if so;the BSI noting this s part

of the ICD registration. (As part of this project, Revenue Canada was successfullyyregistered internationally as

the Issuing O
Number)133),

D.4.2.2.1
component

Of particular
components
“roles”.

Many of the
organization

rganization (10) for the Business Number (BN) identification scheme, a.k.a. TBITS-30 Buginess

SO/IEC 6523 and the identification of “roles” in-scénarios and scenario
S

nterest here in the context of construction and registration of re-useable scenarios and sc¢nario
s the linkage between ICDs assigned under ISOAEC 6523 and the unambiguous identification of

schemata for the identification of orgahizations contain rules which qualify whether or 1
s qualified for a certain role. These ICDs are therefore useful in the development of scenar

ot an
o and

scenario con

ponents both for those involving-internal constraints only, as well as those involving external

constraints.134) Many of the ICDs as taken from Figure D-3 above are of this nature and include as exanfples:

- ICD = 002, SIRENE. In France, the only “official” humber for the identification of organizations which
intercharnge data with authorities;

- ICD = 0080, UK Health Service. “Legal entities” of the UK health care community;

- ICD = 0p88, EAN Location Code. Organizations which qualify for and participate in the Eurppean
Articling Numbering System:;

- ICD = 0128, BCNR. Swiss banking institutions.

133) The results of TRI-EDI Il projects are freely available, i.e., the results have been published on CD-ROM with copies
deposited in key public libraries worldwide. The bibliographic citation is:

TRI-EDI 1l.

internation

editor/rédactrice de la compilation M. Janice Pereira, Ottawa :

ISBN 0-66

I. Telecommunications Requirements for International EDI/TRI-EDI Il. Interconnexion des systémes
[Interactive Multimedia/Fichier d’ordinateur] (compiling

Industry/Industrie Canada, 1966 (1 CD-ROM (12 cm),

aux d'éxchanges de données informatisée.

2-62751-6, Cat. No. C2-307/1996-MRC

134) See further Clause 6.1.6 "Business Transaction Model: Classes of constraints".
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D.4.2.3 (Global) Unambiguous identification of "buyers and sellers" - ISO/IEC 7812135)

Rule D-3*:

An international standard exists for the (global) unambiguous identification of Persons as "buyers"
and "sellers", i.e. ISO/IEC 7812. This standard should be used as part of the Open-edi standards
framework.

This Clause focuses on summarizing the key aspects of the international standard:

ISO/IEC 7812-1:2006, Identification cards — ldentification of issuers — Part 1: Numbering system

This
JTC1
is in
needs

1SO/I
such

The {
card

"identification number,” i.e., the number that identifies the _card issuer and card holder, is de

globa

SO/IEC 7812-2:2007, Identification cards — Identification of issuers — Part 2: Application, al
procedures

standard is one of a suite of standards developed by another ISO/IEC JTCLl commi
SC17 ldentification cards and related devices. This standard, which has beenyiry use for t
ts fourth edition, (issued 2006). The main challenge of SC17 is that of accommodating

, increasingly diverse industry applications and a variety of information techtiologies.

FC 7812 is "one of a series of standards describing the parameters for_identification cards 3
Cards in international interchange”.

tandard specifies a unique pre-defined structure and the-data elements for the ide
ssuers and individual account numbers for the purpose of identifying an account.

ly unique and unambiguous, i.e., within the ISO/IEC 7812 user domain.

Since
stand
block

The p
1

(1) credit/debit card issuers (as well as otherdentification card issuers) are the prime
hrd; and, (2) these cards are used to buy and’sell goods and services, they serve as a pri
for the unambiguous identification of buyers @nd sellers in (electronic) business transaction

re-defined structure and data elements.gf this standard are the following:

digit is used to support a major industry classification system with the permitted cod
assigned. This Major Industry Identifier (MIl) is used to identify the major industry of G
follows as listed in Figure\D.4 below.

the assignment of.a\unique five digit identifier to a card issuing institution that meets th
requirements as specified in Part 1 of ISO/IEC 7812.

the third dataelement is the individual account identification, a variable length, maxi
numberASee the multipart standard ISO/IEC 7811 Identification Cards — Recording tech

the final/data element is a single check digit calculated on all the preceding digits of the
number computed according to the Luhn formula for modules-10 check digit (explained
Part 1 of ISO/IEC 7812).

hd registration

fttee; namely,
venty+ years,
market-driven

nd the use of

ntification of
The resulting
signed to be

users of this
mary building

recognizing that identification cards are used in many industry sectors in various applications, a single

b values pre-
ard issuer as

e registration

mum  12-digit
hique}

identification
n Annex B of

135) Technically, ISO/IEC 7812 pertains to identification cards. However, the major users of this standard are banks,
financial institutions and other issuers of credit/debit cards (as well as major retailers). Persons use these credit/debit
cards in the role of sellers and buyers for payments and fund transfers accompanying business transactions.
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Ml MAJOR INDUSTRY ASSIGNED TO*
for assignment by ISO/TC 68 and for other future industry assignments**

airlines

airlines and other future industry assignments
travel and entertainment

banking/financial
banking/financial
merchandising and banking

Ol |lW[IN|FL|O

i |

pCLIUiCUIII
telecommunications and other future industry assignments
for assignment by national standards bodies

O |

-

igure D.4 — Assignment of Major Industry Identifiers (MIIs) under ISO/IEG.7812

NOTE * |The standard states "The MIlI does not in anyway reflect or limit the application in which the ¢ard is
useable. The single digit Mlls are assigned using the applicant's description of theit-main area of business pn the
applicatiop form. {See Annex A of ISO/IEC 7812-2}

NOTE ** |Ten thousand numbers in the range "00" have been allocated to ISO/TC 68 for assignment to instifutions
other tham card issuers in order to accommodate requirements in ISO 8583, Financial transaction card oridinated
message$ — Interchange message specifications.

A graphical r¢presentation is presented in Figure D.5 below.

Issuer Identifier Number (1IN)

NI Issuer Identifier Individual Account| Check
Identification Digit
] OoOooOooOoao Oo0Ooao. O O

|dentification Number

Figure D.5 — Structure@f-the parts comprising the ISO/IEC 7812 identifier

The Issuer Idlentifier Number (IIN)forms the first part of the identification number. It is composed ¢f two
elements, thg MIl and Issuer Identifier. The 1IN is unique and unambiguous globally. If the MIl is dropped, the
Issuer Identiffer Number will stay at six (6) digits and the Issuer Identifier will become six (6) digits inst¢ad of
the present fiye (5).

Part 2 of thi$ standard)specifies the application and registration procedures including criteria for numbers
issued in accprdance with Part 1. The effective management of the numbering system for the identification of
card issuers is_done through a Registration Management Group (RMG), a.k.a., ISO/IEC JTC1/SC17/WGp.

The Standards Department, American Bankers Association (ABA), maintains the ISO/IEC register of card
issuer identification numbers. It is the international Registration Authority for ISO/IEC 7812 and is the one that
issues the Issuer Identifier Number (IIN) to successful applicants.

D.4.2.4 (Global) Unambiguous identification of individuals - ISO/IEC 7501
Rule D-4*:
An international standard exists for the (global) unambiguous identification of holders of machine

readable travel documents (MRTDs), i.e. ISO/IEC 7501. This standard has components which should
be part of the Open-edi standards framework.
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Individuals have identification cards based on ISO/IEC 7501 for travel documents, ISO/IEC 7812 for
identification cards (including credit/debit cards), as well as many other documents/cards identifying
individuals. The common designation of an ISO/IEC 7501 identification "card" is a passport or visa. ISO/IEC
7501 is a multi-part standard consisting of the following:

ISO/IEC 7501-1:2008, Identification cards — Machine readable travel documents — Part 1: Machine readable
passport

ISO/IEC 7501-2:1997, Identification cards — Machine readable travel documents — Part 2: Machine readable
visa

ISO/IEC 7501-3:2005, Identification cards — Machine readable travel documents — Part 3: Machine readable
officigl travel documents

Since| the 1* edition of this Part 1 was first issued the ISO/IEC 7501 multipart standardtas been revised to
suppqrt “cultural adaptability” requirements as well as co-existence requirements of different technologies on a
singlg card, (e.g., embossing, magnetic stripe, bar coding, integrated chip, optical storage, visyal, etc.). One
result|is that on the printable, hard-copy, version of these travel documents, (e.g.,\a passport), provision has
been|made for the representation of the name of the individual in the language of the pagsport issuing
authofity, i.e., in addition to the current Latin-1 alphabet-based equivalent hame which is alsp captured in
machjne-readable part. This will impact positively as many other international and natiorjal standards
pertaiping to the unambiguous identification of individuals.

Another major objective of ISO/IEC 7501 is "global interopefability”, particularly with regpect to the
standprdized specifications for placement of both eye-readable and machine-readable data in all[MRTDs.

This ptandardization work is a co-operative effort of: (L)~ISO/IEC JTC1 SC17 - Identificatign Cards and
Relatgd Devices; and, (2) the International Civil Aviation)Organization (ICAO). ICAO is the UN organization
through which member countries establish policies, rulés and standards worldwide in the area of civil aviation.
(It is [headquartered in Montreal). Changes to existing editions or any new editions of ISO/IEC 7501 are
prepared through those made to ICAO Document?9303, Parts 1, 2 and 3, which serves as the| basis for the
contets of the ISO/IEC 7501 multipart standard.

DOC 303 uses terms such as "person”, "helder", "name of holder", etc., but does not explicitly gtate that only
a natyiral person as an "individual" can _be*a "holder" of a machine-readable travel document, i.¢., not a legal
person. This was always assumed implicitly. From an Open-edi perspective, these criteria shquld be made
explidit. (Person also is not defined-in-this standard).

NOTE| The same Person, as antindividual, can have more than one global ISO/IEC 7501-based identifier] i.e., hold more
than ohe passport, depending @n the rules of the Issuing State(s).

D.4.3 Conclusions

The gxisting international standards identified above have common requirements for data, i.e., data elements
pertaining to ‘a-Person. The data element values are structured and pre-defined. It is recognized that each of
these| standards has a specific focus and scope. All of them, however, are relevant to standardization
requil]ements in support of (electronic) business transactions, a.k.a. e-commerce, e-business, $government,
etc.

Rather than creating new standards, it is strongly recommended that those using the Open-edi
standardization framework and this ISO/IEC 15944 standard place a priority on using existing
standards in an integrated manner to create generic base standards. Another term here would be a
generic bridge standard, i.e., the need for a data element-based generic standard for unambiguous
identification of Persons (individuals).

Rule D-5*:

The number of data elements pertaining to Persons, generally, and individuals and organizations
specifically comprising common/basic name and address information is finite. Many have already been
defined in various international standards (as well as in government standards). They should be
consolidated/integrated.
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fication of Persons

ISO/IEC 6523 — Structure for the Identification of organizations and organization parts
ISO/IEC 7501 — Identification cards — Machine readable travel documents

ISO/IEC 7812 — Identification cards — Identification of issuers

Identification of Address (and Persons/personae)

1) Identi
[ ]
[ ]
[ ]
2)
[ ]
Any project

unambiguous
development

supp

e focus
use g
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flexib

ensu
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be IT|
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D.5.1 Intro

In Open-edi &
to address ¢
external cons

It is not the
However, it i

This is the p
business tran

maximize facilitation of interoperability of data elements, pertaining to name, addresseg

identification of Persons in electronic business transactions, should be based on the foll
principles:

hrt a structured and data element-based approach,;

on the common, generic requirements but allow for "user extensions";

nd integrate relevant international standards (or parts thereof);

pdular and have the ability to support various levels of details, i.es granularity, thereby pro|
lity in its use in heterogeneous applications;

e the ability to support requirements of privacy legislation, publc and private sector;

fication data among players in electronic commerce;i.e., as required in business transal
n compliance with applicable legislation); and,

Lplatform neutral and independent of specific applications.

common policy and implementation considerations for the unambiguo
on of Persons as individuals

juction

nd related standards development work, on the Business Operational View, the need to b
bgal requirements in(electronic) business transactions is a recurring issue, especially
traints which are of-athorizontal public policy nature.

purpose of this;and other Open-edi related standards to attempt to resolve these is|
5 useful tohelp reduce misunderstanding about some common external constraints

irpose-and context of Clause D.4. One major area of public policy issue impacting eled
saction is that of the interactions of:

ISO/IEC 9594/X.500 Directory Services (focuses on bindings between objects and their locations).

for the development of a standard(s) for naming, addressing and identification to,slipport

bwing

viding

and
Ctions

us

b able
those

sues.

tronic

individual

individual

| <> organization; and,

| < public administration.

{See further above Clauses 6.1.3 and 6.1.7}.

At the time that the Open-edi Reference Model was developed, individuals, on the whole, participated in EDI-
based business transactions with each other only via organizations. The rapid world-wide development and
use of the Internet in support of business transactions has led to: (1) individuals engaging in business
transactions directly with organizations, i.e., without organizations acting as agents on their behalf; as well as,
(2) individuals engaging in business transactions directly with each other, i.e., individual < individual. At the
same time, the Internet has made possible the conduct of business transactions not only among public
administrations with other organizations but also of public administrations with individuals. {See further on the
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entity "Person(s)" and its Level 1 sub-components, above in Clause 6.2 "Rules governing the Person
component"}

Five key policy issues associated with the unambiguous identification of Persons, especially as "individuals",

in electronic business transactions include:

anonymity;
privacy/data protection136)

what is an "individual”;

(7))

Thesg five key policy issues and their resolution are interrelated. They are summarized in the
follow.

The 3
assur

ble of a "natural” person in a business transaction, i.e. as an "individual" or "organization Pe

ngle global unique "identifiers" for individuals.

pproach to a standards-based resolution of these policy issues presénted here comprises
hptions:

rivacy/data protection is already a major concern of consumeérs with respect to electronic
the wider issue of building trust.

he need for unambiguous identification is relativey\to the context and purpose an
bquirements of the nature of the business transaction in which it is to be used.

onsequently, in electronic business transactions;ythere may be levels of "unambiguity”, i.4
pmpleteness or reduction of uncertainty in identification137).

he higher the level of degree of certainty, i.e., unambiguity, of the identification of a Pe
pstly and more efficient the process fordetermining authenticity.

he need for unambiguous identification of individuals, their desire at times for anonymi
rdinated implementation of the Open-edi standards framework requires a clear response &
he two options presented in:this Annex D should be the "base" option.

Anonymity138)

D-6*:

1) F
i9
2) T
r
q
C
3) T
C
4) T
lo
t
D.5.2
Rule
Ident

business transaction including the seller knowing whether or not the buyer is an individual.

In day-to-day use in business transactions, as well as now electronic business transactions
speaks of clients consumers customers etc not so much of "individuals" or "arganizations™

fication of /a'Person as buyer in a business transaction is not always necessary if

rson";

lauses which

the following

Ccommerce as

0 associated

., degrees of

son, the less

ly, and a co-
1S to which of

(electronic)

one usually

However, it is

the adoption of electronic commerce by individuals which has one of the highest profiles in the development of
strategies for the widespread adoption and use of electronic commerce by the private and public sector alike.

136) With respect to consumer protection aspects, see Clause 6.2.8 "Person and external constraints: Consumer and
vendor".

137) For definitions of the terms "unambiguous" (3.66) and "identification" (3.26), see above Clause 6.1.4 "Business
Transaction: Unambiguous identification of entities".

138) Various issues pertaining to anonymity of an individual in the context of privacy protection requirements are now
addressed in Part 8 of ISO/IEC 15944.
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From an electronic commerce (or e-business) perspective, one often does not need to distinguish whether the
entity which is party to a business transaction is a "natural person” or "legal person”, nor an "individual" or an
"organization”, etc. Credit worthiness, ability to pay, secure payment, etc., of a "Person" are often more
important criteria.

Currently, a buyer can remain anonymous vis-a-vis a seller by presenting a money value token39 in which a
seller has 100% trust, (e.g., cash). Similarly in electronic commerce where the value token when presented by
the buyer to the seller has 100% trust of the seller, the buyer can also remain anonymous (provided the "E-
cash" really has the nature of cash, and does not identify the bearer or holder of the token). Similarly, if a
Person (undifferentiated as to organization or individual) with an e-mail address of jake4ever@gmail.com"
presents an acceptable value token which does not link value token to buyer, the buyer can remain
anonymous ta the seller

Thus, in eled
distinguish th
an individual

tronic business transactions, unambiguous identification does not necessarily require gne to
P nature, i.e., sub-type, of a Person in a business transaction; for example, whether ‘the Person is
br organization (or an organization Person).140)

The process
noted, i.e., pl
activities, thal
remain anon

component of the Business Transaction Model has five basic sets of actjvities which shodild be
anning, identification, negotiation, actualization and post-actualization.14dn the planning [set of

is, the first phase in a business transaction, (prospective) buyers and, sellers can and often do
ymous to each other. The fundamental characteristic of the idéntification phase is that of

establishing gne-to-one bindings among the parties (potentially) involved in abusiness transaction.

D.5.3 Privacy/data protection142)

Privacy/data |protection143) pertains to sets of rights and obligations pertaining to the collection, us¢ and
disclosure of| personal information. Personal information is defined as "meaningful information abqut an
identifiable inflividual that is recorded in any form". Initially, privacy rights and obligations pertained primarily to
personal infgrmation collected, used and controlled by the public sector, (e.g., by federal as wegll as
state/provincipl levels of government). In addition, specific sectors and activities have their own sets of
"privacy" reqyirements, (e.g., banking records, medical records, student educational records, etc.).

However, while initially privacy/data protection_requirements were focused on specific types of buginess
transaction and/or business sectors, these requirements are rapidly becoming generalized for the whole [of the
public and prjvate sectors in many countries, ‘as well as all the countries that are members of the Eurppean
Union.

139) The termp "valuetoken" is a generic term used to cover values of a monetary nature such as cash, money ¢rders,
bearer bonds, pre-paidivalue tokens, etc.

140) Privacy

with whom, for

concerns of individuals who are worried about who knows what you see and spend online on the |

increasingly prevents
Web and go anywhere "cookie free"; (2) to send e-mail through a middle man "remailer”; (3) an anonymous website to
allow anyone (individual or organization) to have a homepage without identifying themselves; and, (4) to support the use
of synonyms, etc. {See further, Quittner, J. (Monday 8 February, 1999) Going private. Time, February 8, 1999, p. 62, or
<<time.com/time/magazine/article/0.917/.990168.00.html|>> (accessed 2009-12-16)}

141) See Clause 6.1.5 and Clause 6.3 "Rules governing the process component".

142) “Privacy protection” is an external constraint the primary source of which are jurisdictional domains. As such, this
concept is defined in the context of external constraints in Part 5 of ISO/IEC 15944, Clause 6.3 “Jurisdictional domains
and public policy requirements” and especially Clause 6.3.3 “Privacy protection”. In addition, Part 8 of ISO/IEC 15994,
which is currently under development, focuses particularly on the more detailed privacy protection requirements.

143) In North America, i.e., Canada and the USA, "privacy" is the term used; in other countries, the term "data protection"
is used, (e.g., those countries who are members of the European Union).
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Within the context of this Annex D, a common working definition for "privacy" is:
privacy:

most often defined as the right to be left alone, free from intrusion or interruption, privacy is an
umbrella term, encompassing elements such as physical privacy, communications privacy, and
information privacy144). Privacy is linked to other fundamental human rights such as freedom and
personal autonomy.

protection de la vie privée:

Définie le plus souvent comme le droit a ne pas étre dérangé, libre d'intrusion ou d'interruption, la
protection de [a vie privee est un terme generique englobant des elements comme [a [confidentialité
matérielle, la confidentialité des communications et la confidentialité des renseil?nements. La
protection de la vie privée est liée a d'autres droits fondamentaux comme la iberté et 'autonomie
individuelle.

Similarly a working definition of "personal information" here is:

"personal information: Any information about an identifiable individual that is re¢orded in any
form, including electronically or on paper. Some examples would be information abgut a person's
religion, age, financial transactions, medical history, address;of blood type".145)

"renseignements personnels: Tout renseignement_au,-sujet d'un individu identiffable, qui est
enregistré sous une forme quelconque, y compris électroniquement ou sur papier. Ce¢la comprend,
par exemple, les renseignements a propos de la réeligion, de I'age, des opérations financieres, du
passé médical, de I'adresse ou du groupe sanguifi.de quelqu'un”.

It is optside the scope of this Annex D to discuss this matter further. It suffices to note that one kgy objective of
the development of the Business Transaction Model is the ability to support the privacy/data protection
requitements for the implementation of Level 1 - External Constraints on Business. These chall¢nges include
defining what is an “individual” is and whatxare the criteria for an "identifiable individual"| from an IT-
enablement perspective.

However, it should also be noted that the basis and point of departure of the classes of constraints in the
Business Transaction Model is that ofiirvolving internal constraints only, i.e. no external constrdints, and with
"Perspn" undifferentiated, i.e., onefieed not distinguish whether the Person is an "individual" or "prganization”.

144) Key requirements of privacy with respect to recorded information about an identifiable individual include:
1) informed consent by the individual as to the purpose and use of such recorded information

2) ensuring that such recorded information is timely, relevant and accurate (and if not, it is deleted)

3) dispute resolution processes as to accuracy and use of such recorded information.

145) In some jurisdictions, privacy/data protection legislation can apply to electronically, i.e., computer system-based,
recorded information only.
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One can thus develop generic and re-useable scenarios and scenario components involving internal
constraints only for use in business transactions. Scenarios and scenario components built to support
requirements of external constraints such as those of a privacy/data protection nature would use, i.e. inherit,
these existing scenarios and scenario components involving internal constraints only.146)

D.5.4 What is an "individual" and what are criteria for an “identifiable individual” ?147)

One needs to have a definition for individual in the dematerialized world of business transactions, i.e., what
are the unique attributes and behaviours of "individual" which allows one to distinguish "individual" as a unique
entity/object from all the other objects one's information system is dealing with?

No standard[definition, niernationally or domestically, currently exists for maividual™. 7o A revipw of
terminology pf international standards could not identify a standard which contained and defined the
concept/term|"individual". Rather international standards tend to define particular roles of an individugl in a
business prog¢ess along with associated data elements, (e.g., passport holder, cardholder, entity,’ etc.).

The concept/ferm "individual" needs to be defined in a consistent manner not only in the context of existing
and future prjvacy/data protection requirements but also as a component of medium Geutral legal/regylatory
frameworks. This has been done in this ISO/IEC 15944 standard.
Rule D-7*:

"Individual” [is the attribution of the property of indivisibility to a batural person, i.e., in mjaking
commitmentp, ability to have rights and obligations, being accountable/responsible for, etc.

146) Subseqguent to the development of Part 1, Part5 of ISO/IEC was developed. The focus of Part 5 is that

of external cgnstrains of jurisdictional domains. One-slich set of external constraints are thoe of a “public policy” nature.
See further Clgquse 6.3 “Jurisdictional domains and public policy requirements”. Based on this earlier Part 1 and addjtional
work,

“priviacy protection is now defined\as
set df external constraints of a jurisdictional domain pertaining to recorded information on or about ah
idenfifiable individual, i.e., personal information, with respect to the creation, collection, management,
reterjtion, access and use-and/or distribution of such recorded information about that individual including its
accuracy, timeliness, and-relevancy

NOTE 1 Recorded.information collected or created for a specific purpose on an identifiable individual, i.e.| the
explicitly sharedgeal of the business transaction involving an individual shall not be used for another purppse
withgut the explicit and informed consent of the individual to whom the recorded information pertains.

NOTE 2 Privacy requirements include the right of an individual to be able to view the recorded informatior]
abodt him/Her and to request corrections to the same in order to ensure that such recorded information is
accurate’and up-to-date

NOTE 3 Where jurisdictional domains have legal requirements which override privacy protection requirements
these must be specified, (e.g., national security, investigations by law enforcement agencies, etc.).

[ISO/IEC 15944-5:2008 (3.109)]

Finally, it is noted that the focus of the ISO/IEC 15944-8 standard is “Identification of privacy protection requirements as
external constraints on business transactions”.

147) Various issues pertaining to “management of identitiy(ies) of an individual” in the context of (legal) privacy protection
requirements are now being addressed in Part 8 of ISO/IEC 15944.

148) A review of international standards (using the online 1SO Internet-based tools at hand) did not identify any standard
which contained and defined the concept/term "individual". International standards that one might expect to contain a
definition for "individual" tend to define particular roles of an individual in relation to a specific business process along with
associated data elements, (e.g., passport holder, (credit) card holder, or more generically "token holder", etc.).
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Consequently, for the purposes of this standard "individual" has been defined as:149)
individual:150)

Person, who is a human being, i.e., natural person, who acts as a distinct indivisible entity or is
considered as such.

The use of the term "Person" in the definition of "individual" means that an “individual" inherits all the
properties and behaviours of a "Person". Secondly, the definition is neutral towards and independent of:

any qualification which a jurisdictional domain may place on human being/natural persen with respect to

Cons
const

This

about
anoth
role o

Whilej

ability to make commitments, be held responsible for, etc., (e.g., "minors", "being incapacitat

raints of this nature exist in both the legal and commercial frameworkspbut are par
aints"151) of the Open-edi Model impacting electronic business transactions.

efinition is harmonized with basic concepts underlying privacy. "Pefsenal information", i

er Person in the context of an eventual delivery of a good or service provided by that other
f seller.

ed", etc.).

of "external

b "information

an identifiable individual”. This includes information provided by /an individual about him/herself to

Person in the

this definition of "individual" serves as a common base/ i.e., as part of a set of minipnum external

const

aints, one needs to have specific criteria for what constitutes "identifiable" as in "identifial

le individual".

Curre]

ntly such criteria_do not exist. Further, the interplay of the issue of "anonymity” and

Linambiguous

identi

ication needs to be addressed.

D.5.5
"org

With

requiements, one will need to be able\to determine in the identification phase of the process cg

when|one is marketing/selling goods-and/or services, whether the Person one is dealing with is @n identifiable

indiv

hnization Person™)?

espect to business transaction and-the application/implementation of the Level 1 privacy/d

Role of a natural person in a business transaction as "individual or organizg

ition" (or

hta protection
mponent,152)

ifual or not, i.e., an "individual" or an "organization" (or "organization Person53)). |

the former,

privagy/data protection requirements would apply, if the latter, these would not apply, (and to the information
on a '|Person").
Consgquently, from (anelectronic business transaction perspective, it is necessary to hgve a clearly

under

stood definition. of "organization”, i.e., if one is dealing with an "organization" and not a

n "individual",

(e.q., [for the associated information on an organization, privacy/data protection requirements wouyld not apply).
Therq is an international standard definition for "organization" which also is used in this standard] i.e., ISO/IEC
6523.[{See-further Clause 5.2.5 and Annex E}

As a

149) See further Clause 6.2. "Rules governing the Person component” and specifically Clause 5.2.7 "Person and external
constraints: Individual, organization and public administration", as well as Annex E (Informative) - Business Transaction
Model: Person component.

150)
151)

See Clause 3.28

See further Clause 6.1.6 "Business Transaction Model: Classes of constraints".

152) See further Clause 6.3 "Rules governing the process component”, as well as Annex F (Informative) - "Business
Transaction Model: Process component”.

153)

See definition of "organization Person" in Clause 3.46.
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individual is a natural person with a specific role(s) in a process;
a natural person in the role of a buyer also supplies information;
a natural person in the role of a "buyer" is the recipient of a good and/or service.

A key gquestion is whether information provided by a natural person in the role of a buyer is deemed to be, i.e.,
to be treated as, that pertaining to an "individual" or an "organization"?

In many jurisdictional domains, and in the context of the Goods and Services Tax (GST) or value-added Tax
(VAT), anyone who provides a good or service is deemed to be an organization, irrespective of whether the

good or serv
providing the

ISO/IEC 652
reference in |

ca nravidad ic zara ratad avamnt aor tha anadclcarvicac nravidar ic avamnt ar tha
Ce—pProHae 15— ro—Tatea—exe PO HEe—g080e6SSePACESProHEEIS—ExempPH—o—ne

good or service is an incorporated person, (e.g., "legal" person) or not.

B takes a similar approach in its definition of "organization" (which is adopted as a norr
nis standard).

The NOTE and EXAMPE 2 of the ISO/IEC 6523 definition of "organization" states:

NOTE The kingls of organizations covered by this International Standard include the following examples:

EXAMPLE 2 A

In summary
unincorporate
Open-edi sta

N unincorporated organization or activity providing goods and/or services.)..

ISO/IEC 6523 considers, any Person irrespective of their. particular "legal" status (inc
d natural persons), who provides a good and/or service,is‘deemed to be an "organization'
pdard takes a similar approach, i.e., any Person in thé tole of a seller in a business transac

=erson

native

uding
. This
lion is

deemed to H

e _either a "Person" (internal constraints only pérSpective) or an "organization" (as m

Ay be

required whe

N minimum external constraints are included).

Similarly, a b
constraints a

"organization|

lyer is deemed to be simply a Person unless:in the business transaction being modelled eX
bply which require one to differentiate_among the three sub-types of Person, i.e. "indiv
or "public administration".

D.5.6 Unambiguous identification of individuals - two basic options

In the preced
frameworks v
be resolved,
scenarios, sd
components)
issues are to

The results g

ing Clauses, some key jssues and requirements of both the commercial framework and
ere identified pertaining to'the unambiguous identification of individuals. Before these issug
t is necessary to have.agreement among those modelling a business transaction in the fq
enario attributes, @nd scenario components, i.e., roles and information bundles (and ser
and registering.the same for re-use, on the overall approach or context, within which
be resolved.

two options f

f the research and analysis undertaken in support of this standard is that there are esse
r resolving the issue of unambiguous identification of Persons as "individuals “: namely, (1

can be called| "the'Swedish option"; and, (2) what one can call the "Rest-of-the-World (ROW) option".

T

ternal
dual”,

legal
S can
rm of
hantic
these

htially
what

Option 1:
1)

SWEDISH SOLUTION154)

One single nation-wide schema and registration authority whereby each discrete and unique natural

person has a single (official) persona and is assigned a unique identifier at birth to be used for life
(and thereafter).

154) It should be noted that what is called here the "Swedish Solution" is not unique to Sweden. Other countries have
(and may have) taken a similar approach. The USA and Canada among others have not. It is just that Sweden has the
most transparent and clearly stated rules with respect to unambiguous identification of individuals, i.e., through single IDs.
It also has very strong privacy legislation and is the country which pioneered the concept and implementation privacy/data
protection.
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2) This single persona and the unique ID for each natural person is to be used for multiple different
purposes and in various contexts, i.e., basically a one-to-many relation.

3) Data elements ensuring unambiguous name representation and identification of individual are
prescribed (including biometrics), their values are captured in database(s) and then used to produce a
single unique "personal identifier" which in turn is used to produce a card/token, i.e., on a one-to-one
basis. National standards are developed for an integrated "smart card" for this purpose.155)

Option2:  REST-OF-WORLD (ROW)

1) Multiple registration schemes and authorities and associated identification schemes and associated
sets of data elements reflect needs of different purposes and use, i.e., contexts.

N

Person has multiple personae and associated IDs, i.e., basically many-to-many. This+|s so for both
"natural" persons and "legal" persons (or organizations).156)

From|an Open-edi perspective, one has two basic options, the “Swedish option™ or the [ Rest-of-the-
World option”.

Both [Options are possible. From a standardization perspective either option” can be supported through
develppment of standards 157) Cost-efficient and effective development jof standards as fwell as their
widegpread adoption and use requires a decision to be taken.

With fespect to the Swedish option, it is technically feasible to desigh“and operate a registration schema for
uniqupe (single) unambiguous identifier for each discrete naturalk.person, i.e., use of biometrics] (fingerprints,
iris patterns), genetics, (e.g., DNA), etc. However, building suchyan infrastructure requires a massive upfront
finangial investment.

For stich a mechanism to be effective requires universal participation either voluntary or through legislation.
Howeyver, at present, neither of which these is likely’to happen in the near future in many fountries.158)
Consgquently, a single global schema for unambiguous identification resulting in a single universal identifier
for egch unique natural Person is not a viable seenario.

In the| present world, there is not a single universal schema for the provision and registration of afunique single
unampiguous identifier for each single~unique real world person (natural or legal). Current schemes which
have such objectives are bounded.hy jurisdictional domains and in their operation. In addition, the use of the
resultjng identifiers is restricted bydaw or contractual agreement for a particular purpose. Changes in law and
agregments among jurisdictional;domains and levels of jurisdictional domains are required for apy "universal”
singlg schema, i.e., adoption of the Swedish Solution in all countries and worldwide. Also the iptroduction of
singlg universal identifier for'a one-to-one linkage to a unique single real world Person could wejl lead to new
types|of security problems.

155) [The’ Swedish National Standards Body, i.e., Svensk Standards (or "SS") has developed several standards to this
effect.Fhey-are:

— Svensk Standard SS 61 43 30 (1998) Identification Cards - Electronic ID Application;
— Svensk Standard SS 61 43 31 (1998) Identification Cards - Electronic ID Certification; and,
— Svensk Standard SS 61 43 32 (1998) Identification Cards - Electronic ID Card - Swedish Profile.

156) On "persona" and "identification", see further Clause 6.2.2 in the normative part of this standard and Annex E
(Informative) "Business Transaction Model: Person component”

157) Here the legal framework of a jurisdictional domain plays primary role. For example in the application of ISO/IEC
7501, a jurisdictions as a recognized and registered ISO/IEC 7501 passport issuer may have the rule of permitting an
"individual" to hold and have only one valid passport while another jurisdictional domain, as a recognized and registered
ISO/IEC 7501 passport issuer may allow an "individual" to hold more than one valid passport.

158) The "Swedish Option" in any country requires applying enabling national legislation harmonized at both the federal
and state/provincial levels locally and then internationally.
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The most viable approach for Open-edi standards development is the "Rest-of-World" option. Even if any
country should change its current policy in this area and use/mandate the Swedish option domestically for
"natural persons”, it would still have to be able to accommodate the "Rest-of-the-World" option for
international business transactions.

The conclusion, is that the approach for resolving issues pertaining to the unambiguous identification of
individuals (in the Open-edi Standards Framework) should be based on the Rest-of-the-World option (with the
Swedish option being considered a peculiar sub-set of the same).
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Annex E
(informative)

Business transaction model: Person component

Introduction
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e same as those stated in these normative Clauses as well as for the figures even thou
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Xperts in security services;
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I$O and ISO/IEC JTC1 standardizers.

ork identified gaps in an integrated” approach incorporating requirements of commerg
orks and those of existing telecom/IT standards including security services.

The rples, guidelines and associated terms and definitions in Annex E incorporate those of relg
intern@ational standards, referenced in this standard, and introduce other rules in order to bridge
The iptended result is an approach which links these different perspectives and integrates their re

The g
decis

rimary reason fer\this Annex E is that there are no standards which focus on the makin
ons and commitments, nor on the attributes and behaviours of entities and specifically "H

the uique type of ‘entity able to make commitments.

Whet
softw.
immal

er or<net’a "Person” decides to delegate its decision and commitment making to be e
hre, program, (e.g., use of an "expert system"), “artificial intelligence”, "intelligent age
ferial to the fact that the Person who "delegates" authority through these or other IT m
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gh both have
uirements for
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ial and legal
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pXisting gaps.
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eans, i.e., as

techn

Cal components, IS STl held 10 be responsipble, accountable, llable, elC., Tor the decisio

commitments made in a (electronic) business transaction.

s taken and

This annex is also meant to assist users of this standard who are either not familiar with open-edi standards in
general or whose main focus to date has been on functional services view (FSV) standards only.

This is one of three informative Annexes which provide additional required information on one of the three

fundamental components of a business transactions; namely, “Person

process”, and “data”.

159) In this Annex E, as in the ISO/IEC 15944 standard, the use of "Person” with a capital "P" is used to indicate that it is
used as a defined term (See Clause 3.47), i.e., as differentiate from the day to day use of the word "person".
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Rule E-1:
A business transaction requires Person, process and datal60)

These three fundamental components are presented graphically in Figure E.1 (as taken from Figure 7 in
Clause 6.1.5).

T

PERSON

DATA PROCESS

Figure .1 — Business Transaction Model — Fundamental components (Graphic illustration

A representation of Figure E.1 using the Formal Description Technique (FDT) Unified Modelling Language
(UML) as the[OeDT here for this rule; yields the following:161)

160) See further the normative Clause 6.1.5 "Business Transaction Model: Key components”.

161) Here in the UML figure above “contains” is used as a synonym for “association”.
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Person Process "Data"

e E.2 — UML-based representation of Figure E.1 — Business\Tfahsaction Model — H
components

Purpose

urpose of this Annex E is five-fold; namely:

D incorporate and support a key aspect of the“/BOV, namely that of making business
pommitments;

b capture the business operational requitements from both commercial and legal perspectiv|

b capture the unique attributes -of* "Person” as the entity in business transactions 3
ommitments;

p ensure that this standard\can be used in support of both organizations and individuals
usiness transactions via Open-edi; and,

b ensure that this standard recognizes and can support the role of "regulator” in addition t
buyer” and "sellér"yin a business transaction.

pproach taken'in this Annex E is to identify and define the distinguishing properties and

bn" in thé context of a business transaction (and associated categories of "individual", "orga

"publi
Thes
feed

C administration”) in the form of clear and precise rules as well as associated terms ar
rules’ and associated guidelines summarize the results of the analyses, findings, disq
ck-for this standardization work which focus on an integrated approach to the variol

4-1:2011(E)

undamental

lecisions and

ES;

ble to make

engaging in

p the roles of

behaviours of
\nization" and
d definitions.
ussions, and
s sources of

business requirements.162)

These ISO/IEC 15944-1 terms and definitions serve as common bridges/links among policy makers, industry,
consumers, IT specialists, etc. They are also to be used as common bridges among the legal and commercial
frameworks with the information technology framework and standardizers.

Accompanying the "rules and guidelines" are brief explanatory notes. A key result or outcome of these rules
are key fundamental common definitions and associated terms in support of widespread adoption and use of

Open

-edi, (e.g., as in e-commerce, e-business, e-government, etc.).

162)

© 1SO/

See Figure 3 in 0.2 "Requirements on the Business Operational View aspects of Open-edi".
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E.3 “Person” in a business transaction

An electronic business transaction, like business transactions in general, requires "Persons", i.e., as decision
makers, as the key real world entity and point of departure (instead of information technology applications,
devices, tokens, information systems, etc.).

Rule E-2:

Business transactions require both information exchange and commitment exchange.163)

In Open-edi business transactions, information systems are deemed to serve as extensions of Persons who
data

identify themselves-in-a-business-transaction-in-a-dematerialized manner, Le ' thrmlgh electronic rligitiwa

elements, ins

A key underly
able to diffen
information a

The term "entity" is defined in ISO/IEC 2382-17:1999 "Information technology — Vocabulary - Databases'

Rule E-3:
Person is th
Guideline E-

In this stand
ability of ap

Irrespective 0
the only ent

obligations entered into, can be)held accountable for their actions, etc.

Under comnponly accépted international law, in any business transaction, whatever the naturg

combination
only entities

ing need of the issue of unambiguous identification is the ability in a dematerialized world
entiate a Person from all the other entities that one is dealing with, among the ‘partici
nd communication technology systems, i.e., through the digitized data being inteérchanged.1

17.02.05 entity:

any concrete or abstract thing that exists, did.exist, or might exist, inc
associations among things
EXAMPLE A person, object, event, idea, process; etc.

NOTE Please observe that an entity exists whether data about it are available or not.

e only entity able to make commitments in a business transaction.
BG1:

ard, the term "Person" is used to represent the generic use of the term "party" plu
Arty to be able to make gommitments with respect to a business transaction.

f the use of any particular information technology and related devices in Open-edi, "Person
ties which are legally recognized as able to make commitments, agree to the right

pf information technologies involved, the participating parties must be "Persons". Persons 3
which jare and can be held legally responsible and accountable for their actions, inc

authenticatiorI\, authorization, commitment, etc.

tead of through their physical presence or a physical surrogate, (e.g., paper documentation].

to be

hating
54)

as:

uding

s the

5" are
5 and

and
re the
uding

A generic definition for Person is required, i.e., a "Person" as a unique type of entity in a dematerialized world
differentiated from all other entities as those currently defined, and found in information technology standards
such as objects, applications, devices, information systems, processes, sets of software code (or "applets" as
"callable objects"), etc.

163) See further the normative Clause 6.1.3 "Business transaction: Commitment exchange added to information
exchange".

164) For example, in the dematerialized world of Open-edi, how does one differentiate between, on the one hand, (a)
<<jake.knoppers@disney.com>> or <<jake4ever@disney.com>> which are representations of real world person, and (b)
on the other <<mickey.mouse@disney.com>> which is not a real world person?
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Various dictionary definitions for "person” exist. {See Oxford/Webster/Larousse}. Compounding the issue is
that under various laws within a jurisdictional domain, let alone among jurisdictional domains, multiple
particular definitions of what is or what is not a Person exist. Research, analysis and discussions with
JTC1/SC32/WG1 members and others, (e.g., lawyers), resulted in a number of findings. Summarizing and
integrating these findings from the perspective and needs of the dematerialized world of electronic business
transactions has as objective the ability to differentiate a "Person” from all other types of entities, i.e., as a
unigue entity type (or object). This resulted in a definition of "Person" and the identification of a set of
properties of a "Person".

Rule E-4:

A "Person' is defined-as:

“Personl6)

entity, i.e., a natural or legal person, recognized by law as having legal rights and duties, able to
make commitment(s), assume and fulfill resulting obligation(s), and able.of¢being held accountable
for its action(s)

NOTE 1 Synonyms for "legal person" include "artificial person”, "body jcorporate”, etc., depgending on the
terminology used in competent jurisdictions.

NOTE 2 "Person" is capitalized to indicate that it is being used. as formally defined in the standards and to
differentiate it from its day-to-day use.

NOTE 3 Minimum and common external constraints.applicable to a business transaction often|require one to
differentiate among three common subtypes of Person, namely "individual", "organizationf’, and "public
administration”.

The three unique properties of "Person" alreadysidéntified include:

1) g human being (natural person) or body corporate (legal or artificial person) having rights and duties
bcognized by law;

-

2) tIe ability to act in some capacity, make commitments and fulfil resulting obligations; and,

3) tle ability to be able to be held accountable for actions, behaviours, decisions, etc.
It is important to note that\from an (electronic) business transaction perspective, all three properties shall
exist/be present for an entity to be identified and referenced as a "Person".

A boqy of rules (ineluding laws and regulations) exist which set external constraints on busines$ transactions
on the allowable."behaviour of Persons and/or proscribe expected behaviours, i.e., in additipn to internal
constfaints which the parties to a business transaction imposed upon themselves66) These rile sets apply
genetally and/or locally as well as in relation to the provisioning a particular good or service. These rules, as
extermalk.constraints apply to Persons in the general sense. Many of these rule sets arising ffom the legal

: g A : v ; A al persons or

165) This definition has been drafted to cover both the present material world and the emerging dematerialized world. It
is drafted to be independent of any particular information technology, i.e., is medium neutral. A Person as an entity
recognized by/in law can be considered to be a "juridical Person" or in French "Personne juridique". A key property of a
"stateless" human being is that he/she is not considered to be a Person "recognized by law". Another example in the area
of reproductive technologies is that laws differ in various jurisdictions as to when a human being in formation becomes a
"natural person” recognized in law.

166) On "internal constraints" versus "external constraints”, see further the normative Clause 6.1.6 "Business transaction:
Classes of constraints".

167) See further below Clause E. 7 "Person and external constraints: Individual, organization and public administration".
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Present day business transactions are in compliance with these external constraints rule sets domestically
and internationally. It is assumed that in (electronic) business transaction, "Persons" will also comply with
applicable external constraints, (e.g., laws and regulations updated and made medium neutral as required).

E.4 Personae, identification and Person signhature

E.4.1 Personae and identification

Unlike (material) objects, Persons represent and identify themselves (as well as other Persons) in a variety of
ways, i.e., through different personael68) depending on the context of the business transaction.

The set of rul
Rule E-5:

A Person sh
personae.

Persons (nat
ways, i.e., h3

identities repfesent the intersection of the activity or function the Person is efigaged in and the role the P

plays in a bus

In different
similar or dif
associated id
physically pr
Person to the

In the demats
a representa
versus "mick
and addressi

are only varigtions in values in a set of data element(s).

A real world
An IT system

s and guidelines which follow summarize the key aspects of "personae”.

all be identified or represented in a variety of ways, and shall be able to'have one or

iral or legal) currently do, and will continue, to identify and represent themselves in a var
lve at least one and usually multiple personae. These various-personae and their asso

iness transaction.

usiness processes, the same Person may, and oftén does, represent him/her/itself th
erent personae. In the physical world and the paper-based world such representation
entification are made unambiguous through the context, i.e., a Person (natural or leg
pbsent or the paper-based documentation pravides sufficient contextual information to
persona used.

rialized world, one cannot readily ascertain whether the entity one is dealing with electronig
ion of a real world Person or not, (é.g., "jknoppers@disney.com" or “jakedever@disneyf
bymouse@disney.com”). The examples provided all meet Internet IP requirements for r
ng, i.e., sent to or receive information from an addressable device. From an IT perspective

Person (natural or legal) represents her/him/itself in one or more different ways, i.e., pers
does not "know" whether the values in such (a set of) data elements represent a real

more

ety of
Ciated
erson

rough
5 and
al) is
ind a

ally is
.com"
buting
these

onae.
world

Person or no

t. The identification ‘and representation of a persona of a Person is done through one or

data element
persona used

Integrating th

perso

by a Person;
b above.results in the following definition:

&

more

5. In short, the context or role of a Person in a business transaction has a major influence ¢n the

set of data elements and their values by which a Person wishes to be known and thus identified in a
business transaction

168) The Latin word for person is "persona” in the singular. In literature, "personae” are the characters (assumed by
actors) in a play or novel. In Jungian psychology, a persona is the set of attributes adopted by an individual to fit himself
for the social world which he sees as his or the personality an individual presents to the world. {Oxford/Webster}

170
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In addition, to name(s) of a Person, the set of data elements comprising a personae can include information

such as address, (physical or virtual), nicknames, trade names, pseudonyms, numbers, codes, date of birth,
etc.169)

Figure E.5 (taken Figure 9, Clause 6.2.2) provides a graphical representation of the links of a single same
Person (natural or legal) — personae in different context roles.

Contexts of different business
transactions and their governing

Real World rules
Entity
persona A
(Default Common)
Person
persona B |
personaC |

persona X, etc. |

Figure E.3 — Links of a Person to its persona(e) in the context-of different business transactions and
their governing rules

A representation of Figure E.3 using the Formal Description Technique (FDT) Unified Modellihg Language
(UML) as the OeDT here, yields the following:

Real World Entity Contexts_ of Different .Businessl
Transactions and their Governing Rules

Persona Set

Person 1 eontains . The set of dafa AN
~~~~ elements and|their
values by which a
Person wishes to be
Persona known and thps
identified in a
business transaction

pefsonae : Persgna Set

1.* +contained in

Figure E.4 — UML-based representation of "Figure E.3: Links of a Person to its persona(e) in the
context of different business transactions and their governing rules"

169) A common persona for all individuals, i.e., natural persons, is that of the name by which the individual after birth was
registered, a civil act (or "baptised”, "circumcised”, or similar religious ceremony). However, individuals immigrate. A
substantial number of citizens in various countries have/use "names", i.e., a persona, which are different from their
original/first persona. Examples here include use of transliterated Latin-1 characters, changes for cultural adaptability
reasons such as the phonetic rendition of the original name/persona causing problems (apart from pronounce-ability), etc.
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Before continuing, it is useful to provide some examples of the same real world Person having multiple
different personae and associated different identifiers in the context of various business transactions.

EXAMPLE 1 A bank as a "legal person"/ "organization179) " with multiple personae and associated identifiers71)

a) A bank acting in the formal role of a bank as a regulated entity under Canadian, USA, Japan or U.K. banking
legislation, and as part of a federation of banks world-wide identifies itself and interacts with other banks through a
unique identity (number) issued by SWIFT for interbank fund transfers.

b) The same bank acting in the role of employer as any other employer in a country unambiguously identifies itself to the
taxation authorities via a unique number issued by such an authority.

c¢) The same bank acting in the role of a seller of goods and/or services collects applicable taxes on behalf of the
governmefi(s) in whose jurisdictional domain(s) the sale 1S deemed to have taken place, I.e., Goods and, Services
Tax (GST] or Value-Added-Tax (VAT) identifies itself through a unique identifier numbers issued by GST/NMAT|at the
national/fdderal level as well as at the provincial/state/lander/canton level as required (as well as through)equjvalent
unambigupus identification schemas and associated identifiers for the other jurisdictional domain(s)).

d) The samelbank in the role of a buyer of goods and/or services can unambiguously identify itself ina‘variety of ways. A
common dne being the Data Universal Numbering System (D-U-N-S).

e) The same| bank in the role or member of a community with restricted membership and specialized functionsj (e.g.,
Cirrus, EQC, Canadian Payments Association, etc.), unambiguously identifies itself throtigh a unique identifier jssued
by/associdted with each such member of this community.

f) The samqg bank in the role of an incorporated entity can unambiguously, identify itself through its legal ngme or
operating hame. These names of an organization (either or both the legal or-operating name) can be in more than one
language, |especially where the jurisdictional domain has more than onelefficial language.

g) The same|bank in the role of market differentiation or positioning ‘€an unambiguously identify itself in its present (or
prospectivg) persona through a "trademark”.

h) The same|bank in the role of a registration authority in federation of debit/credit card issuer both identifies itsg¢lf and
Person (nptural or legal) to which the card is issued, {See ISO/IEC 7812, Identification cards — Identification of
issuers, ag explained in Annex D}.

i) The samg bank in E-commerce can unambiguously identify itself through an Internet domain name or Uniform
Resource |Locator (URL). [Note: The Internet IR"Addressing schema is registered through ISO/IEC 6523 by IANA and
has the Infernational Control Designator (ICD) =" 0090"]

EXAMPLE 2 | A "natural person"/ "individugll?2) " with multiple personae and associated identifiers

a) A natural|person/individual hasperhaps the greatest variation in personae. First of all, there are variatipns in
combinatigns of surnames/givén names, initials, honorifics, titles, etc., which can form the personae by|which
individuald can and do repreSent and thus identify themselves in a wide variety of contexts. Any single and pinique
individual pnly has tod0ook at all the variations in personae found in the different tokens, (e.g., credit cards, business
card, drivér's license,) professional membership card, Medicare card, passport, public transport pass, etc.)] each
individual urrently-tises in daily business transactions.

170) For the definition of the term "organization" and related rules and explanatory text, see further below Clause E.5.8.2

171) See further Annex D (Informative) "Existing standards for the unambiguous identification of Persons in business
transactions (organizations and individuals) and some common policy and implementation considerations". For example,
organizations using the ISO/IEC 6523 standard will likely have several different identifiers depending on which of the
organization schemas (ICDs) they are part of.

172) The definition of the term "individual" is found in Clause 3 (3.28), and related rules and explanatory text, see further
below Clause E.5.8.1.
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The same individual in the role of a buyer can unambiguously identify him/herself as a persona through one or more
data elements or sets of data elements which serve as "identifiers": (1) each of which is unique and unambiguous
within the schema of the registration authority who issues them; (2) others which are not considered unique or
unambiguous.

The same individual in the role of buyer is often presented options as to method of payment, i.e., variety of (sub)-
processes. Some of these require unambiguous identification, others do not, (e.g., the equivalent of a cash-based
payment).

Within a particular method of payment such as the use of a credit or debit card, the same individual as buyer can, in each
instance of purchase, decide to use one of several unambiguous identities, i.e., specific combinations of personae and

id

Rule

entifiers as found on one of several credit or debit cards accepted by the seller.

E-6:

The level of unambiguity, i.e., certainty/reliability, of a persona and resulting, identific

Persqd

Most

n ldentityl73) used by a Person, shall be appropriate to the goal of the business tran

bften this is a question of degree of granularity and level of specificityl74)

In dif
throu
requi
identi
identi

Rule

The
exte

Each

h the same or through different persona. The persona itself \can” meet unambiguous
ments for a Person in a business transaction and/or other_data elements may be req
ier. The same persona of a Person used in various busingss transactions may well ha
ier or different identifiers.

E-7:

rTers;ona used shall be associated with a Person identity (Pi) that can be authenti
t

required for the business transaction.

business transaction will consider the persona used, on its own merits depending on th

(inter

al constraints only and/or including. external constraints as well) governing a business trg

example, a peculiar business transaction- modelled through re-useable scenario attributes
comppnents may (1) require the use of(a specific, i.e., predefined, persona (e.g., a passport); wh

may
other
of the

Rule

Busirn
asso

Depe
differe
same

llow for several different existing persona (and associated identifiers) to be used as lon
specified criteria are met, (€.g/, anyone of the following X, Y or Z credit cards are acceptab
persona used by the credit’card holder).

F-8:
ess transactions having different goals may allow a Person to use the same per
nding emsthe goals of the business transaction, a Person can, and often does, use the san

Nt roles and contexts. For example, the data elements comprising the name of a Persd
on‘several credit cards according to the wishes of the Person to whom the credit card (or

iated identification schema (including resulting identifiers), while others prohibit this.

ption as the
baction.

erent business transactions and associated processes, the same real.world Person may represent itself

identification
lired, i.e., an
ve the same
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b set of rules
nsaction. For
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ile, (2) others
g as a set of
e irrespective

sona and its
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Similar token)
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ns, or they can difer.

173) See the normative Clause 6.2.3 "Person - identity and authentication”, as well as below Clause E.4 "Person -
identity and authentication".

174)

On "granularity”, see further Annex G (Informative), Clause G.5.4 "Granularity".
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As a default, the internal constraints governing a business transaction will specify the acceptable personae for
the Persons as parties to that business transaction. A common default here is the acceptance of any
"persona’ as stated on the credit/debit card deemed to be acceptable as a method of payment in a business
transaction. A common special case, as an example of an external constraint, is the requirement to produce
the "persona” found in the passport of an individual when registering for lodging at a hotel. Equally important
is the fact that at times "sellers" in a business transaction, i.e., those providing a good or service, prescribe the
persona that a Person must use. Prescribe means that one has no choice in persona to be used and must
follow clear and precise criteria for the representation of a specific persona in a particular category of business

transactions.

Examples here include:

driver's license or health cards where an individual must use their "baptismal name" (or Latin-1 alphabet

equivalent)

- organizatipns having to use their complete formally incorporated name, (e.g., “Information Managément
Services |nc." instead of "INFOMAN®" or "INFOMAN Inc." or “International Business Maghineq Inc.”
instead of["IBM®").

Guidelines H

A party to
acceptable t
persona ang
offering the
Schema and
Registration
Person/pers

The public sq

-8G1:

D it for the purpose of establishing commitment, (e.g., as the datajelements compris

rules governing their values in a business transaction ate prescribed by the
good, service, and/or right). A systematic approach herglis known as a Regist
the entity registering the persona known as a Registration Authority (RA).175) Usu
Authority assigns an identifier unique within that identification schema to each dig
bna. An RA may use the ID of another Registration Schema if necessary.

ctor in relation to the services provided often preseribes, through law or pursuant regulati

the data ele
government
use of a lega
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change their
another busir]
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With respect
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person's name by which the entity was offieially incorporated and registered176).

BG2:
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domain). With respect to'a name change of a legal person, this may be (1) for the same legal person;

for the samé

b Person, as a "changed" or "different” legal, i.e., artificial person, (e.g., the incorpg

number/ident

fier can remain constant while even though the name of the incorporated entity may changg

a transaction has the option of prescribing the persona (and™aSsociated identifier)

ing a
party
ation
plly a
crete

on(s),
some
Dr the

times
na in
erson

R New
tional
Dr, (2)
ration

?)

175) On "Registration Schema" and "Registration Authority”, see the normative Clause 6.2.3 "Person - identity and

authentication"

as well as below Clause E.4 "Person - identity and authentication”.

176) Where a jurisdictional domain has more than one official language, it is likely that the name by which an
organization was officially incorporated may have more than one linguistically different but equivalent "official names". This
applies particularly, to public sector institutions in jurisdictional domains having more than one official language.
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Guideline E-8G3:

Names of natural persons are not unique. Many different discrete real world natural persons can and

do sh

are the same name (and even date of birth or mother's maiden name, etc.).

Some jurisdictional domains have pools of family names which are common to a significant number of
individuals in that jurisdictional domain so that even adding the Christian name or "pre-name" to the family
name does not result in an "unique and unambiguous" name for that individual in that jurisdictional domain.
Other jurisdictional domains restrict the family names available or variations in family names, (e.g., China).
This also results in numerous distinct and unique individuals having the same "names".

Guidsé

A na

possible data elements comprising a name, (e.g., combination of given pnames,

nickn

Even
possi
name
know!
use tq
know!

Furth
"publi
doma

natur¢ such as Arabic, Chinese, Hebrew, Japanesg, ‘Korean, Thai, Russian, etc.), and anothe

persoj
repre

Guidé

A leg
varioy

Namg
electr
At tin
equiv
name
Therdg

Guidg

bline E-8G4:
ural person can and does identify him/herself in a business transaction threugh
ames, titles/qualifications, etc.).

if a natural person's name is unique, a natural person can identify hin/herself through
ple combinations of data elements comprising such a name, (e.g., combinations of one d
S, surnames, applicable title(s)/qualification(s), nicknames, etc.), by-which that person
N, i.e., identify him/herself. In addition, there are pseudonyms, nomsvde plume, etc., which
identify themselves. The latter are quite common in Internet name/addresses where they &
N as "nyms".

br from a cultural adaptability perspective, a Person generally (or as "individual”, organiz
C administration”) may use one persona for business transactions executed in the langu
n of which they are part, (e.g., an jurisdictional . dotnain where the alphabet in use is of

ha in (international) business transactions using an equivalent Latin-1 alph
Sentation.177)
bline E-8G5:
bl person can and does have multiple names, (e.g., legal, operating, marketing name, etd

s linguistic equivalents of the same.

s of legal persons are nat unique, i.e., possibly within a single jurisdictional domain but not
Dbnic business transaction perspective. A jurisdictional domain may have more than one offi
es legal persons-will have more than one “official” name (and quite often are required to
blent official names in the various languages of a jurisdictional domain. This is especially trd

S for publieSsector organizations in jurisdictional domains having more than one offig
fore, thefallowing guideline E-8G6 applies.
bline E-8G6:

a variety of
surname(s),

a variety of
r more given
wishes to be
persons may
ire commonly

ation" and/or
age of the al
A non-Latin-1
I "equivalent”
abet based

.), as well as

from a global
Cial language.
have multiple
e for "official"
ial language.

A name of a Person (natural or legal) does not necessarily provide for unambiguous identification.

177) A common example here are business cards which, on one side, have printed the persona in the language and
character set of the "home" jurisdictional domain of the Person and, on the other, provide an equivalent persona based on
the Latin-1 alphabet.
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That is:

1)

the same name (and even date of birth or mother's maiden name).

2)

Names of natural persons are not unique. Many different/discrete real world persons can and do share

Names of legal persons are not unique. It is possible that, within a single jurisdictional domain, the name

of a legal person as recognized and registered in that jurisdictional domain is unique but certainly not
from a global electronic business transaction perspective which spans multiple jurisdictional domains.

Guideline E-8G7:

The number
standard da
name inform|

Unambiguous
address infor
to name and
and the ruleg
electronic co
associated wj
unambiguous

It is assumed
drawn from tH

Guideline E-

Associated
use the sam
use of exact

An identifier i
happening. F

of types of common data elements pertaining to the name of a Person is finite. A
a elements can/should serve as a template or catalogue for capturing and excha

ation on Persons in electronic data interchange.178)

identification of a Person and the personae used by that Person pertaining to nam
mation consist of various combinations of attributes, i.e., data elements, of that‘Person pert
address information. The number of data elements for naming Persons (natural or legal) iS
governing their inter-working are known (though often not explicitly. stated as is requir
Immerce). Once a particular combination of name/address data” elements and their
th a persona are captured, those registering such data then assign an identifier which ig
and unigue within that registration schema (or security domain):

that different applications may well require various combinations of Person name data ele
e same generic template or catalogue.

BG8:

vith each persona of the same Person can’be a single identifier, or several personal
e identifier, and/or, two or more identifiers can be associated with a single persona,
y the same "name" on multiple credit\cards with different identifiers).

S a unique value within an identification schema.179) In the day-to-day real world this is a
gure E.5 (taken from Figure 10, 6.2.2) illustrates Person to persona(e) to identifier links.180

set of
nging

p and
hining
finite
ed for
alues

both

nents

B can
(e.g.,

ready

178) Here the ISO/IEC 7501 and 7812 standards provide the basis for such common data elements. {See further above

Annex D}

179) See further the standard definitions for “identification” and “identifier (business transaction)” in normative Clause 3
as well as the normative Clause 6.1.4 “Business transaction: Unambiguous identification of entities”.

180) Different fonts and representations are used for "identifier" to recognize the wide variety in forms and information
technologies used to capture unique identifiers pertaining to a specific persona of a Person.
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Real World Contexts of different Identification
Entity business transactions ﬁ Schemata
and governing rules
persona A —> identifier 1

(common default)

= identifier 2

persona B / -

persona C

Z
/ > identifigr 3
persona D

idXentifief(s) N

PERSON

persona X, etc. 1

Figure E.5 — Illustration of Links of a Person to persona(e) to identifier(s) issued thfough
identification schemata applicable to the contexts of.different business transactipns

A representation of Figure E.5 using the Formal Description’ Technique (FDT) Unified Modelling Language
(UML) as the OeDT here for this rule yields the following;

Contexts of Different

_ _ : Identificatiop
Real World Entity Business Transactions and

X ’ Schemata
their Governing Rules
Person Persona Set Identifier Sjet
personae : Persona Set
1 +contains 1.* Y +contains

Associated with(each persona of N . .
RS 1.*% +contained in

the same Person can be asingle  |..---

|d§_nt|f|er, or sevgral pe_rsonae can Persona —

utilize the same identifier, and/or, - — — Identifier
. . identifiers : Identifier Set

two-ermore identifiers can be

associated with a single persona,

(e.g.,use of exactly the same

"name" on multiple credit cards

with different identifiers).

1.* | +cpntainedin

Figure E.6 — UML-based representation of "Figure E.5: Illustration of links of a Person to persona(e)
to identifier(s) issued through identification schemata applicable to the contexts of different business
transactions”
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E.4.2 Person signature

Rule E-9:

A Person can and does use different signatures and that must be assumed to continue to be the case
in present day business transactions.

a natural person, i.e., as an "individual" or an "organization Person"181) can use:

a signature comprised of all/full set of given names and surnames;

a signature consisting of a single given name and surname;

For example,
1)

2)

3) asignaty
4) asignaty
Rule E-10:

An organiza|
links itself, t

EXAMPLE
depending on t

Rule E-11:

A Person co
It is assumeq
created/gene
Person either
Rule E-12:
In an (electr
combination

infrastructur

Current defin
ensuring the

cryptographic
1) to ensurg
original s
2) to ensur
"confiden

re consisting of one or more initials and a surname; and/or,

re of the nature of an "initial", i.e., to initialize.182)

ion Person183) as an employee or officer acting on behalf an organization "signs'
b a business transaction on behalf of that organization, in a variety,of ways.

An "organization Person” can and does use different signatures in differeft,contexts and for different pu
he roles and functions he/she is responsible for within the organization(

htrols the use of its signature.

that a signature: (a) belongs to a Person, (and is not a "technical (FSV) component");
rated by a Person; and, (c) depending on thé context of the business transaction is used
for the purposes of identification, authentieation, authorization and/or witnessing.

onic) business transaction, the end entities are Persons irrespective of the natur
s of "technical components" of the functional (support) services of the inform
e involved.

tions of digital signature or "electronic signature" in the context of security services foc
integrity of a set/of digital data. For example, a "electronic signature" is an asym
algorithm whieh'binds a set of digitized data, the purpose of which is basically two-fold; namg

e that nosclanges whatsoever occur in the contents of the set of information exchanged be
enderand ultimate recipient, i.e., "data integrity"; and,

e\that such data is available to, i.e., can be read by, only the intended recipient(s

poses

(b) is
by a

b and
ation

IS on
metric

ly:

fween

tality™.

181) See further below Clause E.7 Person and external constraints: "Individual", "organization", and "public

administration”

182) This is quite common where a natural person as “individual" or "organization person" is requested to initialize each
page in a contract or similar legal document.

183) For the standard definition for "organization Person," see Clause 3.44, as well as the normative Clause 6.2.7
"Person and external constraints: Individual, organization and public administration. See also below Clause E.7.
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However, here from an FSV persepective, the sender(s) and recipient(s) as "end users are technical
components, i.e., IT systems, DMASs, computers, applications, etc., and not "Persons”’184. The primary
requirement for both the legal and commercial frameworks as well as that for building trust is to be able to
bind a Person to a signature. Quite apart from any technical solution, (e.g., in the form of electronic, digitized
and/or digital signatures), the first step here is reaching agreement on a common (hon-technical) concept/term
and associated definition which binds a Person to a signature, i.e., "Person signature”.

There are several advantages to the use of the concept/term "Person signature”, including:

1) this is a clear and precise way of binding Person « signature, i.e., as a special and particular type of
signature, i.e., vis-a-vis the existing general/generic IT definition of an "electronic signature"” as an

"agvmmetric encrvntion alaorithm™:
7 A ~ Ll

2) ifis media neutral and transparent vis-a-vis both digital and the non-digital world;

3) itlis independent of the manner, i.e., the HOW, in which a signature is recorded, (e.g., writfen, stamped,
glectronic, use of encryption, etc.); and,

4) ifis a new term, i.e., coined, unambiguous and thus avoids the existing confusion in the area of
signatures and (electronic) business transaction.

Rule E-13:

A sighature which is created by and/or pertains to a Person is, déemed to be a "Person signfture” and is
defingd as follows:

Herson signature

sjgnature, i.e., a name representation, distinguishing mark or usual mark, which is created by and pertains
¢ a Person

—+

Guid¢lines E-13G1:
A Penson signature may be associated with any information or role in a business transaction.
Here |t is important to note that:

1) t’llxe purpose of this dgfinition is to focus on and address the "WHATSs" of a signature |of a Person,
respective of the "HOWS", i.e., methods, means, information technology tools, etc.;

2) this definition assumes that a standard definition for signature exists as a "WHAT" and one which is media
eutral and |TNindependent; and,

-

3) 4 Persanssignature can occur with respect to any set of activities or a Person signature can occur with
PSpECt to any set of activities or processes in a business transaction.

-

Also, Person signature can take different forms and be created by different processes, ranging from physical
to advanced biometrics.

Forms and processes by which Person signatures can be created and have legal status are outside the scope
of this standard.

It is assumed that the parties to a business transaction will, in addition to any internal constraints which apply,
comply with any external constraints governing the use and formation of a Person signature.

184) See further normative Clause 6.1.3 and especially Figure 4, "lllustration of "technical components" as end users of
Information exchange(s) in IT standards".
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Rule E-14:

Depending on the context of the business transaction, a Person signature is used for the purposes of
identification, authentication, authorization, and/or witnessing.

It is important that in the modelling of a business transaction as a scenario, scenario attributes, and/or
scenario components, to specify that when a Person signature is required of any party to a business
transaction the purpose for which such a signature is used and deemed to be valid.

The above Rules and Guidelines, support the requirement of ensuring that the end entities in any business
transaction including those which are electronic business transaction-based, are "Persons", i.e., those entities
which are able—to—make-the rnqllirnd anmifmnnfc, aro held ar\r\nllnfnhln’lrncpnneihln fr\r, etc—A—\ati ty of
combinations| of linkages currently exist among personae, identifications and signatures for the samé.ynique
real world Pefson. This is illustrated in Figure E.7 (as taken from Figure 11 in Clause 6.2.2).

et Person
Contexts of different business Identification ¢
. . S t
Real World transactions and governing schemata signature(s)
Entity gqules
ignatute
" T \</ sigha
persona A |dent|f|el\x
(common/default) ; \%
sighatyre
persona B identifier 2
—_—
P signafure
PERSON
N
persona C A‘\Q) —
ﬁ identifier
\O signatyre
(initia])
-
Qé‘&ona ¢ identifier(s) N
N
signal
N tureX
persona X, etc
Figure E[7°=<Illustration of relationships of links of a Person to (its) persona(e) to identificatign

schemata and resulting identifiers to associated Person signatures - in the context of different
business transactions and governing rules

A representation of Figure E.7 using the Formal Description Technique (FDT) Unified Modelling Language
(UML) as the OeDT here for this rule yields the following:
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Contexts of Different Identification Person
Real World Entity Bu§iness Trgnsactions and Schemas Signatures
their Governing Rules

Person o .
Persona Set Identifier Set Signature Set
personae : Persona Set
1 +contains 1.*{ +contains 1.*Y +contains
i i N T ; ; ; ; ) )
Associated with each persona of - 1.% +contained in 1 +contained in 1% +contained in
the same Person can be asingle | .- — N
identifier, or several personae can Persona Identifier -
utilize the same identifier, and/or identifiers—IdentifierSet pérson-signatures—-Sighature-Set Signature
two or more identifiers can be "
associpited with a single persona,

(e.g., Use of exactly the same
"namef on multiple credit cards
with different identifiers).

Associated with each persona of AN
the same Person can be asingle
identifier, or several personae can
utilize the same identifier, and/or,

two or more identifiers can be
associated with a single persona,

(e.g., use of exactly the same

"name" on multiple credit cards

with different identifiers).

Flgure E.8 — UML-based representation of "Figure E/7: HHustration of relationships of links of a
Pelson to (its) persona(e) to identification schemata@nd resulting identifiers to associafed Person
sighatures — in the context of different businesSs transactions and governing rulgs”

E.5 |Person - identification and authentication

As ddtermined in Clause E.3 above, a Persoeii*thas one or more persona (and an associated idgntifier(s) with
each)l Which persona and associated identifier is to be used depends on the contexts of diffefent business
transactions and governing rules. However, with respect to the role of a Person in a specific instance of a
particular business transaction, a Person will use a single and unigue combination of its pergona and the
assodiated identifier, i.e., as its “P&rson identity” in an instantiated real world business transactior).

Persdn identity is defined as:

Person identity (Pi)
ombination-of:persona information and identifier used by a Person in a business transact|on

Rule E-15:

The Person identity, i.e., the Person and the associated identifier, used by a Person irn a business
transaction, shall be capable of being prescribed depending on the coniext and goal of the business
transaction.

It is assumed that for any business transaction modelled and specified using this ISO/IEC 15944-1 standard
and for which the applicable re-useable scenario(s), scenario attributes, and/or scenario component(s) are
registered using ISO/IEC 15944-2 will explicitly state the nature and contents of the Person Identity(ies)
deemed to be acceptable in such business transactions.

It may well be that for a particular business transaction, such as the provision of a medical service, a particular
and pre-specified and qualified Person identity must be used by the Person (as "buyer") who is the recipient of
such a medical service. And in another business transaction, one or more Person identities may be used, i.e.,
as long as they meet certain specified criteria, (e.g., any valid credit or debit card).
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Figure E.9 (taken from Figure 12 in Clause 6.2.3) illustrates the range of links between Person and Person
identity.

Person identity (Pi) Al

Real World

Entity persona A identifier 1
/Vl Person identity (Pi) B2

| 1 persona B identifier 2

I Person | |

Person identity (Pi) A3

persona A identifier 3
Person identity (Pi)\Zn

\[\.’.
Persona Z @n ifier n
Figure E.9 — lllustration of range of links between Person and Person identity(ies)

A representation of Figure E-9 using the Formal Description)>Technique (FDT) Unified Modelling Language
(UML) as the|OeDT here for this rule yields the following:

1 : Identifier X Person Identity Al

A : Perspna

1 3 Identifier

X Person Identity A3

X : Pgerson

A — B : Persona 2 : |dentifier

X Person Identity B2

Z : Persona n: Identifier |y parson |dentity Zn

Figure E.10 — UML-based representation of "Figure E.9: "lllustration of range of links between Person
and Person identity(ies)”

Business transactions differ in their nature and goals. The rules governing a business transaction: (a) may
allow a Person to use one of several Person identities, (e.g., one of several different credit cards or debit
cards); or, (b) require a Person to have/use a pre-specified Person identity, (e.g., a private health card, a
national health insurance card, a passport, a drivers license, etc.).
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When a Person identity is presented for use in a business transaction, it has to be “recognized” by the other
parties to the business transaction. Each party to the transaction may have its own rules governing the
requirements for establishing a “recognized Person identity.”185)

“Recognized Person Identity” is defined as:

recognized Person identity (rPi)

identity of a Person, i.e., as a Person identity (Pi), established to the extent necessary for a specific
purpose in a business transaction

Rule E-16:

In a business transaction, a recognized Person identity is established by either:

1) mutual recognition and acceptance; or

2) by referring to an identifier in a Registration Schema of a Registration /Authority.

This nule is illustrated in Figure E.11 (taken from Figure 13 in Clause 6.2.3)

Basic Options

Mutugl_ ) recognized
Recoghition % Person identity
J (rPi)

Person identity

[ Registration \

Authority (RA) _
recognized
Person ident{ty

(rPi)

persona
Registration RS
k Schema (pRS) )
Figure E.11 — lllustration of two basic options for the establishment of a recognized identity based on

a Person identity for use in a business transactions

A representation of Figure E.11 using the Formal Description Technique (FDT) Unified Modeling Language
(UML) as the OeDT here for this rule yields the following figure:

185) Depending on the rules governing a business transaction, a Person identity for interchange purposes can be
comprised of a small, finite set of data elements such as those required for identification systems for Persons based on
international standards as found in ISO/IEC 6325, ISO/IEC 7501 or ISO/IEC 7812. {See further Annex D} The set of data
elements required may be more extensive but must still be finite and prescribed.
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Person
Identity

/
/

Recognized
Person Identity

\
\

b

Figure E
establish

When model
options apply|

Guideline E-

16G1:

A recognize
attribute of

Registration §

"Reg

form
alloy

In this standg

%@ Mutual
Recognition
Person
Person )
Identity

Party
/
|

Recognized
Persen Entity

o

Registration
Authority (RA)

12 — UML-based representation of “Figure 11: IllustrationZof two basic options for th
ment of a recognized Person identity based on a Persgn identity for use in a busines
transactions

ing a business transaction using this standardy:it is important to specify which of thes

eing re-useable and thus is the preferred approach in support of Open-edi186).

bchema is defined as:

istration Schema (RS)

vable contents of those fields, including the rules for the assignment of identifiers

rd, Registration Authority is defined as:

P two

Person identity based on a Regisfration Schema of Registration Authority has the added

al definition of a setof rules governing the data fields for the description of an entity and the

Regjstration-Authority (RA)
Pergaofn/ responsible for the maintenance of one or more Registration Schemas includin
assighmentofatnigte-identifierforeachrecognizedentity-inaRegistratton-Sehema{RS)

g the

Rule E-17:

A Registration Authority for Persons shall have explicitly stated rules for transforming a Person identity
(Pi) into arecognized Person identity (rPi) to meet a stated business requirement.

186) In this context it is useful to quote Rule 4 in the normative Clause 6.1.4 "Business transaction: Unambiguous
identification of entities", it states: "Rule 4: existing standards shall be used to the greatest degree possible in the
building and use of scenarios, scenario attributes and scenario components”. In Annex D are presented several
widely used Registration Schemas with Registration Authorities based on international standards.
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When registering such business requirements as part of a business transaction modelled using this standard,
one should state which of these two options is being modelled (and registered). In addition, where it is
possible that more than one Registration Authority's "Person dentity" is acceptable, the list of acceptable
Registration Authorities should be specified. Examples here include: (a) a Person identity issued according in
compliance with ISO/IEC 7812187) (or a subset of the same such as a "MasterCard", a "VISA card", an
"American Express Card", a "Eurocard”, a "DinersClub card", etc.); and, (b) a Person ldentity issued in
accordance with other IS/IEC standards such as ISO/IEC 6523 and ISO/IEC 7501188) and ISO/IEC 7812
wehre the Person is an “individual”; and/or any other international standard proving a similar business
operational requirement. The Guideline which follows captures these requirements

Guideline E-17G1

Ther

identity (rPi) or allow for several of a similar nature. (For example, credit card cpayni

accef]

The €
i.e., P

Persqg

For P

Rule

Inab

In mg
basic
comp

specified.

llles governing a business transaction may either require the use of a specified recog
table from several different credit card issuers).

stablishment or verification of a recognized Person identity will require the capability for &
erson Authentication, especially in electronic business transactions.

n Authentication is defined as:
‘Person authentication

provision of the assurance of a recognized Person ‘identity (rPi) (sufficient for the
business transaction) by corroboration”

erson authentication to be successful, the followingéactions must have already taken place:
— a Person identity (Pi) must have been established; and,

— the Person identity (Pi) must be recoghized, i.e., be a recognized Person identity (rPi) m
—-18:

usiness transaction, Person authentication is established by either:

mutual recognition andiacceptance; or,

process for qaalifying its members.

delling a business transaction using this standard, it is necessary to state explicitly which
options JiScused and/or acceptable when registering a scenario, scenario attribute, an
pnent. Jf.Option "ii)" is used the registration schema (and process) deemed acceptd

hized Person
ent may be

uthentication,

urpose of the

ust exist.

by referring to.predefined Registration Schema and process, i.e., the rules governing the

of these two
p/or scenario
ble must be

E.6

Person and roles: buyer and seller

Rule E-19:

The two basic roles of Persons involved in any business transaction are those of buyer and seller.

187) See further Annex D (Informative) Existing standards for the unambiguous identification of Persons in business
transactions (organizations and individuals), and especially D.5 “Some common policy and implementation considerations

for the

unambiguous identification of Persons as individuals”.

188) Idem.
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They are defined as:

buyer

Person who aims to get possession of a good or service through providing an acceptable equivalent
value, usually in money, to the Person providing such a good, service and/or right.

seller

Person who aims to hand over voluntarily or in response to a demand or request, a good or service
to another Person and in return receives an acceptable equivalent value, usually in money, for the
good, r service, and /or right provided.

Rule E-20

Unless boumd by external constraints, buyers and sellers as Persons are free to undertakg¢ any
business trahsaction involving any good, service, and/or right they mutually agree to.

Explanatory Notes to Rules E-19 and E-20 include the following:

NOTE 1 THe use of the term "Person” in these definitions means that "seller" and "buyerinherit all the properti¢s of a
"Person"”.

NOTE 2 Synonyms for buyer include “client", "purchaser", "shopper" (and "emptor" as in "caveat emptor" =| buyer
beware).

NOTE 3 Synonyms for seller include "dealer”, "merchant", "(service) provider".

NOTE 4 Uge of terms such as consumer and vendor is reservedsas defined terms to be used in connectign with
Consumer profection requirements, as set of common horizontal exteérnal constraints. {See further below E.9}

NOTE 5 THe phrase "providing an equivalent value, usuallys-money" covers the following situations.

NOTE 6 It is up to the buyer and seller to decide and mutually agree upon "an acceptable equivalent value".

EXAMPLE The seller can set the monetary valug.at $0.00 for the good or service provided. The seller may provife this
good or servicq for free in terms of monetary value but'the seller can still retain other rights with respect to the good or $ervice
which the buydr upon receipt of the good or service is obliged to honour. The common example here is the seller retaining
copyright or other intellectual property rights: “The medical, education and social services sector represent areas where the
contents of a bysiness transaction do have value, need to be protected, etc., but such values are of a non-monetary nagure.
NOTE 7 THe buyer and seller to.decide and mutually agree upon "an acceptable equivalent value".

NOTE 8 Injthe public sector, many goods or services are provided for "free" to buyers, increasingly known as "clients".

A primary rdason the-rionetary value for delivery of such goods or services to Persons generally, or
individuals sgecifically;-is that the seller as a public administration has already been "pre-paid" with resgect to
an "acceptable equivalent value" through the collection and receipt of the same in the form of taxes.

NOTE 9 TI‘_e_buyeMﬁeﬂer may. harter i e _not all business fransactions need o involve maoney

NOTE 10 With respect to the seller, the phrase "to get possession of* and "to hand over" may or may not involve full
transfer of ownership rights. For example, the buyer, may purchase only: (a) a "right to re-sell, i.e., the seller retains the
intellectual property rights on the good or service bought by the buyer; or, (b) the business transaction may be a "sale" of a
license to use with the seller retaining the intellectual property rights, (e.g., patents, copyrights, trademarks, or industrial
designs).

NOTE 11  For Open-edi based implementations where the exchanges of equivalent values are primarily of a non-monetary
nature, (e.g., as in (electronic) administration, health, education, social services, etc.), synonyms for seller and buyer are often
"provider" and "recipient” or "client".

NOTE 12 Itis assumed that: (1) either the buyer or the seller can use an agent; (2) that both can agree on involving a third
party; and/or, (3) external constraints may require the involvement of a third party in a pre-specified role.
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Rule E-21:

Rules and practices of buyers and sellers governing business transactions, including those via Open-
edi apply, either to Persons generally or distinguish between individuals, organizations and/or public
administrations189),

It is important to ascertain in a business transaction whether the rules and practices of buyers and sellers
which govern a business transaction: (1) apply to Persons generally, i.e., as internal constraints with no
external constraints applicable; or, (2) distinguish (or need to distinguish) between individuals and
organizations, (and/or public administration) as a results of the application of minimum, common external
constraints.

i.e., Persons,
btection rules
a business

Wherg one needs to distinguish in a business transaction whether one (or more) of the parties,
to thg business transaction is an "individual" and "organization”, it is likely that privacy/data\pri
need|to be applied to "information pertaining to an identifiable individual" associated- with
transaction.
E-22:

Rule

It is assumed that, unless bound by external constraints buyers angd- sellers as Persong are free to
undeftake any business transaction involving any good or service they-mutually agree to.

The basis of Business Transaction Model (BTM) is that it has been derived to provide a simple view of

commerce for which there are no constraints on the actions of buyers and sellers, i.e., the only cpnstraints are
internjal constraints which are those which the parties to the transaction impose on themselves. The Model
recognizes that there often are external constraints on-bayers and sellers imposed by rdggulators and
implemented through public administrations. {See furtherhelow Clause E.7 and Clause E.8.5}

The Business Transaction Model is based on the following assumptions:

1) A natural person in the role of a buyer is deeémed to be an individual.

2) A natural person in the role of a seller.ig’deemed to be an organization.

NOTE|1 This is consistent with the international standard definition of organization. (ISO/IEC 6523)

NOTE|2 This is consistent with a_self-employed and/or unincorporated natural person offering for sale a good or service
(and gJready being considered to be_an organization for sales tax/value-added tax purposes).

E.7 Person and delegation of commitment to agent and/or third parties

E.7.1 Introduction

In mgny business transactions, several other parties are involved other than those in the roles|of buyer and
seller| Two categories of parties most commonly involved are those known as agents and thqse known as
third paltica. theyareseparateandrepresentdifferentroles—traddition—thisissteis uuulp“bat,d by the use

of various terms/words being used as synonyms, (e.g., intermediary, service provider, service bureau, etc.).

It may well be that in one business transaction, a service provider acts as an agent and in another acts as a
third party. (And in other business transactions, a service provider could play the role of seller or of buyer.)
From both a commercial and legal perspective, there is a need to differentiate between (1) "acting on behalf of
another Person and being responsible and accountable for associated commitments,” versus (2) simply
providing a "common service".

189) See further below Clause E.8 "Persons and external constraints: Individual, Organization, and Public
Administration”.
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E.7.2 Agen

Rule E-23:

ts

Rights or obligations arising from commitments in a business transaction shall be fulfilled either directly

by the Perso

n who is an end entity or through an agent acting on its behalf.

In most business transactions, the Persons in the role of buyer or seller as end entities, i.e., primary parties (or
as "recipient" and "providers" in public administration can each either undertake all the activities and
associated data interchanges directly or delegate a part of these to another Person.

A Person wh
representativ
etc., there ar
In the contex{

agent

Person
transag

NOTE
recogniz
"Informa|

With respect

e anag

often
term

In a business|
behalf of a bu
taken from Fi

p-actsfor-anotherPerserr-any-capacityis-defiretas-aragent—{e-gas-adeputy—stbs
b, factor, emissary, etc.) {See further Oxford/Webster dictionaries}. In commerce, politics
b numerous specific applications and uses of agents flowing directly from this generalme
of this standard, agent is defined as:

acting for another Person in a clearly specified capacity in the context of a bus
tion

Excluded here are agents as "automatons" (or robots, bobots, etc.) IMISO/IEC 14662. "automator
ed and provided for but as part of the Functional Services View((FSV) where they are defined
ion Processing Domain (IPD).

o us e of the term agent, it is understood that:

ent is a Person and thus inherits, must have, all the.properties of a Person; and,

“intermediary" is used as a synonym for agent, but could also be a third party. Consequent
'intermediary” should not be used.

transaction, agents are those Personsg’who undertake a specific business process or funct
yer or seller. This basic relationship-of agent to a buyer or a seller is illustrated in Figure E
pure 14 in 6.2.5).

Buyer

”
[«

titute,
, law,
hning.

iness

s" are
as an

y, the

on on
.7 (as

Figure E.13 — lllustration of buyer-seller interaction with buyer using an agent

A representation of Figure E.13 using the Formal Description Technique (FDT) "Unified Modelling Language"

(UML) as the

188

OeDT for the above rule yields the following:
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+receives +provides

Buyer Seller

+represented by +responds to

+acts for

Fig

Rule

The 3
befor|

It is
deleg

Rule
Wher
This

respol
to be

not any Person can be a doctoy; abank, an engineer, airline company, etc.

Agent +requests from

ure E.14 — UML-based representation of "Figure 13: lllustration of buyer-seller interg
buyer using an agent”
F-24.

bility to delegate a role to an agent shall be explicitly stated, and if constraints shal
e such delegation can take place, they shall be explicitly'stated.

ecognized that certain roles and responsibilitiessofv/a Person in a business transactid
ated to agents. Where this is so, such constraintssmust be explicitly stated.

E-25:
e delegation of arole cannot take place, this shall be explicitly stated.

fule captures the present day reguirement that certain roles, functions and associatg
hsibilities are qualified. A Person(natural or legal) may have to meet specified criteria and/
able to act as agent with respeet to a specific activity or function in a business transaction.

ction with

be satisfied

n cannot be

d rights and
Dr be certified
For example,

A bagic buyer/seller agreement and associated business transaction(s) often involves the usg of "Agents",
(e.g., |pbanks, carriers, logistic chain facilitators, etc.). Interactions between the agents, in turn can|take the form
of "supsidiary buyer/sgller" agreements.

In day-to-day business transactions, it is often implicitly understood who is responsible for what aphd when, i.e.,
wherg in a process, including the role of agents.190) Experience, custom and precedence have established
these|and the*Evidence Acts recognize this in the phrase "in the usual and ordinary course of buginess".
However, for business transactions via Open-edi, such commonly understood delegations to agents must be
explicitly Stated at a level of preciseness and unambiguity which:

1) facilitates maximum use of information technology among autonomous Persons and their agents;

2) builds trust and confidence for the digital economy; and,

3) ensures re-usability of scenarios and scenario components.

190) Within the world of information technology, one also speaks of agents, (e.g., robots, spiders, crawlers, bobots, etc.).
It is recommend that such mechanisms, software programs, applications, etc., and other technical components be referred

toas"”

© 1SO/

IT agents". This should reduce some of the present confusion.
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E.7.3 Third parties
Rule E-26:

A business transaction takes place between two Persons, and other Persons, i.e., third parties, may
fulfil specified role(s) or function(s) on mutual agreement or as a result of external constraints.

Any business transaction, including commercial agreements and contracts, always involves the two Persons
primarily concerned, i.e., in our case a Person in the role of buyer and another Person in the role of seller.
Quite often whether or not either Person uses an agent(s), there still may be other Persons involved, i.e., a
third party. Third parties fulfil a role or function mutually agreed upon by the two primary parties most often in
a position of Rewtratity-are-oftrast

An early example here is that of the notary, "a person publicly authorized to draw up or attest contracts or
similar docunpents, to protest bills of exchange, etc., and discharge other duties of a formal character".{®xford
English Dictipnary, 2} As a neutral observer and note taker, a notary has the trust of all Persons primarily
concerned, i.¢., is a trusted third party (TTP) to all the primary Persons.191)

A generic defjnition for third party is:
third party
Persop besides the two primarily concerned in a business transaetion who is agent of neithgr and
who fulfils a specified role or function as mutually agreed to by the two primary Persons or as a|result
of extgrnal constraints
NOTE [Itis understood that more than two Persons can at times be primary parties in a business transaction.
In addition to|notarial-type functions, clearinghouses and exchanges are prime examples of third partieg. The

nature of the Jinkages between buyer and seller and a cofimon third party is illustrated in Figure E.8 (as|taken
from Figure 15 in Clause 6.2.5).

Buyer l‘ > Seller

Third Party

Figure E.15 — lllustration of a buyer and seller with a third party

A representation of Figure E.I5 using the Formal Description Technique (FDT) "Unified Modelling Language
(UML) as the OeDT for the above rule, yields the following:

191) The introduction of paper documents as business and financial instruments (16th century) in support of commerce
as a substitute for actual persons being present also required the building of trust and confidence in then at that time new
information technology. This was achieved through the use of trusted third parties (TTPSs), i.e., notaries. As trust and
confidence in the use of paper documents increased the need for TTP services diminished.
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Buyer | treceives +provides Seller

+delegates "X’ +defbgates "x"

Figd

E.8

Itisu
the fu
buyer

Rule

Exter|
playe

The i
seller
impos
are dg

Key p

+undertakes "x" \ / +undertakes "X'

Third Party

ure E.16 — UML-based representation of "Figure 15: Illustration of buyer and seller with a third

Party"

Person and external constraints: regulator

hderstood with respect to present day business transactions, as well as with respect to tho|

5e enacted in

ture based on Open-edi standards, that there are.external constraints on both (1) permitted behaviour of

5 and sellers; and, (2) the nature of the goods and services being provided.

F-27:

hal constraints exist on the provisi@ning of goods and services and the behaviour of persons as

rs in business transactions including those provided via electronic commerce.

htroduction of external constraints on the behaviour of Persons as players and their roles
5 in a business transaction intfroduces an additional third role, namely, that of a regulator.
e external constraints on"market behaviour and associated business transactions of buye
bemed to be regulators.. Regulator is defined as:

regulator

Person whethas authority to prescribe external constraints which serve as principles, po

as buyers or
Entities which
s and sellers

icies or rules

governing~0r prescribing the behaviour of Persons involved in a business transaction 4s well as the

provisionirg of goods, services and/or rights interchanged

reperties of an entity known as a regulator are that:

1) it

must be a Person;

Increasingly this is a "legal person”, i.e., organization, instead of an individuall92). A regulator represents
an authority who prescribes principles, policies or rules which govern or control (a) behaviours of Persons

192) In many jurisdictional domains such as "constitutional monarchies", the regulator is, in law, a natural person, i.e., a
King or Queen, in whose name laws and regulations are issued (or via an "agent of the Crown" such as a "minister of the
Crown".
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such a limiting the set of rights and obligations they can commit to in a business transaction, (b) the
manufacture/provisioning of goods and/or services193) and, (c) interchanges of the same among Persons.

2) the domain or applicability of the role of a "regulator” is usually linked to that of a jurisdictional domain.194)

It is assumed that prescription(s), (e.g., laws, regulations, policies, directives, etc.), issued by Persons in their
role of regulators will be:

e harmonized and consistent among and between all levels of government (domestically and internationally);

e be clear, predictable and precise providing equal treatment for digital and non-digital transactions;

. promote nd support the use of open standards and in'rr-\rnlnnrnhilify inrlllding these rules sets (n O laws,
regulations, policies, etc.); and,

e that extefnal constraints prescribed by regulators on business transactions (should) have theyattribytes of
consisterjcy, predictability, clarity, flexibility, etc.195)

E.9 Persop and external constraints: individual, organization, and public
administrgtion

E.9.1 Introgluction

It is understopd with respect to present day business transactions, as well as with respect to those enadted in
the future baged on Open-edi standards that there are external constraints on both (1) permitted behavipur of
buyers and sellers; and, (2) the nature of the goods and services being provided. External constraints exist on
the provision|ng of goods and services and the behaviour of €ersons as players in business transaftions
including thoge provided via electronic commerce.

A very commpn, almost generic requirement of external . constraints are those which pertain to a Person where
one is often fequired to distinguish whether the Persons*participating in a business transactions are dgemed
to be individupls or organizations.

From a legal|perspective, generally applicable~worldwide, there are basically two types of Persons, ngmely,
"natural pers@ns”, and "legal persons” (a.k.a. "artificial persons").196)

193) For example, the sale of certain kinds of goods may be prohibited by a regulator, or if allowed only under gpecific
rules and condjtions, (e.g., pharmaceuticals products sold as "drugs"), sales of alcohol prohibited to minors, etc.

194) Jurisdictjonal domainstef various categories and at various levels exist. The issue of identification, mappig and
categorization pf jurisdictional"domains is addressed in Part 5 of ISO/IEC 15944.

195) These ahd others»are all objectives resulting from the OECD Ministerial Conference on Electronic Commerge (7-9
October 1998). {See) further the URL <<http://www.oecd.org/subject/e_commerce/>> and A Global Action Plan for
Electronic Cor['merce prepared by Business with Recommendations for Governments.

{See further the URL http:www.oecd.org/dataoecd/12/22/2091896.pdf (accessed 2009-12-20)}

196) Historically, male human beings have always been recognized as having legal rights and duties, able to make
commitments, etc., i.e., as "Persons". For female human beings, this was an "on" and "off" situation well into the 20"
century. For example, in Canada, it was not until 1921 that women were recognized as persons with a right to vote, etc.,
i.e., female human beings equally recognized as natural persons with the same rights and obligations as male human
beings.

The need for raising capital, (e.g., building and outfitting of a ship for trade to the East Indies) (other than by a King or
Prince, i.e., private sector instead of public sector financing), to support the expanding global world economy in the 17"
century outstripped the financial capacity of partnerships and similar structures by which natural persons formed
companies, i.e., initially an agreement among two or more natural persons as "companions”. Thus laws were passed in
different jurisdictions creating a "legal" or "artificial" person, i.e., as limited liability joint stock companies, in order to be able
to raise the substantial capital for what were the mega projects of those earlier times. See further the seminal work by
W.R. Scott, The Constitution and Finance of English, Scottish, and Irish Joint-Stock Companies, Cambridge, 1912.
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Initially, "human being" and "person” were synonymous both in usage and in law. The introduction in law of
the now internationally legally recognized concept of the entity of "legal person", (a.k.a., "artificial person"),
means that “person” and "human being" are no longer synonyms and the latter have become known as
"natural persons”. Figure E.17 illustrates this common legal perspectivel97),

A rep
(UML

Figure E.18 — UML-based representation of "Figure E.17: Generic legal perspective of “Person

Generic Legal Perspective

Natural Person

/ (Human Being)

PERSON [~ i

Legal Person
(Artificial Being)

Figure E.17 — Generic legal perspective of “Person” (Graphic illustration)

Fesentation of Figure E.17 using the Formal Description. Technique (FDT) "Unified Modell
as the OeDT, yields the following:

Legal Perspective

Person
Natural Person Legal Person
~ N > — N\
Note: Human Note Artificial
Being Being

ng Language

197) This is true for most of the legal systems currently in use world-wide, (e.g., common law, civil law, "Russian" law,
"Chinese" law, etc.).
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Laws, statutes, regulations, policies, etc., (whatever the jurisdictional domain) either:

1) apply to "Person" in general, i.e., to both natural and legal persons and do not differentiate between the

two198)

2) apply only to "natural persons" or "legal persons", but not both; or,199)

3) differentiate between "natural person” and "legal person” but apply to both200)

In developing the Open-edi scenarios and scenario components involving minimal external constraints, it is

important to ascertain where and when which of the three noted options applies.

Rule E-28:

From a minir
any businesg

1) individu
2) organiza

3) public a

While "naturg
commonly us

Similarly, org
unambiguous
services, (e.g

It is understogd that:

1) a "natural person" can participate in a busingss transaction as either an individual or an organi
Person; and,

2) a'"legal gerson" participates in business-transactions only as an organization.

Consequently, this standard uses the terms individual, organization, and public administration as the

basic sub-tyges of Persons as players in any business transaction involving minimum external const

Figure E.19 (ps taken from Figure)16 in 6.2.7) illustrates this.

hal external constraints perspective, the three basic sub-types of Persons asjrole play
scenario are:

Al
tion; and,

dministration.

| person” may be a more correct term for some technical legal reasons, the term individ
Pd, i.e., in the context of rights and obligations, (e.g., CharterRights, entitlements, privacy,

hnization is the concept/term commonly used in inf@rmation technology in areas such as
identification of organization for electronic addressing, (e.g., X.500 standards), s{
., X.509 standard on which PKI (Public Key Infrastructure) is based, etc.).

Prs in

ual is
btC.).

jlobal
curity

yation

three
aints.

198) Primary examples here are national goods and services taxes or local sales taxes. These apply to any Person
selling a good or service irrespective of whether they are a "natural person" or a "legal person".

199) A key example here is “human rights” which apply only to natural persons in their role as individuals.

200) An example here is the registration of automobiles in that both natural persons and legal persons can register and
own an automobile. Another example here is of laws pertaining to privacy/data protection requirements which differentiate

between perso

194

ns as "individuals" and "organizations" in rights and obligations.
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Business Transaction Perspective

MINIMUM EXTERNAL CONSTRAINTS:
PERSON SUBTYPES

NO EXTERNAL CONSTRAINTS
INTERNAL CONSTRAINTS ONLY

INDIVIDUAL

ORGANIZATION
PERSON // (ISO/IEC 6523)
\ PUBLIC ADMINISTRATION

Figyre E.19 — Integrated business transaction perspective of Person: Mimimum external constraints

A repfresentation of Figure E.19 using the Formal Description Technique (FDT) Unified Modelling Language
(UML) as the OeDT, yields the following:

Person No External Cons traints
Internal Constraints Only

Individual Organization| | Public Administration Minimal External Constfaints:
Person Subtypes

Note: ISO/IEG 6523

Figufe E.20-= UML-based representation of "Figure E.19: Integrated business transaction|perspective
of Person: Minimum external constraints”

E.9.2 Individual

Individual is the attribution of the property of indivisibility to a natural person, i.e., in making commitments,
having rights/obligations, being accountable and/or responsible for, etc.
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Individual201)

is defined as:

individual

Person who is a human being, i.e., a natural person, who acts as a distinct indivisible entity or is
considered as such

Here it is important to bring to the fore and state the following key aspects (or properties) of an individual;

namely:

1)

and behaviours of Person.

the use of the term Person in the definition of individual means that an individual inherits all the properties

2) the definttion of individual is neutral towards and independent of:

. e manner in which various jurisdictional domains have differing rules as to what criteria myst be
et for an entity to be considered/qualify as a "natural person";

. ny qualifications which a jurisdictional domain may place on a natural persen‘as an "indiidual”
ith respect to their ability to make commitments, be held responsible for)etc., (e.g., "minors",
eing incapacitated”, etc.).

3) this deffnition of individual is harmonized with basic concepts and requireménts underlying privacy/data
protection, i.e., "personal information”, which is defined as "information, about an identifiable indivjdual”.
This incjudes information provided by an individual about him/herself to another Person in the contexf of an
eventudl delivery of a good or service provided by that Person in the.role of seller. Here it is possible that
consumer protection requirements also apply to a Person whalis a buyer as in "individual". {See ¢lause
E.16 on|consumer and vendor}

E.9.3 Orgapization, organization part and organization Person

Rule E- 29:

A legal (or grtificial) Person consists of one otdnore natural persons and/or one or more other|legal

persons.

A legal (or arificial) person consists of one;or more natural persons and/or one or more other legal pefsons.

A unifying tefm and common conceptcused internationally is the standard term organization as the collective

common term for all the different ways legal (or artificial) persons can be composed and be recognized in

various jurisd

An internatio
information tg
services, etc.

the identificgtion of.'organizations and organization parts, Part 1 (1998): Identification of organi
schemes; and, Part 2 (1998): Registration of organizations identification schemes. This standard

identification
has recently

ctional domains.

nal standard definition for "organization" exists and is widely used especially in the arg
bchnology/communications infrastructure, (e.g., OSI, X.500, Internet addressing, etc.), sq
It is provided-in the international standard ISO/IEC 6523, Information Technology - Structu

been-revised to meet requirements arising from increasingly widespread use of inforn

as of
curity
re for
yation

hation

technology.

201) No standard definition currently exists internationally for individual. A review of international standards did not
identify any standard which contained and defined the concept/term individual. Rather, international standards tend to
define particular roles of an individual in relation to a specific business process along with associated data elements, (e.g.,
as a "holder of a token" issued by an organization as in passport holder (ISO/IEC 7501), (credit) card holder (ISO/IEC
7812), etc.).
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The ISO/IEC 6523 standard defines "organization202) as:
organization

unigue framework of authority within which a person or persons act, or are designated to act, towards
some purpose

NOTE The kinds of organizations covered by this International Standard include the following examples:

EXAMPLE 1  An organization incorporated under law.

E\ AMNADL I O A + P | + ™ s HA H <l ol . + l PUH
MAVITTLEL £ ATl uIIIIIbUIpUIClLCU UIUGIIILQLIUII Ul auuvuy 'JIUVIUIIIu UUUUD alrtu/ur STIvitTo |||L,|uu|||y.
1) partnerships;

2) social or other non-profit organizations or similar bodies in which ownership or control is vested in|a group of
individuals;

3) sole proprietorships

4) governmental bodies.

EXAMPLE 3  Groupings of the above types of organizations where there\js/a need to identify thesg in information
interchange.

This ferm and definition of organization is independent of whether the Person here is a "natufral” or "legal”
person. Any combination can form a "framework of authority"; which incorporates decisional/commitment
capaljility, responsibility, traceability, accountability, etc., atfributes.

It is irportant to highlight and bring to the fore some Key aspects of this international standard definition from
the perspective of a business transaction.

First, the phrase "act, or are designated to act, towards some purpose" links into the "Process"293) component of
the blsiness transaction, i.e., one does not start a process without some purpose in mind eppecially in a
busingss transaction.

Secondly, EXAMPE 1 “an organizatien incorporated under law” recognizes that each jurisdictional domain (at
whatgver level) can have its own rules for "incorporation”, i.e., qualifying and registering a ledal or artificial
pers

Thirdly, EXAMPLE 2 *“anunincorporated organization or activity providing goods and/or servi¢es including”
recoghizes that from a business transaction perspective, three key elements should be noted; namely:

1) iff a Person{provides a good or service, irrespective of the Person being a "natural persop” or a "legal
erson”,.the Person is deemed to be an organization;

2) this/definition applies irrespective of whether the Person is providing the goods and/or gervices on a

mrmercial basis, i.e., for-profit, or on some other basis. (e.q., public sector administrative, services to

the public, with or without (some cost-recovery) fees, exchanges of information among public
administrations, etc.); and,

3) this definition applies, whether or not in a particular jurisdictional domain the examples of entities given in
"Example 2 are, or need to be, "incorporated”.

202) The ISO/IEC 6523 term/definition "organization" is found in this standard in Clause 3 as "3.44".

203) See the normative Clause 5.3 and Annex F (Informative).
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Fourthly, the definition recognizes and takes into account that organizations in turn can re-group themselves in
relation to the outside world and thus represent themselves as another different single organization for purposes
of information interchange and act as a "framework of authority".

E.9.4 Organization part

A key property of an organization is that, unlike an individual, it is deemed to be divisible, i.e., can have one or
more distinct parts identified for information interchange.

Rule E-30:

An organizdtion, unlike an individual, can have more than one organization part identiied for
information gxchange pertaining to a business transaction among autonomous parties.

The ISO/IEC |6523 definition for "organization part" is:
3.2 jorganization part

any department, service or other entity within an organization, which needs te be identified for
infofmation interchange204)

It is up to eagh organization to decide what organization parts it wishes to have, Large organizations may have
hundreds of drganizational parts. Small and medium sized organizations mayhave just a few.205)

Of importance here from a business transaction perspective is that organization parts must be takep into
account whem modelling business transactions as scenario(s), scenario attributes and scenario compopents.
This is especjally so where organization parts form a distinct partof the external behaviour of an organization.

E.9.5 Orgahization Person

From a busipess transaction perspective, one needs to be able to qualify and identify which sub-type of
organization part can commit to and be held respofnsible/accountable with respect to a business transgction,
i.e., on behalf of the organization.

Open-edi is More than just information exchiange electronically. The context of business transaction adds key
additional prgperties and behaviours.(One of these is the need to be able to unambiguously identify and
ascertain whether or not an organization part has the attributes required for it to be able to act on behalf| of an
organization [as a Person in a<business transaction. A solution to this issue is the introduction ¢f the
concept/term|"organization Persoh" to reflect the added requirement of an "organization part" of being gble to
support commitment exchange.aspects in a business transaction.

204) The concept/term and associated definition for Clause "3.2 organization part" was added to this international
standard when it was revised in 1998. The primary purpose was to reflect and incorporate the real world fact/requirement
that an organization has sub-components which undertake specific roles or functions within that organization, i.e.,
"organization parts". Consequently, each "organization part" may need to be identified as an "unique address" (or
addressable location) within an organization to which information is to be sent to or received from, i.e., for “information
interchange". (The X.500 Directory Services standard is based on and supports this concept). This requirement exists
irrespective of whether physical or virtual objects are to be interchanged. See further in Annex D (Informative), Clause
D.4.2.2.1 - ISO/IEC 6523, and the Identification of "roles” in scenarios and scenario components.

205) Given the wide variety in structures of organization, scope (from local to multinational), size (from a 2-3 employee
SME to a Fortune 500 company), it suffices to note that there exists a multitude of organization parts such as types of
organizational units, functions, positionsftitles, etc. Similarly for information exchange purposes, many organizations have
one or more locations specified as physical or electronic addresses to which information can be sent to or received from.
Existing standards are deemed to cover information exchange with respect to organization and organization parts.
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Rule E-31:

In a business transaction, an organization Person may make commitments for an organization or
organization part, i.e., as authorized to do so on behalf of the organization.

Within the context of (a) the definition of Person; (b) the international standard definitions for organization and
organization part; and, (c) the added requirements of commitments in a business transaction, it is necessary
to introduce the concept/term and associated definition of organization Person as follows:

Figurg
and o

Figurg
organ
exchg
organ

e E.21 differentiates between: (a) using solid lines, the added legal and commercial psg
ization — organization part — organization Person relation of commitment exchange plu
nge; and, (b) using dotted lines, the existing information exchange perspective of 1SC
ization — organization part (and to various examples of organization parts) for the
information exchange only.

organization Person

behalf of that organization
NOTE 1 An organization can have one or more organization Persons.

NOTE 2 An organization Person is deemed to represent and act on behalf of thie\organization a
specified capacity.

NOTE 3 An organization Person can be a "natural person” such as arémployee or officer of the

NOTE 4 An organization Person can be a legal person, i.e., anéther organization.

—organizationpart-whichhastheproperties of a Persomand-thustsabtetomakecommijtments on

dtodosoina

organization.

p E.21 (as taken from Figure 17, 6.2.7) illustrates the linkages among organization, orggnization part,
Fganization Person and does so in the context of commitment exchange versus information

exchange.
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Commitment Exchange

v

organization
Person
(ISO/IEC 15944-1)

organization part
(ISO/IEC 6523)

organization
Person
(ISO/IEC 15944-1)

\ 2

(ISO/IEL 6523) / >
pi IEEEEEEEEESR l.

. = organization part = :

‘4  (ISO/NEC6523)  meio Examples
: : Units, Functions,
EEEEEEEEEEEE Titles/Positions, etc.
NEEREERERRASRE, Locations (specified as

_ ™ organizationypart = Physical and/or

: (ISO/IEC.6523) :4 Electronic Addresses)
| | | |
= TR RE RN Technical components (e.g.

information systems,
applications, software

Use of So@lid Lines/Shapes = information p:ograms, callable objects,
Exchangp + CommitmentAnterchange etc.)
Use of pPotted-Lihes/Shapes = >
Information Exchange only
Figure E.21 — lllustration of commitment exchange versus information exchange for organization,

organization part(s) and organization Person(s)

A representation of Figure E.21 using the Formal Description Technique (FDT) "Unified Modelling Language
(UML) as the OeDT, yields the following:
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Organization Organization Part Organization Person
1 0.* 1.* 1.*
+contains +included in +contains +included in

Figure E.22 — UML-based representation of part of "Figure E.21: Illustration of commitment exchange
versus information exchange for organization, organization part(s) and organization Person(s)”

E.9.6

Public administration

The third sub-type of a Person as a party to a business transaction is that of public administration. A public

admir

istration is a Person who is deemed to have all the attributes of an organization plus @t leapst one unique

additipnal attribute, from the perspective of a business transaction. A public administrator'has thg attribute that

in add

regulator.

NOTE
admin

such g

The d

o0

E.9.7
In this
e (
e (
o (
e (
Not a
For th

Claus
noted

stration decides to administer the regulatory functions, (e.g., government services) itself or delegate
function, i.e., to an agent acting on its behalf.

efinition of "public administration" is:
ublic administration

ntity, i.e., a Person, which is an organization and{has the added attribute of being author,
ehalf of a regulator

Summary overview of the three sub-types of Persons and the three roles
Clause are summarized the rules and-guidelines found above in:
ause E.2 on Person;
ause E.5 on buyer and seller;
ause E.6 on externalconstraints and regulator; and,
ause E.8 on external constraints and individual, organization, and public administration.
| Persons as parties in a business transaction can perform all three roles, especially the rol
e Business Transaction Model with respect to the above noted minimal external constraint

es/E.6' and E.8, the permitted intersects of Persons as sub-types with respect to the threg
abeve can be summarized in matrix form. Figure E.23 (taken from Figure 18 in 6.2.7) illy

ition to being able to play the roles of an organization, i.e., buyer and seller, it can also act pn behalf of a

This role of acting on behalf of a regulator is unigue to public administration and is’'independent of whether a public

e.g. outsource)

zed to act on

e of regulator.
s identified in
e basic roles
strates these

permitted intersects.
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Persons Roles in (Electronic) Business Transaction
Buyer Seller Regulator
Person (No external constraints) YES YES Not applicable
Person — Individual YES NO (YES)206) NO
Person — Organization YES YES NO (YES)207)
Person — Public Administration YES YES YES

Figure|E.23 — Business Transaction Model: - Basic players and roles public administration
constraints

E.10 Perspn and external constraints: consumer and vendor208)
Another minimum External Constraint that needs to be taken into account in.husiness transactions is that
commonly krjown as "Consumer Protection”. This Clause focuses on minimal®External Constraints ¢f this
nature but dpes so in a very limited manner. Its purpose is to assist _these using this standard to| build
scenarios, scenario attributes and scenario components as register-ablesand re-useable objects.
Rule E-32:

From a minimal external constraints perspective, a commonyset of constraints on a business transpction
where the buyer is an individual is that of a consumer protectien nature.

A "consumerl is defined as:
consumer

buyer who is an individual to whom ‘consumer protection requirements are applied as a pet of
externdl constraints on a business.transaction

206) From an|IT standards.perspective, (e.g., ISO/IEC 6523), an unincorporated entity providing a good, service, fand/or
right is deemed to be anh“organization. However, there may be legal requirements in a jurisdictional domain, where a
"natural person)" in the-rale of a seller is deemed to be an "individual" and not an organization. It is up to such jurisdictional
domains to resplve how such an approach is harmonized with privacy/data protection requirements.

207) Increasingly.”products and services provided by public administrations on behalf of a regulator are| being
"outsourced" to organizations, (e.g., private sector for-profit or not-for-profit organizations) which perform the role of “public
administration”).

208) It is outside the scope of this standard to address external constraints on a business transaction of the nature of
"consumer protection”. The sole purpose of this Clause is to ensure that when one uses this standard to model business
transactions or parts of business transactions as scenarios and scenario components, one does note under "external
constraints" whether of not the scenario and/or the scenario component supports external constraints of a consumer
protection nature.

There is an ISO Consumer Policy Committee (COPOLCO) which is addressing the standardization of consumer protection
requirements. It is anticipated that when such standards are developed and agreed to that these will: (1) use this standard
as a Normative Reference; and (2) that in turn, those using this standard will be able to reference and use such
international consumer protection standards to specify external constraints included in a re-useable scenario and/or
scenario component. See further ISO/IEC JTC1/SC32/WG 1 N165 2001-01-10. The title of this document is "Response to
COPOLCO to the request for comments on the "Draft for Consultation - Desirability and Feasibility of ISO E-Commerce
Consumer Standards: A Preliminary Report, October 2000".
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NOTE 1 Consumer protection is a set of explicitly defined rights and obligations applicable as external constraints
on a business transaction.

NOTE 2 The assumption is that a consumer protection applies only where a buyer in a business transaction is an
individual. If this is not the case in a particular jurisdictional domain, such external constraints should be specified as
part of scenario components as applicable.

NOTE 3 It is recognized that external constraints on a buyer of the nature of consumer protection may be peculiar
to a specified jurisdictional domainZ09)

Further, a "vendor" is defined as:

Vrnnlnr
gaot

sgller on whom consumer protection requirements are applied as a set of external~conptraints on a
bysiness transaction

NQTE 1  Consumer protection is a set of explicitly defined rights and obligations applicable’as external ¢gonstraints on a
bupiness transaction.

NQTE 2 Itis recognized that external constraints on a seller of the nature of consumer protection may be peculiar to
a $pecified jurisdictional domain.

In conpclusion, it should be stated that many of the external constraints of a consumer protection nature may
well glready be included as part of the modelling of simple business transactions. Examples| here include
warranties, ability of the seller to inform the buyer of defects, etc. Annex F (Informative) - Business
Trangaction Model: Process Component contains many such ‘examples.

209) Laws and regulations exist within and among jurisdictions and are the primary source of "external constraints" on
business transactions. Categorization and specification of sub-classes of external constraints is outside the scope of this
standard. Consequently, ISO/IEC JTC1/SC32/WG1 developed ISO/IEC 15944-5. This standard is directed at being able to
identify and reference laws and regulations of jurisdictional domains impacting scenarios and scenario components.

© ISO/IEC 2011 — All rights reserved 203


https://iecnorm.com/api/?name=cb1b246cd03469c6fc54aa2e43e0a5ee

ISO/IEC 15944-1:2011(E)

[THIS PAGE INTENTIONALLY LEFT BLANK]

204

© ISO/IEC 2011 — All rights reserved


https://iecnorm.com/api/?name=cb1b246cd03469c6fc54aa2e43e0a5ee

F.1

ISO/IEC 15944-1:2011(E)

Annex F
(informative)

Business transaction model: process component

Introduction

This Annex F consists of five (5) sub-clauses as follows:

F.1.1

an introduction, including purpose and sources;
the process component including rules and phases;

construction of scenarios and scenario components;

background information to the establishment of the five phases efthe BTM process component; and,

a description and analysis of six (6) models.

Purpose

The purpose of this Annex F is to provide informative“and explanatory text for the rules and terms and

defini
Anne
in this

This Annex is also meant to assist users ofdhis standard who are either not familiar with standa
or whpse main focus to date has been onFunctional Services Views (FSV) standards only.

This s one of three Annexes. which provide additional information on one of the three
comppnents of a business transaction, namely, "Person”, "process”, and "data". These three
comppnents are presented graphically in Figure F.1 (as taken from Figure 7 in Clause 6.1.5).

ions found in 6.1.5 and 6.3 of the normative\part of this standard. The rules as foung
F in bold are the same as those stated in these two Clauses even though both have been
Annex.
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PERSON

DATA PROCESS

Figure F.1 — Business Transaction Model — Fundamental components
(Graphic Illustration)

A represental

tion of Figure F.1 using the Formal Descripti6h Technique (FDT) Unified Modelling Language
(UML) as the[OeDT here yields the following:

Business Transaction

1"* 1..* 1“*
+contains +contains +contains
+part of
2..n 1%
1..*
Person Process "Data"

Figure F.2 — UML-based representation of “Figure F.1 - Business Transaction Model -
Fundamental components”
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The Business Transaction Model has been developed to serve as a common high level and non-technical
view of a business transaction. The basic assumption of this Business Transaction Model is that this view is
derived from both (classical) commerce models and IT models.210) These have been integrated into
commonly understood (basic) processes which can be shared, from the various perspectives of the Business
Operational View, i.e., commercial, legal, public policy, standardizers, IT specialist and other interested
parties. {See further Figure 3 in Clause 0.2 "Requirement on the Business Operational View Aspects of Open-
edi"}.

Clauses F.1 through F.3 serve as the explanatory text to Clauses 6.1.5, 6.3 and 7 of the normative part of this
standard. Clauses F.4 and F.5 serve to provide summary information on the background studies which
resulted in the five phases of the process component. A key purpose here is to provide a link between the
(classic) economic models of the real business waorld and the Business Transaction Madel for Open-

edi.

F.1.2] Sources of contents

Threq terms and definitions in ISO/IEC 14662:2010 "Open-edi Reference Model" serve as the basis and point
of departure for our understanding of the process component in the Business Transaction Modelj{ namely:

business;

business transaction; and,

Business Operational View (BOV).
They pre defined as follows:211)

Husiness

(7))

eries of processes, each having a clearly understood purpose, involving more than one Pefson, realised
rough the exchange of information and direCted towards some mutually agreed upon goal, gxtending over
period of time

—

usiness transaction

redefined set of activities and/ar processes of Persons which is initiated by an Person to gccomplish an
plicitly shared business gealand terminated upon recognition of one of the agreed conclus|ons by all the
imvolved Persons although.some of the recognition may be implicit

Business OperationalView (BOV)

gerspective of business transactions limited to those aspects regarding the making of busirness decisions
and commitmients among Persons which are needed for the description of a business trangaction

In the|contextofthese Open-edi definitions and for this standard, a "process" is defined as:

[Aroeess

series of actions or events taking place in a defined manner leading to the accomplishment of an expected
result

Many models exist and are in use for analysing and describing the processes and steps in a business
transaction. This Annex F includes a survey of "buying and selling" six models (including that developed by
G. Zaltman (and T. Bonoma) (1978) whose works were the basis of earlier significant contributions to
standards development work resulting in the Open-edi Reference Model).

210) For example, some IT models contain "system" instead of "Person".

211) See Annex A for the ISO French language equivalents of these terms and definitions.
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The process component of the Business Transaction Model incorporates common elements of these models,
takes into account commercial, legal and IT perspectives, and integrates them into the context of this standard
development work on the Business Operational View.

F.2 Process component

F.2.1 General rules

Integrating these classic and current models, i.e,. as found in F.4 below, in the context of the BOV results in
five basic sets of activities or "phases" in a business transaction; namely:

e planrfing;

e dentffication;

e negotiation;

e actudlization; and,

. hctualization?12).

post-
pcess
ng of
iness
ell as

Business trapsactions, and in particular those which are Open-edi based, canvbe viewed from a pr
perspective gs five distinct activities. This perspective on the process component is linked to the maki
business dedsions and commitments in a business transaction. By providing this common view to bus
transactions, jone provides a single frame of reference for discussion of-fnany of the diverse issues as W
putting these [issues in a context.213)

Rule F-1:

Conceptually, a business transaction can be considered to be constructed from a set of five
fundamental| activities which are planning, identification, negotiation, actualization and [post-
actualization|

These five hasic sets of activities integrate busihess models taking the perspective of the sellef, the
perspective qf buyer and that of a combined-buyer-seller view as well as that of contract formation| Also
incorporated |s the approach of "early loose couplings" and "late bindings". Factored into this division ¢f five
phases are Jommon external constraintscaf the nature of privacy/data protection, consumer protection and

similar legal/regulatory requirements as external constraints on business transactions, i.e., those in addition to
internal consfraints. {See further Clause 6.1.6 "Classes of constraints"}.

an be
harios
isting

nto five phases facilitates the identification of, and mapping to, existing standards which G
prt of Open-edi‘based implementations. It also facilitates specification and re-use of sce
components:-and also reduces their cost of construction by maximizing (re-) use of e
] related, togls. {See further Clause F.3 below}

This division
used in supp
and scenarig
standards an

Rule F-2:

lace in-anvordar
raGeH o+Get

\
Ty

These five f

Nndamantal activitiac mav takan
pdamental-activities-may-takep
It is understood that these five basic activities need not occur in a sequential manner. For example, data
pertaining to post-actualization aspects, (e.g., warranties), may well be made available as part of the Planning
Phase. For example, data pertaining to post-actualization aspects, (e.g., warranties, consumer protection

212) The terms for the five phases, i.e., planning, identification, negotiation, actualization and post-actualization were
derived so as to provide terms which are neutral towards existing economic models, as well as existing IT models. They
were also derived to map to existing commercial and legal frameworks as well as public policy requirements.

213) For example, in “identification”, this may be the point to introduce the need for authentication whereas the area of
"negotiation" or "actualization" may be the point to pursue the issue of digital signatures.
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requirements, etc), may well be made available as part of the planning phase. Or information on the choices in
methods and terms of payment often forms part of the planning phase.

Rule F-3:
A Person may terminate a business transaction by any agreed upon method of conclusion.

In any business transaction any party to the transaction can terminate the business transaction upon one of
the agreed conclusions by all those involved although some of the recognition may be implicit. A common
example here is that of one of the parties decides not to respond anytime during the process, (e.g., a time

out).

Rule

The flve fundamental sets of activities may be completed in a single continuous interactive
through multiple sets of interactions among buyers and sellers and possibly involve age
partigs as well.

For gxample, the Immediate Settlement Model is a trade model where the-entire busines
process, such as planning, identification, negotiation, actualization, (e.g.,“delivery of merd
paymgnt), is completed in real time under the Open-edi environment.

A typical case here would be downloading a software product or musie\from the seller with the
with g-money or a debit account. Note that in this example the planning and identification phag
only fo the identification (and authentication) of the buyer is not.réquired.214) The good or ser

e dialogue or
ts and third

S transaction
handise and

buyer paying
e can pertain
ice is simply

delivgred to the electronic address provided. This type of electronic business transaction is equivalent to a

buyerf walking into a store and paying with cash. Becausesthe seller has 100% confidence in th
being|provided in exchange for the good or service provided, there is no need to identify the buy
a wafranty is provided, it is up to the buyer to decide whether or not to exercise the warra
requires the buyer to identify itself to the seller but this’is at the buyer's discretion, (e.g., would §
infornpation bundle(s) in the scenario for this busingss transaction). This would be a scenario inv

b value token
er. If at times
nty. Doing so
e an optional
blving internal

constfaints only.

F.2.2 Planning phase
bn to take for

relates to all
hvailable. It is
Ut having any

In the
acqui

planning phase, both the buyer and seller are engaged in a process to decide what acti
ing or selling a good, sepvice“and/or right. From a seller's perspective, the planning phass
those|actions or events whereby/data pertaining to the availability of a good or service is made
up to [the seller to decide héw much data to make available and at what level of granularity witho
information on a specifichuyer.

For example, the _seller may decide to limit the level of detail of information, or not to provide particular
information about-a good or service without the prospective buyer: (1) identifying itself; and, (4) agreeing to
maintgin the.confidentiality of the information provided by the buyer. All information made available on the
Internet by-Sellers of goods and services which can be accessed free of charge and without |identification,
(e.g.,|no’coekies), is a good example of the planning phase.

From a seller's perspective, common examples here include advertising, market research, promotions,
provision of catalogues, direct marketing, product branding and positioning of a good or service, auctions, etc.

Many public and private sector organizations, as well as individuals provide information products for free,
(e.g., reports, "advice", documents, software, music, etc.). Here often the information pertaining to the
negotiation, actualization and post-actualization phases of the business transaction is included. Often this is in
the form of an intellectual property protection condition, (e.g., the product or service is available for free but for
personal use only is not to be resold, use of product must identify and acknowledge the source, etc.).

214) See further Clause D.4.2 "Anonymity" in Annex D "Existing standards for the unambiguous identification of Persons
in business transactions (organizations and individuals)".
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The buyer by downloading the "for free" product service, i.e., actualization phase, is deemed to agree to abide
by the associated terms and conditions, i.e., the contract formation, and abide by them in the use of the

product, i.e., post-actualization phase.215)

From a buyer
1)

's perspective, the planning phase pertains to all those actions or events whereby:

the potential buyer searches among potential suppliers of a good or service based on information

made available by these suppliers of goods and services, i.e., from a buyer's perspective potential
sellers;

2)
3)

the potential buyer requests information, product/service literature, etc., from potential sellers; and/or,

the potential buyer makes a more explicit statement of needs in the form of a request for proposal

(RF
for p
purc

F.2.3 Ident

), Tor quotation (RFQ), price quotes, efc. Tt is becoming increasingly common and often required

Lblic sector organizations, (e.g. as “regulators”), to publicly post (detailed) specifications
nase of a good, service, and/or right.216)

fication phase

The identificdtion phase pertains to all those actions or events whereby data is interchahged among po

buyers and s
goods or ser

one basis, etg.

ellers in order to establish a one-to-one linkage. hese one-to-one linkages pertain to par
ices, availability of the same, the identification of the buyer and sellerto each other on a o

The Identification Phase also pertains to exchanges of information bundles required to progress fro

planning pha
the transform
required, and

From a seller
to provide or
buyer.

From a buye
especially wh

A key aspect
of the nature
requires the

common min
perspective, i

It is up to ea
make availab)

e to the negotiation phase as is mutually acceptable. A key result of the identification ph
ation from a loose coupling among potential buyers and sellers to an early one-to-one b
mutually agreed to, for the negotiation phase to begin,

s perspective, there may well be limits on the¢nature and level of detail of data a seller is
a particular good or service, i.e., in the planning phase, without identification of the po
's perspective, there may well be requirements for more detailed data on the prospective

ere the seller is represented to the buyer in electronic form.

of the identification phase isorensure that “minimum external constraints: public administi
of privacy/data protectiop; €onsumer protection, etc., can be complied with if required?1?

beller to determine whether the Person as potential buyer is an individual or an organizali

imum external constraint) or can simply be considered a Person (a no external cons

e. internal constraints only).218)

e without knowing the identity of a particular prospective buyer.

215) A comm

Dbr the

ential
icular
ne-to-

m the
Ase is
nding

willing
ential

seller,

ation”
. This
on (a
raints

h seller to decide how much data and at what level of detail about a good or service offefing to

ming to

intellectual property rights, i.e., the product or service can be downloaded for free but the seller retains the intellectual
property rights, (e.g., copyright). Common terms and conditions here include "For personal use only and not to be sold (or
parts offered for sale)”, "users of this product must identify and acknowledge the source where this product forms part of
their work", etc. It is common practice for the seller to require a buyer to explicitly acknowledge having read, understood
and agreed to abide by such terms and conditions before a download occurs.

216) Where a Request for Proposal (RFP) or request for bid (RFB) contains confidentiality or intellectual property
provisions, persons participating in such a RFP or RFB would be expected to ensure that conditions of this nature are
adhered to in the exchange of information bundles.

217) This is independent of whether these external constraints are of a regulatory or self-regulatory nature.

218) For the purposes of this standard, and in conformance with ISO/IEC 6523-1, unincorporated persons who provide a
good or service, i.e., natural persons, who as role players are sellers in a business transaction are deemed to be an
organization.
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From an electronic business transaction perspective, the planning phase of the process component would
include product or service information made available via the Internet WWW which a prospective buyer could
view or download without "cookies".

It is also important to note that the planning phase covers all activities of Persons, including individuals as well
as organizations (private or public sector), making freely available information about themselves or produced
by the same?19), i.e., that information they decide to make publicly available. The boundary between the
planning phase and the identification phase is marked by characteristics such as:

— the seller requires to know the identity of the prospective buyer;

— the seller requires the prospective buyer to agree to a confidentiality arrangement before furnishing more
Ttailed, or what is considered proprietary data, on the good or service to be provided; and/er,
— t

e seller requires and the prospective buyer agree to "return" (or destroy) all cenfidential/proprietary
recorded information should the business transaction not be "actualized".

In surpmary, from a seller's perspective the boundary between the planning phase and identificatign is when the
seller| desires to identify on a one-to-one basis the identity of the prospective‘seller before providing any
additipnal data.

Simildrly, the boundary between the identification phase and the negotiatiofi/phase is marked by ¢haracteristics
such gs:

¢| the seller requiring no commitments from the buyer apart from the latter agreeing to keep particular
detailed information confidential and/or agree to return.or destroy the same should thie Negotiation
Phase fail to result in an agreement; and/or,

¢| any information provided on terms and conditioty, possible options, etc., before "formal” nggotiations are
entered into.

F.2.4 Negotiation phase

The rjegotiation phase pertains to all those*actions and events involving the exchange of informjation bundles
followjing the identification phase, i.e. @ potential buyer and seller having (1) identified the natyre of good(s)
and/of service(s) to be provided; and,. (2) identified each other at a level of certainty, i.e., unambjguity, to their
mutual agreement. The process.of’negotiation is directed at achieving an explicit, mutually undlerstood, and
agreed upon goal of a business_transaction. This may include such things as the detailed specification of the
good [or service, quantity, pricing, after sales servicing, delivery requirements, financing, use of agents and/or
third parties, etc. This js\the key to the entire process because it is during the negotiation phase that the

at a level of

jon. and where
necessary requwed authentlcatlon requirements and need for type/level of securlty services have been
mutually agreed to.

3) The buyer and seller have agreed to whether or not agents or third parties are to be involved in the
business transaction and, if so, have explicitly stated the specified roles or function these Persons are to
fulfil.

219) This includes many types and categories of public sector products documents which are available for free but where
a buyer in downloading them in effect incorporates the negotiated element in a contract formation the primary element of
which is the seller maintaining intellectual property rights.
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4)

i)

The buyer and seller have agreed to terms and conditions pertaining to:

latter providing the good or service.

i)
p

ii)

ayment, method of payment, financing, etc.

licence to use, (e.g., as in relation to intellectual property rights).

iv)
F

5) Contract

i)

i)t
d
t
i

Finally, it sh
electronic bu
(e.g., added
would in effeq

F.2.5 Actualization phase

The actualizg
negotiation. N
completes thg
agreed upon

Normally, the
the good or s
(P.P.D) to @
Incoterms?221)
agreed to dat
90 days").

In addition, it
equivalent ac

T T IOTToOYY

2.6}
formation is deemed to have been concluded. Formation of contract can range fromj

ne seller providing an explicit summary of all the pertinent information exchanged as inforn
undles exchanged during the Planning, Identification and Negotiation Phases for sign-off
uyer; to

ne totality of the exchanges of information bundles among seller and’buyer ( (and/or partici
gents and/or third parties) during the planning, identification and-negotiation phases resulf
ne formation of an implicit contract. Many electronic business-tiansactions will be of this n
e., examples of the "Immediate Settlement Trade Model”.220).

puld be noted that the results of the negotiation phase may well be agreement to cd
Siness transactions under specified terms and conditions, pre identified options and vari
liscount on price, if volume reaches certain threshold levels, etc.). Here the actualization
t consist of multiple instantiations of a pre-agreed upon model of a business transaction.

tion phase pertains to all activities~or events necessary for the execution of the results
ormally the seller produces or assembles the goods, starts providing the services, preparg

bt the termination of the negatiation phase.

buyer begins the transfer of acceptable equivalent value, usually in money, to the seller pro
brvice. Where transfers of value of a monetary nature are involved, these can range from pr
ash-on-delivery ((C:0.D), i.e., as found in common international commercial terms (|

b after delivery of acceptance by the buyer of the product/service, (e.g., "no payment/no inter

is understood that in transport of a good or a service from a seller to a buyer and the trang

the acceptable equivalent value which the buyer is to provide to the seller in exchange for the

If an "acceptable equivalent value" is of a monetary nature, this involves agreement on terms of

transfer of property rights, (e.g., from full and complete ownership to a (permanent or short-term)

hation
Dy the

hating
ing in
ature,

nduct
Ables,
bhase

Dbf the
s and

delivery of good or service, gte:, to the buyer as agreed to according to the terms and conglitions

viding
p-paid
b.k.a.,

, or for pre-paid deposit or no deposit, to staggered payments, financing, to payment at a miitually

pst for

fer of

ceptable value from buyer to seller, there are associated transfers of property rights. It is asg

umed

that unless special conditions apply, where and how such transfer of property rights are to be transferred is
governed by international accepted commercial terms, i.e., Incoterms, (e.g., "F.A.S." or Free-Along Side, or

"F.O.B." Free-

On-Board, etc.).

220) See further Clause 6.6.3.2 "Trade models by settlement type".

221) Incoterms = International Commercial Terms. See further http://www.iccwho.org/incoterms
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Post-actualization phase

The post-actualization phase includes all of the activities or events and associated exchanges of information
bundles that occur between the buyer and the seller after the agreed upon good or service is deemed to have
been delivered.

These can be activities pertaining to warranty coverage, service after sales, post-sales financing such as
monthly payments or other financial arrangements, consumer complaint handling and redress, or some general
post-actualization relationships between buyer and seller.

post-4

pertai
assod
terms
servid

F.3

Claus
into r

persp,

First ¢f all, only two roles of Person are presented, i.e., buyer and seller, and these involve interr

only,
useal
indivig
one tg
Similg
beha
consu

Secondly, one can develop ,generic base scenarios covering common aspects of the

identi
seller
subsd

Third|
scend
Medid

behalf

Fourt

lctuallzatlon relatlonshlps between buyer and seIIer This could mcludes ongoing, o
ning to product recall or fixes of defects, availability of product replacements, (e.g:y ne
iated product availability, available changes in the services provided (or add-ons), available o
and conditions pertaining to the good or service provided, (e.g., prices/rates, packaging ¢
es, extensions of warranties, or time period covered, etc.).

Process component and construction of scenarios and scenario comp

e F.2 above contains several examples of business transaction$ or parts thereof which car
p-useable scenario and scenario components. This Clause provides some further informg
pctive of construction of scenarios and scenario components:.

.e. no external constraints. Further, agents and third parties are also entities which can fo
le scenarios involving internal constraints only, \Here categories of Persons are not diffe
ual, organization, public administration, which pertain to (are the result of) external constrain
build generic scenarios without having to incltide privacy/data protection requirements.

rly, the roles of vendor and consumet are not included since these involve adding p

mer protection.

ication phase. For example, accompanying the sending of a catalogue is an initial identif]
ription provided for-free).

y, one can combine the requirements of the planning, identification and negotiation p
rio and asSoeciated scenario components to support a Mediated Trade Model and ass
ted Trade) Scenario?22). Here a third party is involved and performs common business
of both-buyer and seller.

of prospective buyers_and the assignment by the seller of an (initial) customer ID, (e.g,

cing such as
some general
munications
models), or
hanges in the
br bundling of

pnents

be modelled
tion from the

al constraints
rm part of re-
entiated, i.e

s. This allows

Foperties and

iours to seller and buyer pertaining‘to requirements arising from external constraints in the form of

blanning and
cation by the
a catalogue

hases into a
pciated Basic
activities on

a business

nly, Yvarious common business processes forming part of the actualization phase o

transaction can also be modelled as re-useable scenarios and scenario components. Examples here include a

"Deliv

ery Scenario," a "Payment Scenario", an "Authentication Scenario", etc.223)

222) See Clause 6.6.3.3 "Trade models by participation type" and Clause 5.6.4 "Classification and components of Open-
edi scenarios” which are part of 6.6 Classification and Identification of Open-edi Scenarios.

223)

© 1SO/I
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F.4 Summary of background study supporting the five phases of the process
component

Clause F.4 provides summary information on the background study which resulted in the five phases of the
Process Component of the Business Transaction Model. In Clause F.4.1 the Initial view is presented and in
F.4.2 the combined results of the analysis of the various buying and selling models. In F.4.3 is found a
selective bibliography while in F.5 the key characteristics are noted of the six buying and selling models
forming part of the background study.

F.4.1 Initial view of process component

stinct
0 not

In any busine
set of action
necessarily o

Ss transaction there appear to be at least five parts to a process. Each part provides a. d
5 or sub-parts for the completion of the business transaction. However, these actions d
Ccur sequentially. They are:

in the

1) Iden

proc

Lification - the act of positively identifying buyer and seller, plus other objects|to be used
PSS,
2)

Negodtiation - the process of settling on price, quantity and other elements,ef the good or servicg.

3) Tran[saction - the process of exchanging monetary instruments for the'\good or service.

4) Deliyery - the act of placing the good or service into the hands of the buyer.

5) Cliegt Service - the actions after the delivery has been completed; post-delivery activities,

replgcement and exchange policies, redress of consumer, grievance, to name a few.
Identification

Llation
ntent.
other.
bthing
in the

In this part offthe process, both buyer and seller need to\positively identify themselves. If we take the sit
where a buyer enters a store, say, to buy clothing,shis or her presence is indication to the seller of

However, in a distance-selling situation, both the huyer and the seller need positive identification of the
Identification ¢an include, for example, product yalidation or service validation -- | represent a particular cl
line or | am the value-added reseller of Microsoft products. The seller may use this type of identification
selection of tHe seller of choice.

seller needs some assurance of the identity of the buyer. As the process continues to th¢ next
bcome increasingly more important to assure the correct identity of the buyer.

Likewise, the
steps, it will b

Negotiation

good

The most im(
or service nes
and delivery
completed a ¢

ortant part:0f'the process is that of negotiation. Here the buyer and the seller determine the
pded hy\the buyer, the quantity and the price. Other factors such as payment schedules, fing
schedules are also determined. At the conclusion of this stage, both buyer and seller wil
ontract for the good or service and established the mechanism for payment and delivery.

\ncing
have

Transaction

Following the negotiation for the service, the next step is the actual production of the good or service and the
exchange of payment. In this stage, the good or service is prepared for exchange and payment is made or
arranged. The process of this phase has been simplified if the negotiation has been completed and
comprehensive.

Delivery

Once the transaction has been completed, the good or service is delivered to the buyer by the seller. It is not
until or the buyer receives the good or service, can a basic commerce activity be considered complete.
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There may be an obligation of the seller to provide service after the completion of the transaction and delivery.
Normally, this is called client service or post-delivery service. In the negotiation stage, the buyer and the seller
may agree to conditions of the quality and workmanship, which are warranted by the seller. The seller may also
provide post-delivery maintenance of the good or service. There may be other follow-up agreements, which may
have been negotiated between buyer and seller.

F.4.2 Results of analysis of buying and selling models

F.4.2.1 Overview

A stufly of several commerce models has identified several models that are quite similar to\the initial model
propagsed above. The models fell into three categories; that of the organization or seller,’the| buyer and a
combjned buyer-seller view (as represented by the BTM). A review of these models_can be|found in the
Clauge under F.5.2 below. This review identified key attributes that constitute the floiw.6f commefce. Here is a
summary of the findings organized in tabular form presented in Figure F.3.
Seller Perspective Buyer-Perspective Combined
Perspective
Attfibute Original
Perspec- Depth Stages in Dyadic I-B Corporate I-B Cycle of Business
tive Selling Making a Sales Behaviour Process I-B Transaction
Sale Process Process Model
(F.4.1) (F.5.1) (F.5.5) (F.5.6) BTM
(F.5.2) F.5.4) (F.5.3)
() @ 3 4 (5) (6) ) (8 9
Plannihg 0+224) X X x225) x226) X
- estaljlish need X X
- search X X x227)
- contapt X X X
-sourcg X
legitimization
Identif|cation X x228) X
- discyssion X X
Negotiption X x229) X X X X

224) O+ = Extension of original

225) Note that there are ten stages for this model. (1) initiation, (2) precipitation; (3) identification of terms and
requirements; (4) contact; (5) negotiation; (6) delivery; (7) acceptance (acceptance, payment and completion); (8)
payment; (9) completion; (10) performance feedback.

226) i.e., “precipitating decisions”

227) i.e., “precipitation decisions”

228) i.e., “Information exchange”

229) i.e., including “completion of negotiations”
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Seller Perspective Buyer Perspective Combined
Perspective
Attribute Original
Perspec- Depth Stages in Dyadic 1-B Corporate I-B Cycle of Business
tive Selling Making a Sales Behaviour Process 1-B Transaction
Sale Process Process Model
(F.4.1) (F.5.1) (F.5.5) (F.5.6) BTM
(F.5.2) F.5.4) (F.5.3)

(1) (2) 3 4 (5) (6) (1) 8 9)
- terms 230)
- values X
- doubts X
Actualization O+ X
- transaction X X X
- delivery X
Post- x231) x232) X
Actualization O+
- evaluation x233) X x234)
-relationship X
maintenance

The original 1

1) planning;

2) actualization; and,

3) post-actu
Planning

In this phase

alization.

acquiring or

Figure F.3 — Summary-table of buying and selling models

nodel can now be extended to.include three new elements; namely:

, both/the buyer and the seller are engaged in a process to decide what actions to take for
selling a good or service. This is where the buyer may be engaged in determining buglgets,

gathering information on products and their suppliers, comparing potential suppliers, and brand discrimination,
to name a few.

230)
231)
232)
233)
234)

216

i.e., “client service”

i.e., “follow-up”

i.e., “attribute delineation”

i.e., i.e., Post Sale Analysis

i.e., “performance feedback”
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On the other hand, the seller is gathering intelligence about potential customers, market analysis, product
acceptance, branding, etc. He or she may also be building potential client lists and establishing pricing
discrimination based on client hierarchies (good risk, frequent buyer, financially sound, etc.).

Actualization

Actualization is the combination of what was originally thought to be two separate activities -- transaction and
delivery. The boundary between these two appears to be somewhat blurred and not meaningful. Actualization
is essentially the execution of the negotiated work both in terms of exchanging products for payment and the
delivery of the products to the buyer.

This i similar in nature to the originally proposed client service phase. The extension includesagtions such as
post-gales review, product warranties, payment plans, return policies, or other consumer-related post
purchgsing actions.

ADDITIONAL SUB-ACTIVITIES
In delfiving the common model, we identified several key sub-activities. Hoever, this is not an ¢xhaustive list
and if is recognized that there are others that need to be identified. FOr_ example, in looking 4t the area of
planning, several of the models referred to such activities as establishing need, searching fgr information,
develpping contact lists, and the identification of product or service-sources. Here is a partial list of the sub-
activitjes:

Planrling:  Establish Need. Initiation: The organization~first markets its products to potential sellers;
Precipitation: The buyer determines there is@ néed to purchase.

Buyer: Search among and identify potential suppliers; Evaluate the marketing mix of potential suppliers.

Contact: No "ploys" are used to contact potential buyers.

glentify Needs (For the buyer): Strategy formulation; Project planning; Make-buy analysis; Requirements
determination; Specification development.

>

rrange to Provide (For the seller): Strategy formulation; Market forecasting; Research and [development;
ervice process design; Information acquisition.

[da]

formation Exchange:*Market queries; Requests for information; Product/service literature;| Requests for
uotation; Price quates.

recipitating’Decisions: Marketing activities; Need for purchase; Timing and financial constraints, i.e.,
conomic(Situation and market information.

Identification:

Buyer: Determine the requirements for the product or service; Estimate the budget and obtain approval,
Determine who the potential sellers are.

Seller:  Estimate costs; Determine method of acquiring the product.
Source Legitimization: Different tasks involved if buyer is repurchasing from supplier, or if it is a new

relationship; Information from the seller must be transmitted to the buyer to establish itself (a) as an expert,
(b) as being similar to the buyer.

235) Post-actualization was the eventual term chosen since “delivery”, like payments, could take in several stages after a
business transaction was instantiated.
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Information Exchange: The buyer transmits information as to the product needed, and which attributes are
important; This information varies with the relationship between the buyer and seller; The seller attempts to
differentiate its product from the competition, and to have an advantage when negotiating.

Product Decisions: Determine similarities between product needed and products available; Quality and
expected life constraints on the product;

Supplier Decisions:  Two possible outcomes: (a) Product is differentiated, therefore selection of supplier
occurs when product is selected, (b) Products are similar, therefore supplier characteristics need to be
selected; Purchasing policy constraints.

Negotiation:

Buyer: |Preliminary discussion with sellers; Technical negotiations;
Modification: Commercial negotiations; Select seller.

Seller: |Contact manufacturer, or select possible agents; Select agent; Place order with*manufactyrer or
agent.

Discussipn: Discussion of tangible and intangible products; Both the buyer and-the seller participate.
Doubts: |The buyer expresses "doubts, beliefs, statements, ideas, and concepts" about the product.

Attribute [Delineation:  Explicitly: product features, credit terms, (a) Preduct quality, (b) Delivery; Implicitly:
attribute fletermination and evaluation.

Attribute [Value Negotiation: Determine "limits" (a) Important for)the seller: price, delivery dates, pfoduct
features,|(b) For the buyer: price, style, product features.

Actualization:
Payment] Methods, terms

Delivery: Post-delivery inspection; Acceptance; Post-Delivery; Performance Feedback; Relatignship
Maintengnce.

and

New attriputes:  Implicit bargaining. gver attributes; Commitment Decisions; Changes in price, qualit
service cpnstraints from the supplier.

F.4.2.2 Conclusions

It appears thgt a business transaction, and in particular an electronic business transaction, can be viewed from a
process perspective as fivedistinct activities. By viewing the process through these activities, we can deriye the
components ¢f each activity and begin to map these needs into this standard. By providing this common vjew to
business trangactions,We can provide a single frame of reference for discussing many of the diverse issugs and
putting those jssuésjinto a context. For example, in Identification, this may be the point to introduce the neled for
authenticatior] whereas the area of either Negotiation or Transaction may be the point to pursue the issue of
digital signatures.
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F.5 [Survey of buying and selling models forming part of background study

The purpose of Clause™F.5 is to provide an analysis of a survey of six (6) models which formed the
background to this study. The six models are as follows:

1) “Depth selling model” (Thompson (1973) focuses on the organization (seller) perspectiveland has six
stages;

2) Sstages in make a sale” (Thompson & Evans, 1969), which focuses on the buyer/seller cbombined
perspective and has five stages;

3) “The cycle of industrial-buying process” (Hill & Hillier, 1977), which focuses on the buyer perspective
and has five stages;

4) “The dyadic sales process” (Wilson, 1978), which is a buyer behaviour model, and consists also of
five stages;

5) “Industrial buyer behaviour” (Johnson, cited in Bonoma & Zaltman,1978), focuses on the buyer
perspective, and consists of six stages;
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6)
Hillier

, 1977), and focuses on the organizational perspective, and has nine (9) stages.

“The stages of the corporate industrial-buying process for selected items of capital equipment” (Hill &

Several economic process models are widely known and are currently in use. They serve as a basis for the
process component. The models are grouped into three perspectives: that of the organization or seller, the buyer
and a combined view of both buyer and seller (as represented by the BTM).

F.5.1 "Depth selling model"

This model as found in Thompson (1973) Selling: A managerial and behavioral science analysis 236)
represents the seller perspective, and has six stages which are:

e plan

e cont
discy
doub
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follo

This is a mod
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include the pr
doubts about
needs the buy

Contact

This stage is
seller (the ind
individual mu
contact stage

Discussion

During the dif
At this step,
participates
individual and

Doubts

!

ing;

ct;

ssion;

ts;

bletion of negotiations; and,

V-up.

b| from the seller’s perspective, since the stages concern the sgllifig of goods or services.

olves all activities performed by the salesperson prigrte contacting the potential buyer. This
eparation of arguments to encourage the buyer tojpurchase the product, anticipation of the b
buying, and the formation of counter-arguments\to these doubts. The seller must determine
er has that can be satisfied with a purchase.

the responsibility of the organization:-it is the moment of initial contact between the buyer a
ividual and the organization via the’ salesman). Although the organization initiates the conta
5t decide to become a partner;for the exchange to take place. For the purpose of this paps
could be referred to as a elasing sub-stage of the planning activity.

cussion stage, the organization must raise the benefits of the product or service to the indi
the organization presents the arguments determined during the planning stage. The ind
vith questions” about the purchase. This stage includes two-way communication betwesd
the organization, which implies that this stage is a part of the negotiation process.

could
Lyer's
what

nd the
ct, the
br, the

idual.
vidual
n the

At this point, the individual raises doubts about making a purchase and the organization, in turn, must ease
these doubts. This is the stage when the organization convinces the individual to purchase. It can be implied that
this is a later sub-process of negotiation.

Completion of Negotiation Stage

This is when the organization and the individual determine the terms of the transaction. These could include
terms of payment, delivery, and contractual obligations for each party. This model does not include the actual
transaction or delivery of the product. The reasoning may be that this is a model for the salesman, and once the
purchase is established, the role of the salesman is complete.

236) Thompson, (1973:383)
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Follow-up

The follow-up stage is when the organization must determine the effectiveness of the sales process. This may
include whether the organization correctly estimated the individual's need to be satisfied through product
purchase, if any of the stages need to be modified for other potential buyers.

F.5.2

"Stages in making a sale"

This model is from the article Behavioral approach to industrial selling?3”) by Thompson and Evans (1969). It
is accredited to either a salesman or the sales manual for Carborundum Company. This model represents the

seller

perspective and has five stages which are:

This 1
and s
the d
negot
this p
the e

The @
interal

Persd

For th
This i

planning;

contact;
discussion;
negotiation; and,
post sale analysis

nodel is similar to the Depth Selling Model, except that person-to-person interaction, readin
purce credibility are applied to this model. The stages of planging, contact, and discussion &
bpth selling approach, while the negotiation stage is a combination of the doubts and
ations, while the post sale analysis is the same as the follow-up stage from the Depth Selli
hper, it is assumed that the stages in this model are aftributed to the individual and the selle|
uivalent stages in the Depth Selling Model.

oncepts that need to be analyzed according to*the roles of the seller and the buyer are per|
Ction, readiness, empathy, and source credibility.

n-to-person interaction

e model, interaction occurs fromhe beginning of the contact stage to the end of the neg
mplies that both the buyer and the seller are active members of the process from the pd

through to the end of negotiation.

Read

This

intere
intere
feedb

Emps

ness

oncept occurs from‘the planning stage to the end of the contact stage. Readiness refers
5t in participatingin the exchange, but it is one of the seller’s roles. The seller must plan for
5t of the potential buyer. During the contact stage, the seller must then modify the plan
hck provided by the buyer in order to maintain this interest.

thy

bss, empathy,
re identical to
completion of
ng Model. For
I according to

Son-to-person

ptiation stage.
int of contact

o the buyer’s
attracting the
according to

Empathy is the responsibility of the seller (the organization). This occurs from the contact stage to
negotiation stage. The seller must anticipate the buyer's needs, with respect to how they can be satisfied by
purchase, and interpret any feedback about the sales process.

Source Credibility

he end of the

The notion of source credibility occurs from the start of the contact stage up to the end of the post sale analysis,
i.e., the end of the exchange process). Source credibility refers to the seller’s credibility as a selling partner from
the perspective of the buyer. It is the responsibility of the seller to ensure that it is viewed as a competent,
reliable, and trustworthy trading partner.

237) Thompson & Evans, (1969: 137-151)
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F.5.3 "The

cycle of industrial-buying process”

This model taken from the Hill and Hillier (1977), Organizational buying behaviour: The key to more effective
selling to industrial markets238) is a buyer-behaviour model, interpreting the decision-making stages involved in

buying a prod
e preci

supp

uct. This model has the four following stages:

pitation decisions;

product decisions;

lier decisions; and,

. comllnitment decisions.

Precipitating
According to

supplier (i.e. t
This is when
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Supplier Deg
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relationship with the organization. This decisien is made by analysing whether all of the purchase require

and expectati

F.5.4 "The

This model i
interaction: 9

Decisions

Hill and Hillier, the first stage in the process it when the organization first markets:its products
he initiation stage). However, the first stage in the buying process is actuallythie precipitation
the organizational buyer determines that there is a need to purchase. For the purposes
hnization whose role is that of the buyer can be referred to as an individual.

sions

pecification stage is when the individual compares productieeds with the products available
zations. The buyer is responsible for finding the variods products available on the marke|
hich needs can be met by each selling organization.

isions

bpecification stage is when the buyer chooses-the best supplier.

Decisions

curs at the end of the exchange process. The individual must decide whether or not to contin

bns have been met by the exehange with this supplier.

dyadic sales proeess”

5 from Organizational buying behaviour (Bonoma and Zaltman, 1978) in the chapter “O
ome_conceptualizations” by David T. Wilson and represents the seller perspective. Th
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238) Bonoma
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For this model, source legitimization refers to the point when the seller is accepted as a "legitimate and credible
partner." (Wilson, 1978:43) Both the buyer and the seller must participate in this stage, however it is the
responsibility of the seller to ensure that it is viewed as a trusted party.

Information Exchange

At this stage, the buyer is responsible for conveying to the seller what its requirements for the product are, i.e.,
what "problem" can be solved with a purchase. This may be interpreted as a part of the identification process.

Attri

wta NDalinaatiaon
HeeHeatoh

At thig point, both the buyer and the seller participate, and determine the terms of the exchange

discus
in neg

Attrib
Both

value
the cd
Relat
Durin

relatid
value

F.5.5

sed may be features of the product, terms of credit and payment, delivery, etc. This may be
otiation.

ute Value Negotiation

he buyer and the seller are responsible for attribute value negotiation. (They must determine
of the terms of the exchange, and which of the traits are the most important. The end of this 3
mpletion of the negotiation process.

onship Maintenance

) the relationship maintenance stage, the buyer and the-seller must decide whether or not to

nship. If both parties decide to continue their exchange relationship, “implicit bargaining o
5 may take place, particularly if problems with perfermance attributes arise.” (Wilson, 1978:45

"Industrial buyer behaviour"

Some terms
h sub-process

the numerical
tage signifies

continue their
ver exchange

This model as found in Patterns industrial dbuying behaviour239) by Johnston (1981), accreditedi to Bonoma,

Zaltm

an, and Johnston, and represents the\buyer perspective, and has the following six stages/acti
establish the need for produets or services;

search among and identify potential suppliers;

evaluate the marketing mix (product, price, promotion, distribution) of potential suppliers;
negotiate_for,and enter agreement about purchase terms;

complete a purchase; and,

Vities:

eyaluate the purchase’s utility in facilitating organizational goals.

Summary conclusions about these stages of the model are presented below. As Johnson (1981) did not provide
further explanation, and the accredited volume was unobtainable, we make the following assumptions about

these

Establish the Need for Products or Services:

stages.

buyer.

239)

© 1SO/
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Search Among and Identify Potential Suppliers: Although it is only the individual who must actively
participate in this stage, the organization is responsible for ensuring that the buyer will be capable of finding
information about the seller’s products. This stage may be implied to be the beginning of the search phase.

Evaluate the Marketing Mix of Potential Suppliers: This step, performed by the individual, can be implied to
be the end of the search phase. It is the last step prior to contact of the selling organization.

Negotiate for and Enter Agreement About the Purchase Terms: This is the first stage with both the
individual and the organization are actively participating and communicating with each other. For this paper,
this is simply the negotiation process.

Complete

must fulf
stage of
agreeme

Evaluate
involves
perspect

F.5.6 "The
equipment'

This model W
buying behay

| the agreement they negotiated in the previous step. Although both parties are participating
the model, there may not be any two-way communication, depending upon the terms
nt.

the Purchase's Utility in Facilitating Organizational Goals: Because the majority of the

bnly the buyer, it may be assumed that this step is meant to be an evaluation’ffom the indiv
ve of the effectiveness of the exchange process.

stages of the corporate industrial-buying process for selected items of capitd

as originally developed to demonstrate the results of a study, amd as found in Organizg
our: The key to more effective selling to industrial markéts240) (Hill & Hillier, 1977) represer]
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Initiation and Precipitation:

These two stages are similar and may be combined to form one step, i.e,

establish need. This modified stage can be considered to be one step with two parts; the buyer perspective and

the seller perspective.

Identification of Terms and Requirements:

This is when the organizaton as buyer determines the desired

features of the good. This may be implied to be a search function.

240) Hill & Hillier, 1977:32-33
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Contact: This is the first point where the buyer and seller communicate.

Negotiation: At this stage, the buyer and seller undergo a series of steps to determine acceptable terms of the
product, delivery, and especially payment.

Delivery: This is the only model with mention of the delivery stage. It can be assumed that the party that is
responsible for the delivery of the product or service was a term negotiated in the previous stage.

Acceptance, Payment and Completion: These three stages, which are the responsibility of the organization
as buyer, can be combined in order to form the transaction stage. These first two components may be sub-
processes in the stage, whereas completion may be assumed to be the completion of the transaction.

Performance Feedback: This final stage is when the buyer and seller must evaluaté\ hether their
expedtations for the exchange.
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Annex G
(informative)

Business transaction model: data component

G.1 Introduction

Annex G pro
as the figureg
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the figures e
48 in Clause
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involving par,
etc.), public

public sector
standardizerg
integrated ap
transactions.

This is one o
components

components are presented graphically in Figure G.1 (as taken.from Figure 7 Clause 6.1.5)

This Annex is
or whose ma

ides explanatory text for (1) the rules and guidelines; and, (2) the terms and definitions|

guidelines as stated here in Annex G in bold are the same as those stated in 6.4 ‘as well
en though both have been re-numbered in this Annex G, i.e., Rules and Guidelines 43 th
5. 4, here are Rules G-1 through G-11.

icipation of various business sectors (e.g. banking, retail, transport, telecommunicatior]
bolicy makers at various levels of government, consumers associations, lawyers (privat
Wwith expertise in common and civil law as well as international trade aw), ISO and ISO/IEC
, etc. This work identified gaps between existing international standards and the need
proach incorporating requirements of commercial and legal frameworks into electronic bus

f three Annexes which provide additional required information on one of the three fundan
pf a business transactions, namely “Person”, "process”, and “data”. These three fundan

also meant to assist users of this standard whe-are either not familiar with standards in g¢
n focus to date has been on Functional Senvices View (FSV) standards only.
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Figure G.1 — Business Transaction Model — Fundamental components (Graphic Illustration)
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Rule G-1:

A business transaction requires Person, process, and data.241)

A representation of Figure G.1 using the Formal Description Technique (FDT) Unified Modelling Language

(UML) as the OeDT here for this rule yields the following:

Business Transaction

1 %
T

1.7 1..
+contains +contains +contains
+part of
2..n 1.*
— Lo
Person Process "Data"

Business Transaction Md

Figure G.2 — UML-based representation of “Figure G.1
Fundamental:components”

G.2 Context: Business transaction

The gontext of the "data component” is_that of data in an (electronic) business transaction (
facilithte widespread adoption and use of Open-edi in support of application areas such
comnjerce, electronic administration, ‘electronic business, etc.). Two key attributes here are
"business transaction"-based; and; (2) takes place through "electronic data interchange". The
these| terms are found in ISO/IEC 14662:2010 (E/F) "Information Technologies — Open-e
Mode}/Technologies de l'information — Modéle de référence EDI-ouvert".

Husiness transaction24?)

redefined setof activities and/or processes of Persons which is initiated by an Person to g
xplicitly shared business goal and terminated upon recognition of one of the agreed cond
he invelved Persons although some of the recognition may be implicit

DT

—

del —

hs needed to
as electronic
that: (1) it is
Hefinitions for
i Reference

ccomplish an
lusions by all

This definition of business transaction is:

— generic, i.e., independent of whether it is executed through electronic or non-electronic means;

— sector independent, i.e., it applies within and among sectors, (e.g., public/private, industria
etc.); and,

— independent of whether the business transaction pertains to “for profit" or "not-for-
exchanges of values.

"Electronic data interchange"

241) See further above Clause 6.1.5 “Business Transaction Model: Key components”.

242) In this standard, referenced as Clause 3.7"
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Electronic Data Interchange (EDI)243)

automated exchange of any predefined and structured data for business purposes among information
systems of two or more Persons

This definition of EDI is independent of the multiple data types which may be interchanged such as numbers,
characters, images, sound, etc.

In the context of the previous business transaction, the "data" component of the Business Transaction Model
integrates the following factors:

1) Existing germmereial-and-legal-frameworks—ferbusiness—transactions—alow—forand-dse-beth—rferpation
which is|recorded and that which is not, i.e., that known to and used by natural persons in™njaking
commitrjents, but not (yet) recorded.

2) Data is g category of recorded information which has specific qualities and particular attributes.

3) Within data as a category of recorded information, there is a particular sub-category known as|"data
element'lalso with its specific qualities and particular attributes.

4) There isja category of data element which is structured and for which the pérmitted values, i.e., corjtents,
are predgfined.

Existing |business-to-business applications consist of rule-based%“business transactions which |make
extensivé and widespread use of code sets, often through tables.These code sets represent cojnmon
businesq practices and serves as building blocks of business transactions.

5) A key thiust of this standard is to build confidence and trust, and clarify rules (marketplace, legal, efc.). A
major syccess factor here is the degree to which existing ambiguities in business transactions cpn be
removed| through development of (re-useable) Open-edi scenarios and their components. A |major
charactefistic of cost-effective and efficient businesS.operations, customer service, etc., is "paying attention
to detaild'. From a "data" perspective, this need far preciseness in data elements is known as "granularity".
The highger the degree of granularity, the greater'the precision. Precision is necessary to avoid ambiguity.

G.3 Busingss information to recofded information

A standard definition for "information! exists independent of whether the information is recorded or not. It is also
medium neutfal and serves as the\basis, i.e., point of departure for this standard.

ISO/IEC 2383 "Information.technology - vocabulary Part 1 - Fundamental Terms" defines “information™ as:
information(in information processing)

knoyledge’ concerning objects, such as facts, events, things, processes, or ideas, including
congepts, that within a certain context has a particular meaning2?44)

243) In this standard, referenced as "3.19"

244) |SO/IEC 1087-1:2000, Terminology work - Vocabulary - Part 1: Theory and application defines "object" as:
3.1.1 object: anything perceivable or conceivable

NOTE Objects may be material, (e.g.. an engine, a sheet of paper, a diamond), immaterial, (e.g., conversion ratio, a
project plan) or imagined, (e.g., a unicorn)
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Rule G-2:
In a business transaction, information is either recorded or it is not.

Basically, information exists in two states:
1) that which is "known" to a natural person, but is not yet recorded in any form; or,

2) that which is recorded on some medium.

Both states are acceptable in the present legal and commercial frameworks and business practices. In
essence, a "contract" is a "meeting of the minds" of the natural persons involved. Orally exchanged
information rnenlﬁng from face-to-face mnnfinge and use of the fnlnphnnn plny' etc—and-willcontinue to p|ay,
an important role in the planning, negotiating and actualization of business transactions. Judicia] proceedings
rely heavily on oral presentation and (cross) examination of natural persons, i.e., as ¢'withgsses" having
knowledge of facts, events, things, processes or ideas, including concepts, that within a certain pontext has a
particular meaning. (The admission of written/paper documents containing recorded informatiorn as evidence
in jud|cial procedures is an exception to the "Hearsay Rule").

One should note that, business transactions may or may not include recorded information.

In evgryday commerce, a contractual agreement, (e.g., the result of thelNeégotiation Phase Prgcess24°) in a
busingss transaction), need not involve any recorded information, i.e-~can be a verbal contract, (e.g., based
on a pandshake). Similarly, in court or similar proceedings, eviderce-is presented orally by ndtural persons
and hearsay is not admissible. One exception to the Hearsay Rulé:is that written records or dopuments, i.e.,
recorgled information, may be admitted.

Finally, many present day business transactions especially‘those involving individual consumers|and cash246)
-basefd involve little or no recorded information intercharige between buyer or seller?47), and the buyer can
remain anonymous248),

Rule 5-3:
Electfonic business transactions require*recorded information".

Within the existing legal frameworks, (international, national, and local laws and regulations), myltiple different
definifions exist for "record”, "document", "recording", etc. Here the concept/term "recorded infgrmation”, can
servelas a common bridge termi among existing differences in definitions in the legislative framewprk as well as

those|of information technology standards.

Unlikg business transactions in general, electronic business transactions are based on and reqgdire "recorded
information" which is defined as:

3.56 recorded information249)

anytinformation that is recorded on or in a medium irrespective of form, recording medijum or
technology used, and in a manner allowing for storage and retrieval

245) On the five process phases in a business transaction, see further above Clause 6.3 titled "Rules governing the
process component"”.

246) It is assumed that "e-cash" has the same attributes/properties and behaviours as "cash".

247) This is not to say that recorded information is not produced to record a completed business transaction. But this is
primarily, one of the seller recording the sale of a good or service, (e.g., to comply with external constraints of a regulator
such as sales tax).

248) On the issue of anonymity, see further above Annex D.4.2.

249) For the ISO French language equivalent for this term/definition, see Annex A.
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NOTE 1 This is a generic definition and is independent of any ontology, (e.g., those of "facts" versus "data"
versus "information" versus "intelligence" versus "knowledge", etc.).

NOTE 2 Through the use of the term "information," all attributes of this term are inherited in this definition.

NOTE 3 This definition covers: (i) any form of recorded information, means of recording, and any medium on
which information can be recorded; and, (ii) all types of recorded information including all data types, instructions
or software, databases, etc.

Current laws and regulations governing government and business operations are mostly "paper-based" and
presume the presence of paper records. "Medium neutrality" encapsulates two key attributes: (1) neutrality
towards, i.e., independent of, the means, method or technology used to record information; and, (2) neutrality,
independent of the type of "medium" on which the information is recorded

The meaning|and use of the term "medium" often gets confused with form, format, type of representation and
use, etc. It is|therefore necessary to have a common understanding of the concept/term "medium;; i.e.} from
legal, commgrcial, information technology, standardization, etc., perspectives.

The concept/ferm "medium"250) js defined as:
medium

physical material which serves as a functional unit, in or on which information or data is normally
recorded, in which information or data can be retained and carried, fremiwhich information or data can be

retrieved, and which is non-volatile in nature

NOTE 1 |This definition is independent of the material nature on whieh'the information is recorded and/or techpology
used to rg¢cord the information, (e.g., paper, photographic, (chemical), magnetic, optical, ICs (integrated circufts), as
well as other categories no longer in common use such as vellum; parchment (and other animal skins), plasticd, (e.g.,
bakelite of vinyl), textiles, (e.g., linen, canvas), metals, etc.).

NOTE 2 |The inclusion of the "non-volatile in nature” attribute is to cover latency and records retention requirerpents.

NOTE 3 |This definition of "medium” is independent of: i) form or format of recorded information; ii) physical
dimension and/or size; and, iii) any container or housing that is physically separate from material being hous¢d and
without which the medium can remain a functional unit.

NOTE 4 |This definition of "medjum” also captures and integrates the following key properties: i) the propgrty of
medium gs a material in or on which information or data can be recorded and retrieved; ii) the property of stordge; iii)
the propefty of physical carrier;_iv) the property of physical manifestation, i.e., material; v) the property of a fungtional
unit; and, vi)the property of-(some degree of) stability of the material in or on which the information or dlata is
recorded

The relation| of “infermation” to “recorded information” and medium to existing legal and comnjercial
frameworks for business transactions is illustrated in Figure G.3 (as taken from Figure 19 in Clause 6.4.

250) This is a "media neutral" definition. The inclusion of "non-volatile in nature" criteria is to cover latency and records
retention requirements. The primary reason for the numerous notes is to capture as completely as possible, as attributes,
the properties and behaviours of “medium”.
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Not recorded but known to
natural persons

! Both acceptable and used
i in existing legal and

¢ commercial frameworks of
i business transactions

: Open-edi :

Figure G.3 — Relation of “information, “recorded information”/& “medium” in busi
transactions — Legal, commercial and Open-edirequirements

A representation of Figure G.3 using the Formal Description Techhique (FDT) Unified Modelli
(UML) as the OeDT here for Rules G-2 and G-3 yields the following:

Information

“INFORMATION”
“RECORDED .....................................................................
INFORMATION”
ceececescssececesns, “MEDIUM”
Required for

Ness

ng Language

Required for

Open-edi

ol

Not Recorded

Recorded Information

+recorded in/on

Both Accepta ble and

Used in Existing Legal
and Commercial
Frameworks of

Business Transactions

+carries

Medium

Figure G.4 — UML-based representation of Figure G.3 “Relation of “information, “recorded
information” & “medium” in business transactions — Legal, commercial and Open-edi requirements”
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